3GPP TSG CT WG1 Meeting #76






C1-120342
Xiamen (P.R. China), 6-10 February 2012
Source:
Huawei, HiSilicon
Title:
IETF RFC references in TS 23.040, 24.259, 24.327
Agenda item:
11.15.2
Document for:
DISCUSSION and DECISION
1. Introduction

CT1 has progressed much on the task of checking the IETF references of the CT1 specifications but there are still some specifications which need to be checked and their IETF references updated. We have particularly focused in 3GPP TS 23.040 [1], 24.259 [2], and 24.327 [3].

This paper shows the result of the analysis performed on the above indicated CT1 specifications, and provides some recommendations.
2. Discussion

All IETF references, i.e., RFCs and internet drafts (i-d), have been checked and identified whether those references are still valid, no longer current (obsolete) or updated by other IETF documents. 
Additionally, an investigation has been performed to identify the technical changes introduced by the references update, if any, as to decide whether the reference update should be considered by 3GPP in the appropriate specification.
A conclusion and action has been outlined, e.g., need of change request (CR) to address the reference update or replace an obsolete reference.

The table 1 below summarizes the investigation performed:

	Specification
	IETF reference
	IETF status
	Review comment
	Conclusion and action

	23.040
	RFC 822
	OBSOLETED by RFC 2822, which is OBSOLETED by RFC 5322
	RFC 822 is about the message format of the simple mail transfer protocol (SMTP) protocol which as we all know is the standard for e-mail across the IP networks. Every domain that supports the simple mail transfer protocol (SMTP) protocol for e-mail is required by RFC 822 to have the postmaster address. 

The latest version of the SMTP is defined by RFC 5321, and RFC 5322 provides the latest basic formal definition for e-mail (header and body).
	Replace the reference by the current RFC since the used one is no longer valid  (see C1-120348)

	
	RFC 3261
	UPDATED by RFC 3265, RFC 3265, RFC 4320, RFC 4916, RFC 5393, RFC 5621, RFC 5626, RFC 5922, RFC 5954, RFC 6141
	RFC 3261 is the famous on “SIP” (latest version). A number of extensions are available, for example, RFC 3265 (Subscribe / Notify) or RFC 4320 which reduces useless network traffic and the probability of messages losing the race condition inherent in the non-INVITE transaction. Some of the RFCs deal with security, e.g., RFC 5393 to address security vulnerability identified in SIP proxy behavior. 24.259 uses the RFC to indicate the failure response codes for SIP transaction timeout.
	The use of the RFC seems sufficient to indicate the failure response codes for SIP transaction timeout. No action needed.

	
	RFC 3428
	
	24.259 uses the RFC to indicate the failure response codes for the SIP MESSAGE request. RFC 3428 is still current.
	No action

	24.259
	draft-montemurro-gsma-imei-urn-08
	Now -09
	The i-d (A Uniform Resource Name Namespace for the GSM Association (GSMA) and the        International Mobile station Equipment dentity (IMEI)) is used in the specification but the latest version is actually -09 (January 2012).
	It is recommended to update the reference to the new version of the i-d to consider the latest version. When RFC exists, the i-d should be replace by the new RFC for new releases (see C1-120345, and C1-120346)

	
	RFC 2246
	OBSOLETED by RFC 4346, which is OBSOLETED by RFC 5246
	RFC 2246 is the first version of transport layer security (TLS) which is last updated in RFC 5246 (TLS 1.2).
	Replace the reference by the current RFC since the used one is no longer valid  (see C1-120344)

	
	RFC 2616
	UPDATED by RFC 2817, RFC 5785, RFC 6266

	RFC 2616 defines the version 1.1. of the hypertext transfer protocol (HTTP/1.1). RFC 2817 allows upgrading to TLS within HTTP/1.1. The client should switch to TLS when receiving a particular 4xx class of status code, i.e., 426 Upgrade Required. This possibility is not standardized by 24.259. RFC 5785 defines a registry for new well-known uniform resource identifiers (URIs). This seems to collect existing behavior and might encourage people to reuse existing well-known URIs. RFC 6266 allows use of the content-disposition header field in HTTP. This seems to let the user save the file to his device and then decide how to use it, instead of the browser trying to use the file. There seems to be some possible security side effects of content disposition as described by RFC 2616 for what I found myself in section 15.5 (so in principle not recommend it?).
	It should be discussed to add references to RFC 2817 to allow the case of using the upgrade mechanism in HTTP/1.1 to initiate TLS over an existing TCP connection. This allows unsecured and secured HTTP traffic to share the same ‘well-know’ port (http: at 80 rather than https: at 443). PNM experts should provide their guidance.

	
	RFC 4122
	
	
	No action

	
	RFC 4244
	
	
	No action

	
	RFC 4458
	
	
	No action

	
	RFC 4825
	
	
	No action

	24.327
	RFC 3775
	OBSOLETED by RFC 6275
	RFC 3775 is on Mobile IPv6, but the latest version available is defined by RFC 6275.
	Replace the reference by the current RFC since the used one is no longer valid (see C1-120343)

	
	RFC 3776
	
	
	No action

	
	RFC 4306
	OBSOLETED by RFC 5996
	RFC 4306 is on IKEv2, but the latest version available is defined by RFC 5996.
	Replace the reference by the current RFC since the used one is no longer valid (see C1-120343)

	
	RFC 4877
	
	
	No action

	
	RFC 5026
	
	
	No action

	
	RFC 5555
	
	
	No action

	
	RFC 5648
	UPDATED by RFC 6089
	RFC 6089 provides support for flow mobility (Mobile IPv6 and Network Mobility (NEMO)). The specification already uses RFC 6089.

	No action

	
	RFC 6088
	
	
	No action

	
	RFC 6089
	
	
	No action


Table 1: Outcome of the investigation of IETF references

As shown in table 1, several CRs have been produced and submitted for agreement for this meeting.

3. Conclusion

An investigation on IETF references of some of the CT1 specifications has been performed particularly; 3GPP TS 23.040 [1], 24.259 [2], 24.327 [3].

The outcome of the investigation shows the need of CRs and decision on whether some updates to the CT1 specifications are needed. Discussion is needed on whether some updates to the specifications are needed for future releases of 3GPP specification by adding some new RFCes. If changes to CT1 specifications are finally required, we volunteer to provide the necessary contributions to the above listed specifications for future meetings so that we can conclude on our task.
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