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Background

3GPP Contribution C1-120177 describes the need to for the LRF to be able to return a location value in the form of a PIDF-LO in a 3xx response to an E-CSCF, and the use of the mechanism defined in Sections 8.1.3.4, 19.1.1, and 19.1.5 of RFC3261 to return header values and a body using parameters in the Contact-URI header of the 3xx response. Based on the mechanism defined in RFC 3261, an E-CSCF will use information in the Contact header of the received 3XX response from an LRF to create an outgoing emergency session request.  The Contact header in the 3XX response may contain “header” parameters which the E-CSCF will use to either overwrite existing header field values or to add new header fields to the outgoing emergency session request.  According to Section 19.1.5 of RFC 3261, “An implementation SHOULD treat the presence of any headers or body parts in the URI as a desire to include them in the message, and choose to honor the request on a per-component basis.”  
A concern has been raised that allowing the E-CSCF to receive a location-by-value in a 3xx response from an LRF and to populate the location-by-value in the body of an outgoing INVITE message would require that the E-CSCF function as a B2BUA and that this violates the 3GPP definition of an E-CSCF as a proxy.
RFC 3261 defines a B2BUA as follows: 

  “Back-to-Back User Agent: A back-to-back user agent (B2BUA) is a

         logical entity that receives a request and processes it as a

         user agent server (UAS).  In order to determine how the request

         should be answered, it acts as a user agent client (UAC) and

         generates requests.  Unlike a proxy server, it maintains dialog

         state and must participate in all requests sent on the dialogs

it has established.  Since it is a concatenation of a UAC and UAS,        no explicit definitions are needed for its behavior.”

The functions performed by an E-CSCF are consistent with the definition for a B2BUA provided in RFC 3261.  

In addition, Section 16.6 of RFC 3261 states, “The proxy MUST NOT add to, modify, or remove the message body.”  However, Section 5.11.1 of TS 24.229 states:
“When the E-CSCF receives an emergency request for a dialog requesting privacy or a standalone emergency transaction requesting privacy or any request or response related to a UE-originated emergency dialog requesting privacy, and if operator policy (e.g. determined by national regulatory requirements applicable to emergency services) allows requests for suppression of public user identifiers and location information per 3GPP TS 22.101 [1A], the E-CSCF:

-
shall provide the privacy service role according to RFC 3323 [33] and RFC 3325 [34];

NOTE 3:
The procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3325 [34] and subclause 4.4.

-
shall remove any location object from the message’s body with Content-Type header field containing the content type application/pidf+xml. If only one message body remains in the message’s body then the E-CSCF sets the Content-Type header field to the content type specified for the body; and

-
shall remove the Geolocation header field;
prior to forwarding any such request to a PSAP.”
The ability for an E-CSCF to remove a location object from the message body seems to violate the definition of the E-CSCF as a “proxy,” as specified in Section 16.6 of RFC 3261. Given that TS 24.229 already describes functionality associated with an E-CSCF that goes beyond that attributed to a proxy by RFC 3261, it is not reasonable to argue that an E-CSCF cannot add information to a message body because it is “a proxy.”

As stated in 3GPP Contribution 114927, a significant consequence of not allowing an E-CSCF to use the RFC 3261 mechanisms to return location-by-value and location-by-reference, and not allowing an E-CSCF to populate the message body of the outgoing INVITE message with the location-by-value, will be the inefficient routing of emergency calls from fixed users to IP PSAPs.  Specifically, a lack of support for return of location-by-value in a 3xx response and the forwarding of this information toward an IP PSAP via an IP-based Emergency Services Network will result in the need for every routing element in the Emergency Services Network and the PSAP to de-reference with the LRF to obtain the needed location information on which to base call routing and the dispatch of emergency personnel.  For calls originated by fixed users, where the location information will be static, this will result in unnecessary delay in delivering the call to the PSAP and in dispatching emergency personnel.  

In addition to the additional delay, a lack of support for the requested capabilities will also result in inconsistency in the mechanisms used to return a location-by-value and a location URI in a 3xx response from an LRF, and a lack of compatibility with RFC 3261.
Proposal
 Given that the functions provided by an E-CSCF meet the RFC 3261 definition of a B2BUA, and that procedures in Section 5.11.1 of TS 24.229 already describe functionality associated with an E-CSCF that goes beyond that attributed to a proxy by RFC 3261, as well as the increased delay in delivering emergency calls from fixed users to IP PSAPs by not supporting location-by-value, it is requested that 3GPP modify TS 24.229 to support the return of location-by-value in a 3xx message from an LRF to an E-CSCF. Further, it is requested that the modification to TS 24.229 use the standard SIP mechanism defined in Sections 8.1.3.4, 19.1.1, and 19.1.5 of RFC3261 for returning location-by-value and/or location-by-reference in a 3xx message.
