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**************** 1st change *****************
5.1.2.1
Notification about multiple registered public user identities

Upon receipt of a 2xx response to the SUBSCRIBE request the UE shall maintain the generated dialog (identified by the values of the Call-ID header field, and the values of tags in To and From header fields).

Upon receipt of a NOTIFY request on the dialog which was generated during subscription to the reg event package the UE shall perform the following actions:

-
if a state attribute "active", i.e. registered is received for one or more public user identities, the UE shall store the indicated public user identities as registered;

-
if a state attribute "active" is received, and the UE supports GRUU (see table A.4, item A.4/53), then for each public user identity indicated in the notification that contains a <pub-gruu> element or a <temp-gruu> element or both (as defined in RFC 5628 [94]) then the UE shall store the value of those elements in association with the public user identity;

-
if a state attribute "terminated", i.e. deregistered is received for one or more public user identities, the UE shall store the indicated public user identities as deregistered and shall remove any associated GRUUs; and
NOTE 1:
There can be public user identities which are automatically registered within the registrar (S-CSCF) of the user upon registration of one public user identity or when S-CSCF receives a Push-Profile-Request (PPR) from the HSS (as described in 3GPP TS 29.228 [14]) changing the status of a public user identity associated with a registered implicit set from barred to non-barred. Usually these automatically or implicitly registered public user identities belong to the same service profile of the user and they might not be available within the UE. The implicitly registered public user identities can also belong to different service profiles. The here-described procedures provide a different mechanism (to the 200 (OK) response to the REGISTER request) to inform the UE about these automatically registered public user identities.

NOTE 2:
RFC 5628 [94] provides guidance on the management of temporary GRUUs, utilizing information provided in the reg event notification.
-
if a state attribute "active" is received for one or more public user identities and:

a.
if the <actions> child element is included in the <registration> element of a public user identity, the UE shall bind the policy received in the <actions> child element of the <registration> element to the contact address and the public user identity and shall apply the policy; and

b.
if the <actions> child element is not included in the <registration> element, the UE shall remove the policy bound to the contact address and the public user identity and shall stop applying the policy.
**************** 2nd change *****************
5.4.2.1.2
Notification about registration state

The UE can bind any one of its public user identities either to its contact address or to a registration flow and the associated contact address (if the multiple registration mechanism is used) via a single registration procedure. When multiple registrations mechanism is used to register a public user identity and bind it to a registration flow and the associated contact address, the S-CSCF shall generate a NOTIFY request that includes one <contact> element for each binding between a public user identity and a registration flow and the associated contact address.
NOTE 1:
If the UE binds a given public user identity to the same contact address but several registration flows and the associated contact address (via several registrations), then the NOTIFY request will contain one <contact> element for each registration flow and the associated contact address. Each respective <contact> elements will contain the same contact address in the "uri" sub-element, but different value in the "id" sub-element and different "reg-id" value included in the respective <unknown-param> element. 

For every successful registration that creates a new binding between a public user identity and either its contact address or the registration flow and the associated contact address (if the multiple registration mechanism is used, the NOTIFY request shall always include a new <contact> element containing new value in the "id" sub-element, the state attribute set to "active", and event attribute set to either "registered" or "created". 
Any successful registration (that creates a new binding between a public user identity and either its contact address or a registration flow and associated contact address) may additionally replace or remove one or more existing bindings. In the NOTIFY request, for each replaced or removed binding, the <contact> element shall have the state attribute set to "terminated" and the event attribute set to "unregistered", "deactivated", or "rejected". 
NOTE 2:
When multiple registrations mechanism is not used, if the UE registers new contact address then all registrations, if any, using an old contact address are deregistered, i.e. the new registration replaces the old registrations. Hence, for each deregistered public user identity, the NOTIFY request will have the state attribute within the <registration> element set to "terminated" and the state attribute in the  <contact> element set to "terminated" and the event attribute set to "unregistered", "deactivated", or "rejected".

NOTE 3:
If the UE uses a multiple registrations mechanism to bind a public user identity to a new registration flow the registration flow and the associated contact address, and if the new registration flow replaces an existing registration flow, then for the registration flow and the associated contact address being replaced, the respective <contact> element in the NOTIFY request will have the state attribute set to "terminated" and the event attribute set to "unregistered", "deactivated", or "rejected".

The S-CSCF shall send a NOTIFY request:

-
when an event pertaining to the user occurs. In this case the NOTIFY request is sent on all dialogs which have been established due to subscription to the reg event package of that user; and


-
as specified in RFC 3265 [28].

When sending a NOTIFY request, the S-CSCF shall not use the default filtering policy as specified in RFC 3680 [43], i.e. the S-CSCF shall always include in every NOTIFY request the state information of all registered public user identities of the user (i.e. the full state information).

NOTE 4:
Contact information related to emergency registration is not included.

When generating NOTIFY requests, the S-CSCF shall not preclude any valid reg event package parameters in accordance with RFC 3680 [43]. 

For each NOTIFY request triggered by an event and on all dialogs which have been established due to subscription to the reg event package of that user, the S-CSCF shall:

1)
set the Request-URI and Route header field to the saved route information during subscription;

2)
set the Event header field to the "reg" value;

3)
in the body of the NOTIFY request, include one <registration> elements for each public user identity that the S-CSCF is aware the user owns.


If the user shares one or more public user identities with other users, the S-CSCF shall include any contact addresses registered by other users of the shared public user identity in the NOTIFY request;

4)
for each <registration> element:

a)
set the aor attribute to one public user identity or if the public user identity of this <registration> element is a wildcarded public user identiy, then choose arbitrarily a public user identity that matches the wildcarded public user identity and the service profile of the wildcarded public user identity and set the aor attribute to this public user identity;

NOTE 5:
The value of the aor attribute will not be used by the receiver of the NOTIFY.
b)
set the <uri> sub-element inside each <contact> sub-element of the <registration> element to the contact address provided by the respective UE as follows:

I)
if the aor attribute of the <registration> element contains a SIP URI, then for each contact address that contains a "+sip.instance" Contact header field parameter, include <pub-gruu> and <temp-gruu> sub-elements within the corresponding <contact> element. The S-CSCF shall set the contents of these elements as specified in RFC 5628 [94]; or

II)
if the aor attribute of the <registration> element contains a tel-URI, determine its alias SIP URI and then include a copy of the <pub-gruu> and <temp-gruu> sub-elements from that equivalent element;

c)
if the respective UE has provided a display-name in a Contact header field, set the <display-name> sub-element inside the respective <contact> sub-element of the <registration> element to the value provided by the UE according to RFC3680 [43];

d)
if the user owns a wildcarded public user identity then include a <wildcardedIdentity> sub-element as described in subclause 7.10.2; and 
e)
if the public user identity set in step a):

I)
has been deregistered either by the UE or the S-CSCF (i.e. upon the deregistration, there are no binding left between this public user identity and either a contact address or a registaration flows and associated contact addresses that belong to this user) then:

-
set the state attribute within the <registration> element to "terminated";

-
set the state attribute within each <contact> element belonging to this user to "terminated"; and

-
set the event attribute within each <contact> element to "deactivated", "expired", "unregistered", "rejected" or "probation" according to RFC 3680 [43].


If the public user identity has been deregistered for this user and this deregistration has already been indicated in the NOTIFY request, and no new registration for this user has occurred, its <registration> element shall not be included in the subsequent NOTIFY requests; or

II)
has been registered by the UE (i.e. the public user identity has not been previously bound either to a contact address or to a registration flow and the associated contact address (if the multiple registration mechanism is used)) then:

-
set the <unknown-param> element to any additional header field parameters contained in the Contact header field of the REGISTER request according to RFC 3680 [43];

NOTE 6:
If the multiple registration mechanism is used, then the reg-id header field parameter will be included as an <unknown-param> element.
-
if the subscription contains, for the applicable private user identity (determined as described in subclause 5.4.2.1.1) and the public user identity, any of the policies described in subclause 7.10.3 except for video domain selection policy, then include the policy associated with the applicable private user identity and the public user identity using coding described in subclause 7.10.3. Inclusion of video domain selection policy is determined by S-CSCF taking the subscription and P-Visited-Network-Id of the UE and S-CSCF local configuration into account;

-
set the state attribute within the <registration> element to "active"; and:

-
set the state attribute within the <contact> element belonging to this user to "active", include new value in the "id" sub-element, and set the event attribute within this <contact> element to "registered"; or

NOTE 7:
If this registration, that created new binding, additionally replaces or removes one or more existing registrations, then for the replaced or removed registrations the respective <registration> elements and <contact> elements will be modified accordingly.

III)
has been re-registered (i.e. it has been previously registered) then:

-
set the state attribute within the <registration> element to "active";

-
if the subscription contains, for the applicable private user identity (determined as described in subclause 5.4.2.1.1) and the public user identity, any of the policies described in subclause 7.10.3, then include the policy associated with the applicable private user identity and the public user identity using coding described in subclause 7.10.3;

-
set the <unknown-param> element to any additional header field parameters contained in the Contact header field of the REGISTER request according to RFC 3680 [43];

-
for contact addresses to be registered: set the state attribute within the <contact> element to "active"; and set the event attribute within the <contact> element to "registered"; or

-
for contact addresses to be re-registered, set the state attribute within the <contact> element to "active"; and set the event attribute within the <contact> element to "refreshed" or "shortened" according to RFC 3680 [43]; or

-
for contact addresses that remain unchanged, if any, leave the <contact> element unmodified (i.e. the event attribute within the <contact> element includes the last event that caused the transition to the respective state); or

IV)
has been automatically registered or registered by the S-CSCF, and has not been previously automatically registered:

-
set the <unknown-param> element to any additional header field parameters contained in the Contact header field of the REGISTER request according to RFC 3680 [43];

-
set the state attribute within the <registration> element to "active";

-
set the state attribute within the <contact> element to "active"; and

-
set the event attribute within the <contact> element to "created"; and

V)
is hosted (unregistered case) at the S-CSCF:

-
set the state attribute within the <registration> element to "terminated";

-
set the state attribute within each <contact> element to "terminated"; and

-
set the event attribute within each <contact> element to "unregistered".

The S-CSCF shall also terminate the subscription to the registration event package by setting the Subscription-State header field to the value of "terminated"; and

NOTE 8:
The value of  "init" for the state attribute within the <registration> element is not used. 

5)
set the P-Charging-Vector header field with the "icid-value" header field parameter populated as specified in 3GPP TS 32.260 [17], and if the NOTIFY request is sent towards an AS listed in the initial filter criteria a type 3 "orig-ioi" header field parameter. The S-CSCF shall set the type 3 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The S-CSCF shall not include the type 3 "term-ioi" header field parameter.

NOTE 9:
When sending a NOTIFY request to a subscriber subscribing or unsubscribing to the reg event package, or when the S-CSCF terminates the subscription, the event attribute within the <contact> element includes the last event that caused the transition to the respective state. 

The S-CSCF shall only include the non-barred public user identities in the NOTIFY request.

EXAMPLE 1:
If sip:user1_public1@home1.net is registered, the public user identity sip:user1_public2@home1.net can automatically be registered. Therefore the entries in the body of the NOTIFY request look like:

                     <?xml version="1.0"?>

                     <reginfo xmlns="urn:ietf:params:xml:ns:reginfo"

                                  xmlns:cp="urn:ietf:params:xml:ns:common-policy"
                                  xmlns:eri="urn:3gpp:ns:extRegInfo:1.0"

                                  version="0" state="full">

                       <registration aor="sip:user1_public1@home1.net" id="as9"

                                     state="active">

                         <contact id="76" state="active" event="registered"> 

                                <uri>sip:[5555::aaa:bbb:ccc:ddd]</uri>

                                <unknown-param name="audio"/>
                         </contact>

                       </registration>

                       <registration aor="sip:user1_public2@home1.net" id="as10"

                                     state="active">

                         <contact id="86" state="active" event="created"> 

                                <uri>sip:[5555::aaa:bbb:ccc:ddd]</uri>

                                <unknown-param name="audio"/>
                         </contact>

                         <cp:actions>

                                <eri:rph ns="wps" val="1"/>

                                <eri:privSender/>

                         </cp:actions>
                       </registration>

                     </reginfo>

EXAMPLE 2:
If sip:user1_public1@home1.net is registered, the public user identity sip:ep_user1@home1.net can automatically be registered. sip:ep_user1@home1.net is a dedicated identity out of the related range indicated in the <wildcardedIdentity> element. Therefore the entries in the body of the NOTIFY request look like:

                     <?xml version="1.0"?>

                     <reginfo xmlns="urn:ietf:params:xmlns:reginfo"

                                  xmlns:ere="urn:3gpp:ns:extRegExp:1.0"

                                  version="0" state="full">

                       <registration aor="sip:user1_public1@home1.net" id="as10"

                                      state="active">

                          <contact id="86" state="active" event="created"> 

                                 <uri>sip:[5555::aaa:bbb:ccc:ddd]</uri>

                          </contact>

                        </registration>

                        <registration aor="sip:ep_user1@home1.net" id="as11"

                                       state="active">

                          <contact id="86" state="active" event="created"> 

                                 <uri>sip:[5555::aaa:bbb:ccc:ddd]</uri>

                          </contact>

                          <ere:wildcardedIdentity>sip:ep_user!.*!@home1.net

                          </ere:wildcardedIdentity>

                        </registration>

                     </reginfo>
When sending a final NOTIFY request with all <registration> element(s) having their state attribute set to "terminated" (i.e. all public user identities have been deregistered, expired or are hosted (unregistered case) at the S-CSCF), the S-CSCF shall also terminate the subscription to the registration event package by setting the Subscription-State header field to the value of "terminated".

When all of a UE's contact addresses have been deregistered (i.e.there is no <contact> element set to "active" for this UE), the S-CSCF shall consider subscription to the reg event package belonging to the UE cancelled (i.e. as if the UE had sent a SUBSCRIBE request with an Expires header field containing a value of zero).

The S-CSCF shall only include the non-barred public user identities in the NOTIFY request.

When the S-CSCF receives any response to the NOTIFY request, the S-CSCF shall store the value of the "term-ioi" header field parameter received in the P-Charging-Vector header field, if present.

NOTE 10:
Any received "term-ioi" header field parameter will be a type 3 IOI. The type 3 IOI identifies the service provider from which the response was sent.

**************** 3rd change *****************
7.10.3.2
Structure and data semantics

The policy associated with a public user identity shall be encoded as follows:

1.
add an <actions> element defined in the RFC 4745 [182] in the <registration> element of the public user identity in the registration information;

NOTE:
The <actions> element is validated by the <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <registration> elements.
2.
if the policy to the usage of the communication resource priority (see RFC 4412 [116]) is associated with the public user identity, then for each allowed usage:
a.
include <rph> child element in the <actions> child element of the <registration> element;

b.
set the 'ns' attribute of the <rph> child element of the <actions> child element of the <registration> element to the allowed resource priority namespace as specified in RFC 4412 [116] and as registered in IANA; and

c.
set the 'val' attribute of the <rph> child element of the <actions> child element of the <registration> element to the allowed resource priority value within the allowed resource priority namespace;

3.
if the policy to act as priviledged sender (the P-CSCF passes identities for all calls) is associated with the public user identity, then include a <privSender> child element in the <actions> child element of the <registration> element;
4.
if the policy for special treatment of the P-Private-Network-Indication header field (the P-CSCF allows the UE to make private calls) is associated with the public user identity, then include a <pni> child element in the <actions> child element of the <registration> element, and shall:

a.
if a P-Private-Network-Indication header field shall be forwarded, if received from the attached equipment, set the "insert" attribute of the <pni> element to a "fwd" value; 

b.
if a P-Private-Network-Indication header field shall be inserted in all requests received from the attached equipment, insert an "insert" attribute of the <pni> element to a "ins" value; and 

c.
if the value of the "insert" attribute is "ins", insert a "domain" attribute with the value of the URI to be set in the P-Private-Network-Indication header field; 
5.
if the policy to act as priviledged sender  for the calls with the P-Private-Network-Indication header field (the P-CSCF allows the UE to make private calls, and the P-CSCF passes identities only for private calls) is associated with the public user identity, then include a <privSenderPNI> child element in the <actions> child element of the <registration> element; and
NOTE:
If only the <privSender> child element is sent and no <privSenderPNI> child element is sent, then the <privSender> child element applies to both public network traffic and private network traffic (i.e. that with special treatment of the P-Private-Network-Indication header field).
6.
if the video call domain selection policy for a given IMS communication service is associated with the public user identity, then include a <vcdsp> child element in the <actions> child element of the <registration> element with:

a.
attribute "ICSI" set to the ICSI of the IMS communication service; and

b.
value set to:

A.
value 0 to indicate that an originating IMS session of the IMS communication service identified by the ICSI leaf with video media is preferred to be established over the IMS.
B.
value 1 to indicate that establishment of an originating IMS session of the IMS communication service identified by the ICSI leaf with video media is not preferred. When the UE is configured with this value, it is preferred by HPLMN to use CS fallback as specified in [8J] instead of video call over IMS when the UE initiate video call in E-UTRAN.

Other values are reserved for future use. Recipient shall interpret other values as value 0. Sender shall not set the <vcdsp> element to other values.

NOTE 1:
This information can be sent with value 1 by HPLMN to UEs when the following conditions are met in case the UE is in non-roaming situation;


-
UE is capable of both CS fallback and IMS; and


-
HPLMN supports CS fallback for video call; and


-
HPLMN is deploying E-UTRAN and UTRAN (when HPLMN supports CS fallback to GERAN, there is a possibility that the UE is handovered to GERAN via CS fallback thus the condition is not met); and


-
HPLMN does not support IMS video call.

NOTE 2:
This information can be sent with value 1 by HPLMN to UEs when the following conditions are met in case the UE is in roaming situation;


-
UE is capable of both CS fallback and IMS; and


-
VPLMN supports CS fallback for video call; and


-
VPLMN is deploying E-UTRAN and UTRAN (when HPLMN supports CS fallback to GERAN, there is a possibility that the UE is handovered to GERAN via CS fallback thus the condition is not met); and


-
VPLMN and/or HPLMN do not support IMS video call.
**************** 4th change *****************

7.10.3.3
XML Schema

Table 7.10.2 in this subclause defines the XML Schema describing the individual policies which can be delivered to the the P-CSCF or UE using the reg event package extension for policy transport.

Table 7.10.2: Reg event package extension for policy transport, XML Schema
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:extRegInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <xs:element name="rph">

    <xs:complexType>

      <xs:attribute name="ns" type="xs:string"/>

      <xs:attribute name="val" type="xs:string"/>

    </xs:complexType>

  </xs:element>

  <xs:element name="privSender">

    <xs:complexType/>

  </xs:element>

  <xs:element name="pni">

    <xs:complexType>

      <xs:attribute name="insert">

        <xs:simpleType>

          <xs:restriction base="xs:string">

            <xs:enumeration value="fwd"/>

            <xs:enumeration value="ins"/>

          </xs:restriction>

        </xs:simpleType>

      </xs:attribute>

      <xs:attribute name="domain" type="xs:anyURI"/>

    </xs:complexType>

  </xs:element>

  <xs:element name="privSenderPNI">

    <xs:complexType/>

  </xs:element>
  <xs:element name="vcdsp">
    <xs:complexType>

      <xs:simpleContent>

        <xs:extension base="xs:integer">

          <xs:attribute name="ICSI" type="xs:anyURI"/>

        </xs:extension>

      </xs:simpleContent>

    </xs:complexType>

  </xs:element>
</xs:schema>

**************** end of change *****************

