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Introduction:

In order to manipulate an XCAP resource, e.g. like settings for supplementary services over the Ut interface, RFC 4825 requires that the data is represented by an XCAP URI. According to RFC 4825 an XCAP URI, besides other segments, contains a XCAP root URI and a XCAP User Identifier (XUI). Currently 3GPP has not specified how the XCAP client on the UE gets aware of the XCAP URI.

Discussion:
TS 24.623 (“XCAP over the Ut interface for Manipulating Supplementary Services”) and TS 24.141 (“Presence”) both describe the ‘Protocol for data manipulation at the Ut reference point’ and how it is used for the particular service. In order to perform an XCAP operation according to RFC 4825, one of the prerequisites is that the XCAP client on the UE needs to know the XCAP URI to be used for the XCAP request. 
An XCAP URI according RFC 4825 and as used in IMS will use the following form:

“[XCAP Root URI]/[AUID]/users/[XUI]/”

So far it is not specified, how the XCAP URI is configured into the UE or how the UE gets of the XCAP URI to be used. The issue is only addressed via NOTE in CT1 specs:
TS 24.623

NOTE:
In order to be able to manipulate data stored on the XCAP server, the XCAP client needs to know the XCAP root directory on the XCAP server and the user's directory name. It is assumed that these values are pre‑provisioned or the UE uses some means to discover it. Discovery mechanisms are outside the scope of the present document.

TS 24.623
NOTE:
In order to be able to manipulate data stored on the XCAP server, the XCAP client has the root directory on the XCAP server pre‑configured or uses some means to discover it. Discovery mechanisms are outside the scope of the present document.
1.
XCAP root URI:

During their last meeting, CT4 has worked on a well-known FQDN for the XCAP root URI. CT4 have agreed a CR against TS 23.003 that addresses how a UE can learn and derive the XCAP root URI.
The rule can be summarised as follows:

If a preconfigured or provisioned XCAP Root URI is available then the UE shall use it. 

When a preconfigured or provisioned XCAP Root URI does not exist the UE shall create the XCAP Root URI as follows.

The first label shall be "xcap".
1. When an ISIM is used the Home Network Domain Name from ISIM shall be used (see 3GPP TS 31.103 [W]).

2. Otherwise, when a USIM is used the Home Network Domain Name shall be "mnc<MNC>.mcc<MCC>" where <MNC> and <MCC> shall be derived from the components of the IMSI defined in subclause 2.2. If there are only two significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the FQDN of XCAP Root URI.
3. The last three labels shall be "ipxuni.3gppnetwork.org".

An example for an ISIM derived XCAP root URI, following the rules of 23.003 is “xcap.operator.com.ipxuni.3gppnetwork.org”.
This means that XCAP root URIs derived from ISIM/USIM are sub-domains of "ipxuni.3gppnetwork.org" and only will be routed via IPX. When it is required to be able to use XCAP over any network, pre-configuration or provisioning of the UE with a suitable XCAP Root URI is recommended in TS 23.003.
2.
XCAP User Identifier:
So far the value for the XCAP user identifier XUI for XCAP usage in IMS has not been specified in 3GPP specifications. Further it is not specified how a UE would get aware of the value of the XCAP user identifier.
RFC 4825 states the following on the value of the XCAP User Identifier: 
  Within the "users" tree are zero or more sub-trees, each of which

   identifies documents that apply to a specific user.  Each user known

   to the server is associated with a username, called the XCAP User

   Identifier (XUI).  Typically, an endpoint is provisioned with the

   value of the XUI.  For systems that support SIP applications, it is

   RECOMMENDED that the XUI be equal to the Address-of-Record (AOR) for

   the user (i.e., sip:joe@example.com).  Since SIP endpoints generally

   know their AOR, they will also know their XUI.  As a consequence, if

   no XUI is explicitly provisioned, a SIP User Agent SHOULD assume it

   is equal to their AOR.  This XUI MUST be used as the path segment

   beneath the "users" segment.  Since the SIP URI allows for characters

   that are not permitted in HTTP URI path segments (such as the '?' and

   '/' characters, which are permitted in the user part of the SIP URI),

   any such characters MUST be percent encoded.  The sub-tree beneath an

   XUI for a particular user is called their home directory.  "User" in

   this context should be interpreted loosely; a user might correspond

   to a device, for example.

In order to have specific rules on the value of the XCAP user identifier available in the UE (XCAP client) and in the XCAP server, allowing that the UE can initiate XCAP requests, it is proposed to specify the value for the XCAP user identifier according to the following rule:
· The UE shall use the default public user identity (a SIP URI) as learnt during registration. The UE receives the default public user identity in the P-Associated-URI header field in the 200 (OK) response to a REGISTER request. It is to note that the XCAP user identifier is only available when the UE is registered in IMS. 
· The above mechanism is independent of pre-configuration, i.e. the same mechanism is used irrespectively of whether there is a USIM, ISIM, IMC available in the UE.

Proposal:

It is proposed that the currently existing informative NOTE’s in TS 24.623 and TS 24.141 concerning the XCAP URI are substituted by mandatory requirements. 
The requirements for the XCAP URI need to state that:

1. the XCAP URI to be used by the XCAP client is of the form of “[XCAP Root URI]/[AUID]/users/[XUI]/”

2. the value for the XCAP root URI will follow the rules as specified in TS 23.003; 

3. the value for the XUI will follow the rule as described in this tdoc. This rule should to be specified in TS 24.623 and TS 24.141. 
Conclusion:
It is proposed that the above raised issues are discussed in CT1. Nokia Siemens Networks believes that deployments of Ut interface will benefit if it is specified how the XCAP URI is to be created.

Nokia Siemens Networks is willing to bring CR’s to the next CT1 meeting if the meeting agrees to specify values for the XCAP URI as described in this document. The idea is to bring the CR’s under TEI-11, however, if the meeting feels that the issue should be addressed in an earlier release, then we are open for such an approach, too. 
