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****************** change 1 ******************

6.3.2
Triggers for the SCC AS providing information to ATCF

The remaining part of this subclause applies for a contact address (or a registration flow, if multiple registration mechanism is used) in the registration state information obtained by SCC AS, which:

1)
is registered by UE:

A)
in E-UTRAN, UTRAN and GERAN access networks; and

NOTE:
The access network where the UE performed registration can be found in the P-Access-Network-Info header field of the SIP REGISTER request.

B)
for a private user identity associated with a C-MSISDN; and

2)
is associated with a Path header field with the g.3gpp.atcf media feature tag.

The SCC AS shall identify the related ATCF as the URI in the Path header field with the g.3gpp.atcf media feature tag associated with such contact address (or such registration flow, if multiple registration mechanism is used).

The SCC AS shall determine that SRVCC is usable for the UE if the UE SRVCC Capability (see 3GPP TS 29.328 [6]) of the UE has value UE-SRVCC-CAPABILITY-SUPPORTED and if the private user identity of the UE has associated STN-SR (see 3GPP TS 29.328 [6]).

When the SCC AS becomes aware of new such contact address (or new such registration flow, if multiple registration mechanism is used) and SRVCC is usable for the UE, the SCC AS shall provide the SRVCC related information to the related ATCF as described in subclause 6.3.3.

When the SCC AS becomes aware that, for a UE which registered such contact address (or such registration flow, if multiple registration mechanism is used),:

-
SRVCC was usable and SRVCC is not usable now; or

-
SRVCC was not usable and SRVCC is usable now;

then the SCC AS shall provide the SRVCC related information to the related ATCF as described in subclause 6.3.3.
****************** change 2 ******************

6.5.3
ATCF receiving the SRVCC related information

Upon receiving SIP MESSAGE request with the SRVCC related information, the ATCF shall:

1)
if the URI in the P-Asserted-Identity header field of the SIP MESSAGE request does not identify an SCC AS authorized to provide the SRVCC related information, reject the request with SIP 403 (Forbidden) response and do not continue with the remaining steps;
NOTE:
in this version of specification, the URIs of SCC ASs authorized to provide SRVCC information need to be specified in the roaming agreement.

2)
update the SRVCC information bound to the registration(s) (see subclause 6A.3.1) with information in the application/vnd.3gpp.SRVCC-info+xml MIME body of the SIP MESSAGE request; and

3)
determine session(s) established using the registration(s) (see subclause 6A.3.1) whose SRVCC information were updated by the SRVCC related information received in the SIP MESSAGE request and associate those session(s) with the SRVCC related information bound to the registration(s).
****************** change 3 ******************

6A.3.1
SRVCC information bound to the registration

The ATCF shall keep track of existing registrations of the served UEs. Each registration is identified by the P-CSCF Path URI. 

The ATCF shall bind the following information to the registration:

-
the S-CSCF Service-Route URI;

-
the ATU-STI; and

-
the C-MSISDN.

When a registration of a served UE expires or is deregistered, the ATCF can remove any SRVCC information bound to the registration.

The ATCF shall determine that session is established using the registration:
-
if the registration with the S-CSCF Service-Route URI matches the URI in the most bottom Route header field of the originating initial SIP INVITE request; and

-
if the registration with the P-CSCF Path URI matches the URI in the most bottom Route header field of the terminating initial SIP INVITE request.
****************** change 4 ******************

7.5.2
Call origination procedures in the ATCF

Upon receiving the originating SIP INVITE request, the ATCF shall:

NOTE 1:
Since the ATCF acts as proxy, the dialog identifier of the SIP INVITE request is not modified by procedures of the subclause.
1)
if the latest SRVCC related information (as defined in subclause 6A.3.1) received for the registration which the session being established is using contains ATU-STI and C-MSISDN:
A)
associate the session being established with the C-MSISDN and the ATU-STI bound to the registration (see subclause 6A.3.1); and

B)
if the originating SIP INVITE request contains SDP offer and if decided to anchor the media according to operator policy as specified in 3GPP TS 23.237 [9], replace the SDP offer in the originating SIP INVITE request with updated SDP provided by ATGW;

NOTE 2:
ATCF interacts with ATGW to provide the needed media related information. The details of interaction between ATCF and ATGW are out of scope of this document.

before forwarding the request.
****************** change 5 ******************

8.4.2
Call termination procedures in the ATCF

Upon receiving the terminating SIP INVITE request, the ATCF shall:

NOTE 1:
Since the ATCF acts as proxy, the dialog identifier of the SIP INVITE request is not modified by procedures of the subclause.

1)
if the latest SRVCC related information (as defined in subclause 6A.3.1) received for the registration which the session being established is using contains ATU-STI and C-MSISDN:

A)
associate the session being established with the C-MSISDN and the ATU-STI bound to the registration (see subclause 6A.3.1); and

B)
if the terminating SIP INVITE request contains SDP offer and if decided to anchor the media according to operator policy as specified in 3GPP TS 23.237 [9], replace the SDP offer in the originating SIP INVITE request with updated SDP provided by ATGW;

NOTE 2:
ATCF interacts with ATGW to provide the needed media related information. The details of interaction between ATCF and ATGW are out of scope of this document.

before forwarding the request.

