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Abstract: This discussion paper highlights some issues that can occur when the APN is sent by the UE during the attach procedure but this APN is not provisioned in the network, and proposes a solution to ensure that the UE is given the opportunity to still connect to the default APN provisioned in the network.
Discussion:
Stage 2 TS 23.401 section 5.3.2.1 states the following regarding the inclusion of the APN in the initial attach:
6.
If the UE has set the Ciphered Options Transfer Flag in the Attach Request message, the Ciphered Options i.e. PCO or APN or both, shall now be retrieved from the UE.

In order to handle situations where the UE may have subscriptions to multiple PDNs, if the Protocol Configuration Options contains user credentials (e.g. user name/password within PAP or CHAP parameters) then the UE should also send the APN to the MME.
In Stage 3 this translates to the following procedure for the success case:
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TS 24.301 Section 6.5.1.2 states the following regarding the inclusion of the APN in the initial attach:

When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not include the APN.

NOTE 1:
If the UE needs to provide protocol configuration options which require ciphering or provide an APN, or both, during the attach procedure, the ESM information transfer flag is included in the PDN CONNECTIVITY REQUEST. The MME then at a later stage in the PDN connectivity procedure initiates the ESM information request procedure in which the UE can provide the MME with protocol configuration options or APN or both.

In order to request connectivity to a PDN using the default APN, the UE includes the Access point name IE in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, according to the following conditions:
-
if use of a PDN using the default APN requires PAP/CHAP, then the UE should include the Access point name IE; and
-
in all other conditions, the UE need not include the Access point name IE.

If the APN in the ESM Information Response is not provisioned in the network, then the MME returns an ATTACH REJECT as indicated below:
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First Observation: When the UE receives the ESM error cause #27, no behaviour is defined for what the UE does the next time it performs an Attach. The UE may send the same APN again in the next attach procedure or the UE may not send any APN, but this is not specified in TS 24.301. If the UE sent the same APN again, the Attach is likely to fail again and the UE will not obtain PDN connectivity. 

What is the likelihood of the UE continually attaching with an APN that is not provisioned in the network? 

The UE may be statically pre-configured with an APN (e.g. corporate service), but for some reason this APN is removed in the network (e.g. corporate-service subscription removal). If the UE is statically pre-configured, it is not possible to un-provision this APN from the UE, so that another APN (e.g. “internet” which may be provisioned as the default-APN in the network) can be activated afterwards on the next attach. 
What should the aim be for the UE on initial attach?
The UE should have the best opportunity to obtain PDN connectivity at initial Attach. Although it is an error case when the APN that the UE sends is not provisioned in the network, the following solutions could be implemented to give the UE an opportunity to still attain PDN-connectivity:

Solution 1: Define UE behaviour on receipt of the ATTACH REJECT
Modify, the UE requested PDN connectivity procedure to indicate that when ESM cause #27 is returned in the PDN CONNECTIVITY REJECT message (piggybacked in the ATTACH REJECT message), the UE shall not include the APN as part of the next attach procedure. 

Solution 2: Allow use of the default-APN in the network
The MME attempts to activate the default EPS bearer context for the default APN configured in the MME, and if successful it responds to the UE with this APN in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST. The UE should not treat receiving an APN different to what it had requested as an error, and should proceed with the activation of the default bearer and send an ATTACH COMPLETE message.

Second Observation: With the above solutions, if the default-APN in the network requires username/password, then activation of a PDN using the default-APN will fail because (a) for Solution 1, the UE does not send APN in the next attach and (b) for Solution 2, either username/password was not supplied and the default-APN required it, or the username/password supplied is not that required for the default-APN. However, the idea is to give the UE a better opportunity to obtain PDN-connectivity.

Proposal:
It is proposed to discuss the scenario described in this paper and identify if a solution is required to this problem in Release 8, 9 and 10. If CT1 decide that this is a FASMO issue to Rel-8 and Rel-9, then we propose that the least intrusive solution to fix the issue is to go with Solution 1. We propose Solution 2 for Rel-10.

CRs are provided for Solution 1 (Rel-8/Rel-9) and Solution 2 (Rel-10).
