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***   Next change   ***

8.62
Printing IP Address Format +CGPIAF
Table 8.62-1: +CGPIAF parameter command syntax

	Command
	Possible response(s)

	+CGPIAF=[<IPv6_AddressFormat> [,<IPv6_SubnetNotation>,<IPv6_LeadingZeros>,<IPv6_CompressZeros >]]]]
	

	+CGPIAF?
	+CGPIAF: <IPv6_AddressFormat> ,<IPv6_SubnetNotation>,<IPv6_LeadingZeros>,<IPv6_CompressZeros>

	+CGPIAF=?
	+CGPIAF: (list of supported <IPv6_AddressFormat>s),(list of supported <IPv6_SubnetNotation>s),(list of supported <IPv6 LeadingZeros>s),(list of supported <IPv6_CompressZeros>s)


Description
Set command decides what format to print IPV6 address parameters of other AT commands. See RFC 4291 [zz] for details of the IPv6 address format. 
The +CGPIAF parameters <IPv6_AddressFormat>, <IPv6_SubnetNotation>, <IPv6_LeadingZeros> and <IPv6_CompressedZeros> affect the following commands and parameters:
a)
In +CGTFT and +CGTFTRDP; the <source address and subnet mask>
b)
In +CGDCONT and +CGPADDR; the <pdp_Addr>
c)
In +CGCONTRDP; the <source address and subnet mask>, <DNS_prim_addr>, <DNS_sec_addr>, <P_CSCF_prim_addr> and <P_CSCF_sec_addr>
d)
In +CRC; the <PDP_addr> of UR-code GPRS <PDP_type>, <PDP_addr>[, [<L2P>][,<APN>]]
Read command returns the current command parameter settings.

Test command returns values supported as compound values.

Defined values
<IPv6_AddressFormat>: integer type, decides the IPv6 address format. Relevant for all AT command parameters that can hold an IPv6 address.

0
Use IPv4-like dot-notation. IP address, and subnetwork mask if appliccable, are dot-separated.
Example:
For <source address and subnet mask>:
"32.1.13.184.0.0.205.48.0.0.0.0.0.0.0.0.255.255.255.255.255.255.255.240.0.0.0.0.0.0.0.0"
For other IP address parameters:
"32.1.13.184.0.0.205.48.0.0.0.0.0.0.0.0"

1
Use IPv6-like colon-notation. IP address, and subnetwork mask if applicable and when given explicitly, are separated by a space.
Example:
For <source address and subnet mask>:
"2001:0DB8:0000:CD30:0000:0000:0000:0000 FFFF:FFFF:FFFF:FFF0:0000:0000:0000:0000"
For other IP address parameters:
"2001:0DB8:0000:CD30:0000:0000:0000:0000"
<IPv6_SubnetNotation>: integer type, decides the subnet-notation for <source address and subnet mask. Setting does not apply if <IPv6_AddressFormat> = 0.
0
Both IP Address and subnet mask are stated explicitly, separated by a space.
Example:
"2001:0DB8:0000:CD30:0000:0000:0000:0000 FFFF:FFFF:FFFF:FFF0:0000:0000:0000:0000"
1
The printout format is applying / (forward slash) subnet-prefix Classless Inter-Domain Routing (CIDR) notation.
Example:
"2001:0DB8:0000:CD30:0000:0000:0000:0000/60"
<IPv6_LeadingZeros>: integer type, decides whether leading zeros are omitted or not. Setting does not apply if <IPv6_AddressFormat> = 0.
0
Leading zeros are omitted.
Example:
"2001:DB8:0:CD30:0:0:0:0"
1
Leading zeros are included.
Example:
"2001:0DB8:0000:CD30:0000:0000:0000:0000"
<IPv6_CompressZeros>: integer type, decides whether 1-n instances of 16-bit zero-values are replaced by only '::'. This applies only once. Setting does not apply if <IPv6_AddressFormat> = 0.
0
No zero compression.
Example:
"2001:DB8:0:CD30:0:0:0:0"
1
Use zero compression.
Example:
"2001:DB8:0:CD30::"
Implementation
Optional.
8.63
Informative examples
Phone Activity Status (+CPAS) is a general command used to detect the presence of the MT, if there is an incoming call, or if there is a call in progress. This command is normally used before trying to operate the MT from the TE. Note that the activity status can change at any time after the execution of +CPAS, and hence the returned value can be obsolete. Detachment of the MT from the TA is indicated with a special final result code that indicates all errors related to the operation of the MT. Result code is +CME ERROR: <err>, where <err> is an integer or verbose value giving useful information about the reason for the command failure (refer subclause "Mobile Termination error result code +CME ERROR").

Set Phone Functionality (+CFUN) can be used to reset the MT or set the power consumption level of the MT by disabling certain parts of the MT (e.g. the transmit and receive RF circuits). Mobile Termination Control Mode (+CMEC) is a command which manages access sharing between the MT and the TE to operate the user interface of the MT. It has four subparameters which describe the access to keypad, display, indicators, and touch screen. Each subparameter has values for restricting the operation of the corresponding user interface part only to the MT or only to the TE, or to give the access for both of them.

Keypad Control command (+CKPD) is used to operate the keypad of the MT. Here lies the problem of different keypad types between manufacturers, and also between their MT models. The keypresses are sent to the MT as a string type subparameter of this command. Each character in that string represents a key which will be logically pressed. A special character (colon) followed by any character can be used by manufacturers (or TE application programmers) to represent a key which is not defined in this profile. An escape character (semicolon) for direct string entering is also defined. All text between single semicolon characters is treated as an alphanumeric entry and is not converted to keypressings. All semicolon characters inside the text is duplicated in the TE and stripped back to one before entering them to the MT. Command has also optional second and third parameters which can be used to alter the time to strike each key, and the pause to wait between keystrokes (in tenths of a second). A special pause character (W or w) can be added in the string type subparameter for an extra pause of the same length as given by the third subparameter. In the following example alphanumeric mode is entered and a person predefined in the MT phonebook, "Ilkka", is called; each key is struck for half a second and pauses between strokes are a tenth of a second:

AT+CKPD="@:Ilkka:S",5,1

OK

Display Control command (+CDIS) is used both for writing to the display text fields and for reading the current status of the fields. Mobile Termination usually has a character set of its own, so the TA will do a conversion between the TE and the MT character sets. TE can have several character sets and the TA must be informed of the character set in use before starting to write or read the display. Character set is set with general command Select TE Character Set +CSCS. The +CDIS=? query command is a way to get information about the length of the fields. In the following example an MT is first queried about the supported conversions and the lengths of the fields. The response shows there are three ten character long and two six character long fields. Then the TE character set is set to be IRA and the current status of the display is read. The last command writes the text "Hello, I'm writing to display" in the three fields, and keeps the contents of the two other fields same (the last two commas could also be left out).

AT+CSCS=?;+CDIS=?

+CSCS: ("IRA","PCCP850","8859‑1")

+CDIS: 10,10,10,6,6

OK

AT+CSCS="IRA"

OK

AT+CDIS?

+CDIS: "RADIOLINJA","","","Menu","Memory"

OK

AT+CDIS="IRA","Hello, I'm","writing to","display",,

OK

The writing is possible only when it is permitted by the Mobile Termination Control Mode command (and by the manufacturer). If a certain field is not writable (but is readable), writing to it is ignored. The order of the text fields is determined by manufacturers and follow the rule: first field is in the upper left corner, second in the next field to the right, and so on, until to the last field in the lower right corner.

Touch screen action Control command (+CTSA) is used to operate the touch screen of the MT. The x, y coordinates of the phone are fixed even if the device is turned sideways or changes modes between landscape and portrait. In the following example commands are sent to the MT to emulate a user drawing on the touch screen. The screen is touched at location 10,10, then dragged to 50,50, then dragged to 100,100 and finally the touch screen is released at location 100,100.

AT+CTSA=1,10,10
AT+CTSA=1,50,50
+CTSA=0,100,100
Indicators can be handled with Indicator Control command (+CIND). Its query command returns a short description (abbreviation) of the purpose of the indicators and the supported values for each indicator. The setting and reading is done similarly as with Display Control command. In the following example the indicators of a phone are queried, their current value is read, and the value of message indicator is tried to set (but it is forbidden):

AT+CIND=?

+CIND: ("memory",(0‑2)),("call",(0,1)),("data",(0,1)),("roam",(0,1)),

("alpha",(0,1)),("message",(0,1)),("index1",(0‑11)),("index2",(0‑11)),

("index3",(0‑11)),("signal",(0‑5)),("service",(0,1)),("sel1",(0,1)),

("sel2",(0,1)),("sel3",(0,1)),("battchg",(0‑5))

OK

AT+CIND?

+CIND: 1,0,0,0,0,1,0,0,0,3,1,0,0,0,5

OK

AT+CIND=,,,,,0

+CME ERROR: 10

The subparameter order in the command is defined by the query command order, not by the actual display order. The zero value of an indicator means that it is off (or in state which can be identified as "off"‑state), value one means that the indicator is on (or in a state which is more substantial than "off"‑state), value two is more substantial than one, and so on.

To this point, only operating through the TE is covered. But when MT can be operated also through its keypad, or touch screen, or there are changes in the status of the display elements, the information about these actions is given to the TE also. This can be solved only with unsolicited result codes which return keypad, display text and indicator, and touch screen events. Each event group has a result code of its own: +CKEV returns the key code and if the key pressed (1) or released (0), +CDEV returns the display text field running number (as specified by command +CDIS) and the new status of the field, and +CIEV returns the running number of the indicator (refer +CIND) and the new value of it, and +CTEV returns the location of the action performed on the touch screen. In the following example number key 1 is pressed, updated on the display, released, and signal strength changes its state to five:

+CKEV: 49,1

+CDEV: 1,"1"

+CKEV: 49,0

+CIND: 10,5

Mobile Termination Event Reporting command (+CMER) has been specified for the purpose of controlling the sending of these unsolicited result codes to the TE. Four ways are provided to handle the buffering of the result codes (see figure 8). The first is to buffer them always. The second possibility is to discard them when in on‑line data mode and otherwise forward them directly to the TE. The third possibility is to buffer them in data mode and otherwise forward them to the TE. The last possibility is to send them always to the TE (some inband technique - e.g. V.80 - is used in data mode to send the result codes within the data). This is the first subparameter of +CMER command. Next three subparameters are used to enable or disable each of the keypad, text field and indicator result codes. Sending codes can be enabled either so that only events generated from the MT user interface are returned, or so that also events caused by Keypad, Display and Indicator Control commands are returned. The fifth subparameter controls the flushing of the buffer when the value of the first subparameter is changed to a value from one to three.
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Figure 8: Mobile termination event reporting

An example of complete setup of the TA where TE takes the control of keypad, but does not want to write to display nor control the indicators (in the start MT is powered off):

AT+CMEE=2;+CREG=1



(use verbose <err> values; report registration)
OK

AT+CPAS






(query MT status)
+CPAS: 5





(MT is asleep)
OK

AT+CFUN=1





(set MT to full functionality state)
+CME ERROR: SIM PIN required
(SIM requests PIN)
AT+CPIN="1234"

+CME ERROR: incorrect password
(user entered wrong PIN)

AT+CPIN="4321"

OK







(correct PIN)
AT+COPS=0,0





(ask for automatic operator selection and registration)
OK

+CREG: 1





(registered in the network)
AT+COPS?

+COPS: 0,0,"RADIOLINJA"


(get the operator name)
OK

AT+CMEC=1,0,0




(take over the keypad, leave display to MT)
OK

AT+CDIS=?;+CIND=?



(query display text and indicator formats)
+CDIS: 10,10,10,6,6

+CIND: ("memory",(0‑2)),("call",(0,1)),("data",(0,1)),("roam",(0,1)),

("alpha",(0,1)),("message",(0,1)),("index1",(0‑11)),("index2",(0‑11)),

("index3",(0‑11)),("signal",(0‑5)),("service",(0,1)),("sel1",(0,1)),

("sel2",(0,1)),("sel3",(0,1)),("battchg",(0‑5))

OK

AT+CSCS="IRA"




(set TE character set for display text results)
OK

AT+CMER=1,0,2,2,0



(return display text and indicator result codes when

OK







 in command state, in data mode discard them)
AT+CDIS?;+CIND?




(read current state of display texts and indicators)
+CDIS: "","","     12345","Menu","Memory"
(user had pressed number buttons before
+CIND: 1,0,0,0,0,1,0,0,0,3,1,0,0,0,5

 TE took control with +CMEC)
OK

AT+CKPD="C",20




(clear main display text '12345' by holding the
OK







 'clear' button down two seconds)
+CDEV: 3,"1234"




(first only one character deleted)
+CDEV: 3,""





(while holding continues, whole display is cleared)
+CDEV: 1,"RADIOLINJA"


(operator name comes to the display)

The start of the previous example could go as follows when MT has already been powered on but is waiting for the PIN:

AT+CMEE=2;+CREG=1



(use verbose <err> values; report registration)
OK

AT+CPAS






(query MT status)
+CPAS: 0





(MT is ready to receive commands)
OK

AT+CPIN?





(is MT asking passwords?)
+CPIN: SIM PIN




(yes, SIM PIN required)
AT+CPIN="4321"

OK







(correct PIN)
One of the most regular operations done through the MT user interface is phonebook control. To lessen the workload of the TE, some direct commands for phonebook reading and writing are practical. Command Select Phonebook Memory Storage +CPBS query version returns supported phonebook memories, read version returns current settings, and set version selects the memory. For GSM, the normal storages are SIM, MT and TA.

Read Phonebook Entries (+CPBR) can be used to read either one or many phonebook locations at the same time. A regular phonebook entry consists of three elements: memory index number, the phone number and its alphanumeric equivalent given by the user. Query version of this returns supported index values of the selected memory, and the maximum lengths of the number and alphanumeric elements. The query version of the Write Phonebook Entry command (+CPBW) is similar, but the action version sets or clears an entry in the phonebook. Find Phonebook Entries (+CPBF) can be used to search alphanumeric entries starting with specific string. An example where the whole phonebook of the MT is read, index number four is cleared, and number three is written:

AT+CPBS=?

+CPBS: ("ME","SM")



(MT and SIM have phonebooks)
OK

AT+CPBS="ME"




(select MT memory)
OK

AT+CPBR=?





(read index range and element lengths)
+CPBR: (1‑99),30,30

OK

AT+CPBR=1,99




(read all entries but only the ones set are returned)
+CPBR: 1,"931123456",129,"Ilkka"

+CPBR: 2,"9501234567",129,""

+CPBR: 4,"901234567",129,"Hesari"

OK

AT+CPBW=4;+CPBW=3,"921123456",,"TS" (clear index 4 and write index 3)

OK

***   Next change   ***

10.1.1
Define PDP Context +CGDCONT

Table 111: +CGDCONT parameter command syntax

	Command
	Possible response(s)

	+CGDCONT=[<cid>[,<PDP_type>[,<APN>[,<PDP_addr>[,<d_comp>[,<h_comp>[,<IPv4AddrAlloc>[,<emergency indication>]]]]]]]]
	OK
ERROR

	+CGDCONT?
	+CGDCONT: <cid>,<PDP_type>,<APN>,<PDP_addr>,<d_comp>,<h_comp>[,<IPv4AddrAlloc>[,<emergency indication>]]
[<CR><LF>+CGDCONT: <cid>,<PDP_type>,<APN>,<PDP_addr>,<d_comp>,<h_comp>[,<IPv4AddrAlloc>[,<emergency indication>]]
[...]]

	+CGDCONT=?
	+CGDCONT: (range of supported <cid>s),<PDP_type>,,,(list of supported <d_comp>s),(list of supported <h_comp>s),(list of supported <IPv4AddrAlloc>s),(list of supported <emergency indication>s)
[<CR><LF>+CGDCONT: (range of supported <cid>s),<PDP_type>,,,(list of supported <d_comp>s),(list of supported <h_comp>s)[,(list of supported <pd1>s)[,...[,(list of supported <pdN>s)]]],(list of supported <IPv4AddrAlloc>s),(list of supported <emergency indication>s)
[...]]


Description
The set command specifies PDP context parameter values for a PDP context identified by the (local) context identification parameter, <cid>. The number of PDP contexts that may be in a defined state at the same time is given by the range returned by the test command.
For EPS the PDN connection and its associated EPS default bearer is identified herewith. For EPS the <PDP_addr> shall be omitted.
A special form of the set command, +CGDCONT=<cid> causes the values for context number <cid> to become undefined.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, <PDP_type>, the parameter value ranges for each <PDP_type> are returned on a separate line.

Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. The range of permitted values (minimum value = 1) is returned by the test form of the command.
NOTE 1:
The <cid>s for network-initiated PDP contexts will have values outside the ranges indicated for the <cid> in the test form of the commands +CGDCONT and +CGDSCONT.
<PDP_type>: a string parameter which specifies the type of packet data protocol

X.25
ITU-T/CCITT X.25 layer 3 (Obsolete)

IP
Internet Protocol (IETF STD 5)

IPV6
Internet Protocol, version 6 (IETF RFC 2460)

IPV4V6
Virtual <PDP_type> introduced to handle dual IP stack UE capability. (See 3GPP TS 24.301 [83])
OSPIH
Internet Hosted Octect Stream Protocol (Obsolete)

PPP
Point to Point Protocol (IETF STD 51)
NOTE 2:
Only IP, IPV6 and IPV4V6 values are supported for EPS services.
<APN>: a string parameter which is a logical name that is used to select the GGSN or the external packet data network.

If the value is null or omitted, then the subscription value will be requested.

<PDP_addr>: a string parameter that identifies the MT in the address space applicable to the PDP.

If the value is null or omitted, then a value may be provided by the TE during the PDP startup procedure or, failing that, a dynamic address will be requested.

The read form of the command will continue to return the null string even if an address has been allocated during the PDP startup procedure. The allocated address may be read using the +CGPADDR command.
When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGDCONT.
NOTE 3:
For EPS, this field is omitted.

<d_comp>: a numeric parameter that controls PDP data compression (applicable for SNDCP only) (refer 3GPP TS 44.065 [61])
0
off
1
on (manufacturer preferred compression)
2
V.42bis
3
V.44
Other values are reserved.

<h_comp>: a numeric parameter that controls PDP header compression (refer 3GPP TS 44.065 [61] and 3GPP TS 25.323 [62])
0
off
1
on (manufacturer preferred compression)
2
RFC1144 (applicable for SNDCP only)
3
RFC2507
4
RFC3095 (applicable for PDCP only)
Other values are reserved.

<IPv4AddrAlloc>: a numeric parameter that controls how the MT/TA requests to get the IPv4 address information
0
IPv4 Address Allocation through NAS Signaling

1
IPv4 Address Allocated through DHCP

<Emergency Indication>: a numeric parameter used to indicate whether the PDP context is for emergency bearer services or not.
0
PDP context is not for emergency bearer services
1
PDP context is for emergency bearer services
Implementation
Mandatory unless only a single subscribed context is supported.

***   Next change   ***

10.1.3
Traffic Flow Template +CGTFT

Table 113: +CGTFT parameter command syntax

	Command
	Possible Response(s)

	+CGTFT=[<cid>, [<packet filter identifier>, <evaluation precedence index> [,<source address and subnet mask> [,<protocol number (ipv4) / next header (ipv6)> [,<destination port range> [,<source port range> [,<ipsec security parameter index (spi)> [,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask> [,<flow label (ipv6)> [,<direction>]]]]]]]]]]
	OK

ERROR

	+CGTFT?
	+CGTFT: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>
[<CR><LF>+CGTFT: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>
 […]]

	+CGTFT=?
	+CGTFT: <PDP_type>, (list of supported <packet filter identifier>s), (list of supported <evaluation precedence index>s), (list of supported <source address and subnet mask>s), (list of supported <protocol number (ipv4) / next header (ipv6)>s), (list of supported <destination port range>s), (list of supported <source port range>s), (list of supported <ipsec security parameter index (spi)>s), (list of supported <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>s), (list of supported <flow label (ipv6)>s), (list of supported <direction>s)
[<CR><LF>+CGTFT: <PDP_type>, (list of supported <packet filter identifier>s), (list of supported <evaluation precedence index>s), (list of supported <source address and subnet mask>s), (list of supported <protocol number (ipv4) / next header (ipv6)>s), (list of supported <destination port range>s), (list of supported <source port range>s), (list of supported <ipsec security parameter index (spi)>s), (list of supported <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>s), (list of supported <flow label (ipv6)>s), (list of supported <direction>s)
[…]]


Description
This command allows the TE to specify a Packet Filter - PF for a Traffic Flow Template - TFT that is used in the GGSN in UMTS/GPRS and Packet GW in EPS for routing of packets onto different QoS flows towards the TE. The concept is further described in the 3GPP TS 23.060 [47]. A TFT consists of from one and up to 16 Packet Filters, each identified by a unique <packet filter identifier>. A Packet Filter also has an <evaluation precedence index> that is unique within all TFTs associated with all PDP contexts that are associated with the same PDP address.

The set command specifies a Packet Filter that is to be added to the TFT stored in the MT and used for the context identified by the (local) context identification parameter, <cid>. The specified TFT will be stored in the GGSN in UMTS/GPRS and Packet GW in EPS only at activation or MS-initiated modification of the related context. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGTFT command is effectively an extension to these commands. The Packet Filters consist of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGTFT= <cid> causes all of the Packet Filters in the TFT for context number <cid> to become undefined. At any time there may exist only one PDP context with no associated TFT amongst all PDP contexts associated to one PDP address. At an attempt to delete a TFT, which would violate this rule, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command.

The read command returns the current settings for all Packet Filters for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line. TFTs shall be used for PDP-type IP and PPP only. For PDP-type PPP a TFT is applicable only when IP traffic is carried over PPP. If PPP carries header-compressed IP packets, then a TFT cannot be used.

Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

The following parameters are defined in 3GPP TS 23.060 [47]:
<packet filter identifier>: a numeric parameter, value range from 1 to 16.
<evaluation precedence index>: a numeric parameter. The value range is from 0 to 255.

<source address and subnet mask>: string type. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4.m1.m2.m3.m4" for IPv4 or
"a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16", for IPv6.
When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGTFT.
<protocol number (ipv4) / next header (ipv6)>: a numeric parameter, value range from 0 to 255.

<destination port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<source port range>:string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<ipsec security parameter index (spi)>: numeric value in hexadecimal format. The value range is from 00000000 to FFFFFFFF.

<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
string type. The string is given as dot-separated numeric (0-255) parameters on the form "t.m".

<flow label (ipv6)>: numeric value in hexadecimal format. The value range is from 00000 to FFFFF. Valid for IPv6 only.
<direction>: a numeric parameter which specifies the transmission direction in which the packet filter shall be applied.
0 - Pre-Release 7 TFT filter (see 3GPP TS 24.008 [8], table 10.5.162)
1 - Uplink
2 - Downlink
3 - Birectional (Up & Downlink) (default if omitted)
Some of the above listed attributes may coexist in a Packet Filter while others mutually exclude each other, the possible combinations are shown in 3GPP TS 23.060 [47].

Implementation
Optional.

***   Next change   ***

10.1.14
Show PDP address +CGPADDR

Table 123: +CGPADDR action command syntax

	Command
	Possible response(s)

	+CGPADDR=[<cid>[,<cid>[,...]]]
	+CGPADDR: <cid>,<PDP_addr>

[<CR><LF>+CGPADDR: <cid>,<PDP_addr>

[...]]

	+CGPADDR=?
	+CGPADDR: (list of defined <cid>s)


Description
The execution command returns a list of PDP addresses for the specified context identifiers.

The test command returns a list of defined <cid>s.
Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands). If no <cid> is specified, the addresses for all defined contexts are returned.

<PDP_addr>: a string that identifies the MT in the address space applicable to the PDP. The address may be static or dynamic. For a static address, it will be the one set by the +CGDCONT and +CGDSCONT commands when the context was defined. For a dynamic address it will be the one assigned during the last PDP context activation that used the context definition referred to by <cid>. <PDP_addr> is omitted if none is available.

When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGPADDR.
Implementation
Optional.

***   Next change   ***

10.1.23
PDP Context Read Dynamic Parameters +CGCONTRDP
Table 10.1.23-1: +CGCONTRDP parameter command syntax

	Command
	Possible response(s)

	+CGCONTRDP=[<p_cid>]
	+CGCONTRDP: <p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, <DNS_sec_addr>[, <P-CSCF_prim_addr>[, <P-CSCF_sec_addr>]]]]]]

[<CR><LF>+CGCONTRDP: <p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, <DNS_sec_addr>[, <P-CSCF_prim_addr>[, <P-CSCF_sec_addr>]]]]]]

[…]]

	+CGCONTRDP=?
	+CGCONTRDP: (list of <p_cid>s associated with active contexts)


Description

The execution command returns the relevant information <bearer_id>, <apn>, <ip_addr>, <subnet_mask>, <gw_addr>, <DNS_prim_addr>, <DNS_sec_addr>, <P-CSCF_prim_addr> and <P-CSCF_sec_addr> for a non secondary PDP Context established by the network with the primary context identifier <p_cid>. If the context cannot be found an ERROR response is returned.
If the parameter <p_cid> is omitted, the relevant information for all established PDP contexts are returned.

NOTE:
The dynamic part of the PDP context will only exist if established by the network.

The test command returns a list of <p_cid>s associated with active contexts.
Defined values

<p_cid>: a numeric parameter which specifies a particular non secondary PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. 

<bearer_id>: a numeric parameter which identifies the bearer, EPS Bearer in EPS and NSAPI in UMTS/GPRS. 
<APN>: a string parameter which is a logical name that was used to select the GGSN or the external packet data network.

<ip_addr>: a string parameter which shows the IP Address of the MT. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4" for IPv4 or
"a1.a2.a3.a4.a5.a6.a7.a8", for IPv6.

If the MT has dual stack capabilities the string shows first the dot separated IPv4 Address followed by the dot separated IPv6 Global Prefix Address. The IPv4 address and the IPv6 address parameters are separated by space:
"a1.a2.a3.a4 a1:a2:a3:a4:a5:a6:a7:a8"
<subnet_mask>: a string parameter which shows the subnet mask for the IP Address of the MT. The string is given as dot-separated numeric (0-255) parameters.

If the MT has dual stack capabilities the string shows the dot separated IPV4 subnet mask followed by the dot separated IPV6 subnet mask. The subnet masks are separated by space.
When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGCONTRDP.
<gw_addr>: a string parameter which shows the Gateway Address of the MT. The string is given as dot-separated numeric (0-255) parameters 

If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Gateway address followed by the dot separated IPV6 Gateway Address. The gateway addresses are separated by space.
When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGCONTRDP.
<DNS_prim_addr>: a string parameter which shows the IP Address of the primary DNS Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of DNS Server.

When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGCONTRDP.
<DNS_sec_addr>: a string parameter which shows the IP address of the secondary DNS Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of DNS Server.

When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGCONTRDP.
<P_CSCF_prim_addr>: a string parameter which shows the IP Address of the primary P-CSCF Server. If the MT has dual stack capabilitaes the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 primary Address of P-CSCF Server.

When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGCONTRDP.
<P_CSCF_sec_addr>: a string parameter which shows the IP Address of the secondary P-CSCF Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of P-CSCF Server.

When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGCONTRDP.
Implementation
Optional.
***   Next change   ***

10.1.25
Traffic Flow Template Read Dynamic Parameters +CGTFTRDP
Table 10.1.25-1: +CGTFTRDP parameter command syntax

	Command
	Possible Response(s)

	+CGTFTRDP=[<cid>]
	+CGTFTRDP: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>, <NW packet filter Identifier>

[<CR><LF>+CGTFTRDP: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>,<NW packet filter Identifier>
[…]]

	+CGTFTR=?
	+CGTFTRDP: (list of <cid>s associated with active contexts)


Description
The execution command returns the relevant information about Traffic Flow Template of <cid> together with the additional network assigned values when established by the network. If the context cannot be found an ERROR response is returned.

If the parameter <cid> is omitted, the Traffic Flow Templates for all established PDP contexts are returned.

Parameters of both network and MT/TA initiated PDP contexts will be returned.

The test command returns a list of <cid>s associated with active contexts.
Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition or Traffic Flows definition (see +CGDCONT and +CGDSCONT commands).
The following parameters are defined in 3GPP TS 23.060 [47] -

<packet filter identifier>: a numeric parameter. The value range is from 1 to 16.
<evaluation precedence index>: a numeric parameter. The value range is from 0 to 255.
<source address and subnet mask>: string type. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4.m1.m2.m3.m4" for IPv4 or 
"a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16", for IPv6.
When +CGPIAF is supported, it’s settings can influence the format of this parameter in the read form of +CGTFTRDP.
<protocol number (ipv4) / next header (ipv6)>: a numeric parameter, value range from 0 to 255.

<destination port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<source port range>:string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<ipsec security parameter index (spi)>: numeric value in hexadecimal format. The value range is from 00000000 to FFFFFFFF.

<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
string type. The string is given as dot-separated numeric (0-255) parameters on the form "t.m".

<flow label (ipv6)>: numeric value in hexadecimal format. The value range is from 00000 to FFFFF. Valid for IPv6 only.

<direction> a numeric parameter which specifies the transmission direction in which the Packet Filter shall be applied.

0
Pre Release 7 TFT Filter (see 3GPP TS 24.008 [8], table 10.5.162)
1
Uplink
2
Downlink
3
Bidirectional (Used for Uplink and Downlink)

<NW packet filter Identifier> a numeric parameter. The value range is from 1 to 16. In EPS the value is assigned by the network when established

NOTE:
Some of the above listed attributes can coexist in a Packet Filter while others mutually exclude each other. The possible combinations are shown in 3GPP TS 23.060 [47].

Implementation
Optional.






























































































































�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





3GPP


