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* * * End First change * * *

* * * Second change * * *

6.2.1.2.4
Failure

The ICS UE may receive an I1 Failure message at any time. If the ICS UE receives an I1 Failure message, the ICS UE shall:
1)
save the received Call-Identifier value and use it for further reference to this session;

2)
verify if the message is in sequence according to the Message sequence number value, and save the received Message sequence number;

3)
extract the Reason Value as defined in subclause  7.2.2.1.3 from the message; and
4)
act in accordance with corresponding equivalent status code value as defined in subclause  21.3 – 21.6 RFC 3261[x].
5)
release the session as defined in subclause 6.2.3
* * * End First change * * *

* * * Second change * * *

6.2.1.3.4
Failure

The SCC AS shall:

1)
create an I1 Failure message that includes:

a)
a Message type subfield set to the value that indicates that this is an I1 Failure message;
b)
set the reason value (see table 7.3.1) to the same value as received in the status code as specified in subclause 21.3-21.6 RFC 3261[x];
b)
generate a Call-ID that identifies the transaction between the ICS UE and SCC AS. Include the Call-ID header value in the I1 Failure;

c)
generate a Sequence-ID. Include the Sequence-ID header value in the I1 Failure Message;

e)
if a contact header value as specified in subclause 21.3 RFC 3261 [x] was received in the SIP error response include individual To-id information elements containing the URI contents of each contact header field.
f)
if reason-phrase header as specified in subclause 21.3-21.6 RFC 3261[x] was received, insert the contents of the reason-phrase header into the Reason Phrase information element (see table 7.3.y.1).
* * * End First change * * *

* * * Second change * * *

7.2.1.5
Error messages

I1 Failure message

An I1 Failure response message is sent either by the ICS UE to the SCC AS or by the SCC AS to the ICS UE, to indicate that an error has occurred. The additional parameters included in the I1-Error message indicate the type of the error that has occurred. The reason value field is a direct one to one mapping to the  status code in the status line as specified in subclause 7.2 RFC 3261[x].
* * * End First change * * *

* * * Second change * * *

7.3
Messages

7.3.1
General Messages

Table 7.3.1 summarizes the messages for I1.

Table 7.3.1: General Message types

	Message
	Message Type Value (5 bit) hex
	Reason Value (10 bit) hex

	I1 INVITE
	0x1
	0x000

	I1 BYE
	0x2
	0x000

	I1 REFER
	0x9
	0x000

	I1 PROGRESS
	0x00
	0x64 – 0xC7

	I1 SUCCESS
	0x00
	0xC8 – 0x12B

	I1 FAILURE
	0x00
	0x12C – 0x25E

	I1 Dummy
	0x00
	0x3FF


Editor's Note:
the need for the I1 Dummy message is FFS.
* * * End First change * * *

* * * Second change * * *

7.3.y
I1 FAILURE
7.3.y.1
General
This message is sent by the ICE UE to the network or from the network to the ICS UE to identify that an error has occured. See table 7.3.y.1.

Message type:
I1 Failure
Direction:


ICS UE to SCC AS and SCC AS to ICS UE
Table 7.3.y.1: I1 Failure message content

	Information element
	Type/Reference
	Presence
	Format
	Length

	Protocol Information
	Protocol Information
	M
	V
	1

	
	7.2.2.1.2
	
	
	

	Message Type
	Request Message - INVITE
	M
	V
	2

	
	7.3.y.2
	
	
	

	Call ID
	Call-Id
	M
	V
	2

	
	7.2.2.1.4
	
	
	

	Message Sequence Number
	Sequence-Id
	M
	V
	1

	
	7.2.2.1.5
	
	
	

	To
	To
	O
	TLV
	FFS

	
	7.3.h.3
	
	
	

	Reason Phrase
	Phrase
	O
	TLV
	

	
	
	
	
	


7.3.y.2
Message Type
Identifies that the message is:

i)
an I1 FAILURE.

7.3.y.3
To

This information element may optionally be included and can appear multiple times. It identifies alternative address’s that the UE should attempt to use It is the same as the contact header field that is defined in sections 21.3 RFC 3261 [6].

7.3.y.4
Reason Phrase
This information element may optionally be included and can appear multiple time. It is the same as the Reason-Phrase header field that is defined in RFC 3261 [x].
7.4
I1 information elements and functional definition 

7.4.1
I1 information elements
The list of the I1 information elements is shown in table 7.4.1.

Editor’s Note: The list of I1 information elements is not complete.
Table 7.4.1 I1-information elements

	I1 information element

Name
	Description and content
(subclauses)

	
Error-code
	7.4.2.2

	
From-id
	7.4.2.3

	
Privacy
	7.4.2.4

	
SCC-AS-id
	7.4.2.5

	
Session-identifier
	7.4.2.6

	
To-id
	7.4.2.7

	
Replaces
	7.4.2.8

	
Reason Phrase
	7.4.2.z


Error-code

The Error-code information element is included in every I1-Error response message. The Error-code information element is binary encoded SIP failure response. The SIP 4xx request failure responses, the 5xx server failure responses, and the 6xx global failure responses are binary encoded and included in the Error-code information element as specified in subclause 7.4.2.1 and table 7.4.2.1. The interpretation of each binary encoded failure response is analogous to the interpretation of associated SIP failure response. 

From-id

The From-id information element specifies the identity of the calling user, e.g., the calling party number. The From-id information element may contain either an E.164 or a SIP URI.
Editor's Note:
 The I1 protocol assumes that the I1 protocol messages will not be segmented. Hence, the size of the I1 protocol messages is constrained by the limits of the transport-layer message size, e.g. the USSD allows for a message size of 160 bytes. Therefore, it is FFS how to fit the SIP URIs into the limited-size I1 messages. 

Privacy

The UE uses the Privacy information element to indicate to the SCC AS how to handle the SIP header fields when the SCC AS forwards the SIP requests and responses on behalf of the UE to the far-end UA. The Privacy information element when sent by the UE to the SCC AS contains binary encoded "priv-value" (as specified in the RFC 3323 and RFC 3325). When the SCC AS, upon receiving a Privacy information element over I1 interface, forwards a SIP request or a response to the far-end UA, the SCC AS behaves as specified in the RFC 3323 and RFC 3325 e.g. the SCC AS inserts a P-Asserted-Identity header field into SIP message as requested by the Privacy information element.
SCC-AS-id

The SCC-AS-id information element contains an URI that points to the SCC AS. When the UE sets up a CS bearer connection by sending a SETUP message to the MSC server, the UE specifies the respective URI as the called party number. Subsequently the call will be routed to the respective SCC AS via a MGCF.
Session-identifier

The Session-identifier information element is an identifier used either by the UE or the SCC AS to uniquely and globally identify a session across all interface (i.e. the I1 interface, Gm interface and the IMS). The Session identifier is dynamically allocated by the SCC AS to identify the I1 session that is being established. The SCC AS includes the Session-identifier information element in the first I1 message sent by the SCC AS to the UE. The Session-identifier information element may contain different values, e.g. the Session Transfer Identifier (STI), as specified in subclause 7.4.2.1 and associated subclause 7.4.2.1.
To-id

The To-id information element specifies the identity of the called user, e.g., the called party number. The To-id information element may contain an URI.

Editor's Note:
 The I1 protocol assumes that the I1 protocol messages will not be segmented. Hence, the size of the I1 protocol messages is constrained by the limits of the transport-layer message size, e.g. the USSD allows for a message size of 160 bytes. Therefore, it is FFS how to fit the SIP URIs into the limited-size I1 messages.
Replaces

The Replaces information element is used by the UE to identify an existing call or a SIP dialog that will be replaced with a call being established over the I1 interface. When the UE wants to replace an existing call or a SIP dialog with a new call, the UE sends an I1 Invite request message to the SCC AS with the Replaces information element that contains the identity of the SIP dialog or a call that will be replaced with a new call being established. In the case of UE assisted T-ADS, the SCC AS may send an I1 Invite request message to the terminating ICS UE with Replaces information element that contains the identity of the SIP dialog to change the service control for the session from Gm to I1.
Reason-Phrase

The Reason-Phrase information element is used by the UE as described in RFC 3261 [x].
7.4.2
I1 Information elements encoding
7.4.2.1
General
The structure of the I1 information elements is shown in figure 7.4.2.1.
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	Octet

	Information Element code
	Code specific
	1

	Information Element length (in octets)
	2

	Information Element body  (as required)
	3

	
	etc.

	
	



Figure 7.4.2.1: I1 information element format

Each I1 information element contains a common two-octet field followed by a variable-size body. The first octet contains the Information Element code and Code specific values. Each I1 information element is uniquely identified with the respective Information Element code (i.e., encoded with bits numbered 4, 5, to 8 of the first octet). The Code specific value (i.e., encoded with bits numbered 1, 2, and 3 of the first octet) provide additional information about respective I1 information element. For example, if the Information Element code specifies that this is a To-id I1 information element, then the Code specific value will indicate whether the Information Element body contains an E.164 number or SIP URI. The Code specific values for each respective I1 information element are described in the respective subclauses.

The second octet i.e. the Information Element length specifies the length of the I1 information element body (i.e., the number of octets following the Information Element length) in binary format. The bit number 1 of octet number 2 is the list significant bit and bit number 8 of the octet number 2 is the most significant bit. The table 7.4.2.1 specifies the Information Element code for each I1 information element.

Table 7.4.2.1: I1-information element coding

	Information Element code
	I1 information element

Name
	Reference
subclause

	Bits
8 7 6 5 4
	
	

	1 0 0 0 1
	Error-code
	7.4.2.2

	1 0 0 1 1
	From-id
	7.4.2.3

	1 0 1 0 0
	Privacy
	7.4.2.4

	1 0 1 0 1
	SCC-AS-id
	7.4.2.5

	1 0 1 1 0
	Session-identifier

	7.43.2.6

	1 0 1 1 1
	To-id
	7.4.2.7

	1 0 0 1 0
	Replaces
	7.4.2.8

	1 1 0 0 0
	Reason-Phrase
	7.4.2.Z


Editor’s Note: Some I1 Information elements may be of a fixed size. Hence, it is FFS whether the Information Element length is needed for each Information element.
* * * End First change * * *

* * * Second change * * *

7.4.2.y
Reason-Phrase

The purpose of the Reason-Phrase field is as defined in RFC 3261[x].
The information element body shall be encoded to an octet string according to UTF-8 encoding rules as specified in IETF RFC 3629 [dd]
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	3
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	1
	Octet

	Information Element code

    1          1         0         0         0
	Code specific

   0          0          0
	1

	Information Element length (in octets)
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	Information Element body  
	3-Y
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