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1.
Introduction
A WID update was agreed at CT#45 in CT-090518 for Control Plane LCS in the EPC which contained the following new objectives:

· Create a new specification for the stage 3 definition of MT-LR privacy messages and MO-LR messages

· Determine whether positioning message transport between the UE and MME requires some additional NAS message support (e.g. to enable multiple E-SMLCs and/or multiple positioning sessions) and, if so, include this in the same TS as MT-LR and MO-LR definition

· Evaluate the need for new PD values in 24.007 to transport MO-LR, MT-LR and positioning messages

· Evaluate the need for LCS signalling control (e.g. suspension) to avoid delay to EMM, ESM and other higher priority signalling

This contribution evaluates these objectives and proposes solutions to the first three that can be included in the new TS 24.171 also approved at CT#45 for this WID update. The fourth objective can probably be progressed once there is some agreed basis for the first three.
2.
Evaluation of Objectives

2.1
Positioning Message Transport Objective

The LTE Positioning Protocol (LPP) being developed by RAN2 in TS 36.305 assumes reliable delivery of LPP messages in the latest version – e.g. there is no support yet defined in LPP for providing reliable transport at the LPP level. Furthermore, when used with the SUPL user plane location solution, use of TCP/IP for transport will ensure reliable delivery. However, for control plane usage, reliable delivery cannot be assumed. In the case of inter eNodeB handover, the eNodeB will return any potentially unsent downlink NAS message to the MME in a NAS NON DELIVERY INDICATION message according to TS 36.413 (section 8.6.2.,4) which will allow retransmission by the MME using the new serving eNodeB. But this procedure is not defined for radio link failure. Hence, if it is preferred to make location support resilient to link failure and recovery (following a TAU instigation from the UE), some additional transport support is needed either at the NAS level or LPP level (or both). 
Reliable transport at the NAS level can be used for other applications besides LCS in future and avoids adding capability to LPP that is not needed for the SUPL user plane. These advantages suggest the following proposal:


Proposal 1:
Provide reliable message transport at the NAS level for both LPP and other applications in later releases
2.2
Assignment of a new PD

A new PD seems suitable for support of MO-LR and MT-LR privacy since these services have nothing to do with either ESM or EMM. However, if a reliable and generic transport capability is preferred to support LPP transfer, then the EMM PD might be reused for this part – e.g. there is already the precedent of EMM support for SMS transfer. (Note that existing NAS transport is unsuitable for LPP because additional parameters need be transferred – e.g. session ID as defined in TS 23.271 – and because this mechanism is not reliable at the NAS level.) One other reason for preferring to reuse the EMM PD is that use by future applications may be easier in some implementations that manage different PDs in different parts of a system. This suggests the following proposal:
 
Proposal 2:
Reuse the EMM PD for support of reliable NAS transport 
Since MO-LR and MT-LR privacy messages will also benefit from reliable NAS transport, any PD used for the latter should automatically apply to the former. This leads to the following third proposal:

Proposal 3:
Reuse the EMM PD for support of MO-LR and MT-LR privacy

Note that the reasons for preferring to reuse the EMM PD are not very strong ones and hence a new PD could instead be used if preferred.

2.3
New TS for MO-LR and MT-LR Privacy Messages

A new TS was assumed in the WI but can be questioned assuming proposals 2 and 3 are agreed. In the provided contributions, a new TS has been assumed for both the new reliable transport procedure and messages and for MO-LR and MT-LR privacy support. But the following alternatives are all possible:


Option A:
Include the reliable transport procedure and MO-LR, MT-LR in a new TS


Option B:
Include the reliable transport procedure in TS 24.301 and MO-LR, MT-LR in a new TS


Option C:
Include the reliable transport procedure and MO-LR, MT-LR in TS 24.301

Option A is assumed in the associated P-CRs but option B seems a valid alternative. Option C is also possible but would mix LCS capability with EMM which might reduce clarity.

If a new PD is preferred (not EMM), option A seems the only logical choice.
3.
Transport of Positioning messages
3.1
Generic NAS container

The NAS protocol layer in EPS provides a facility currently for transport of upper-layer signalling, using the Downlink NAS Transport and Uplink NAS Transport messages.  However, these existing messages and the procedures for handling them do not provide reliable delivery. Specifically, when a radio link failure occurs, an eNodeB can drop unsent NAS messages which will not be resent by the sender (UE or MME) with current functionality at the NAS level.  Where a NAS application requires reliable delivery of its messages, it must then provide the needed procedures (e.g., acknowledgements, retransmissions) itself rather than relying on the transport layer.  

We propose here to introduce new NAS messages for the specific purpose of reliable delivery for both LPP and possible other applications in later releases.  In TS 24.171, the new messages are introduced as the Uplink Reliable Transport and Downlink Reliable Transport messages.  In addition, each message requires a response, namely, the Uplink Reliable Transport Response and Downlink Reliable Transport Response messages.  These messages travel as part of the NAS protocol between the MME and the UE (e.g. are carried by the existing S1AP and RRC uplink and downlink transport messages which make the NAS support transparent to the eNodeB).

Each of the Reliable Transport messages includes a generic NAS container (for carrying application layer information), a container-type that indicates the context of the contained information, and a reliable-sequence-number that supports the procedures for reliable transport (e.g., acknowledgements, duplicate detections, and retransmissions).
3.2
LCS message transport
It is proposed to use the new reliable NAS transport messages for transporting both LPP positioning messages and other NAS messages (to be identified in TS 24.171) for MO-LR and MT-LR privacy support. 
3.3
Protocol Discriminator value for NAS Reliable Transport messages

It is proposed that the new Reliable NAS Transport messages use the same protocol discriminator value already defined for EMM; i.e., for NAS modelling purposes they are part of the EMM protocol. There is already a precedent for this set by the NAS transport messages in the EMM layer for SMS (although these messages are not suitable for LCS) and EMM use also makes it more likely that future applications can be supported.
Note that while the new messages are initially proposed for TS 24.171, it would certainly be possible to move the definition into TS 24.301. It would also be possible to assign a different PD value (e.g. one specific to LCS) for these transport messages although for some implementations that might limit their future capability to support other applications.

3.4
Transport Details

Numerous transport mechanisms exist that ensure reliable and in order delivery of a sequence of messages without duplication. We have chosen a mechanism that appears simple but should also suffice for the LCS requirements in Rel-9. Specifically, an endpoint (MME or UE) sends LCS messages one at a time to the far end and awaits an acknowledgement for each message before sending the next. If an acknowledgment does not arrive, the sender resends a message (up to 4 times we propose) before giving up. This stop and wait mechanism is currently used by RRLP as a means of "pseudo-segmenting" a large amount of LCS assistance data being sent from an SMLC to an MS for GSM and GPRS access. For LPP, because pseudo-segmentation need not be used (there being no significant limitation on LPP message size as there is for RRLP with GSM), any additional delay caused by stop and wait would be much less than for RRLP and would be reduced even further by higher LPP signalling bandwidth. An advantage of stop and wait is that no re-sequencing of messages is needed at a receiver and acknowledgement and retransmission are also simple (e.g. compared to methods that allow multiple messages to be in transit). To identify messages for the purposes of acknowledgment and duplicate detection, a monotonically increasing sequence number is proposed to be placed by a sender in each message; the receiver then returns the next sequence number expected from the sender as an acknowledgment and discards as a duplicate any received message that does not contain this expected sequence number. This is equivalent to controlling transmission using a moving window of size one message. A reset mechanism is also included to allow both ends to reset their sequence numbers – e.g. following change of MME or exceeding the retransmission limit for a particular message – to avoid non-synchronization conditions.
4.
Definition of LCS operations and protocol
A new NAS message is proposed to carry LPP messages. This needs to carry both the LPP message itself and a session identifier to enable an MME to associate an uplink LPP message with the correct location request session with an E-SMLC (e.g. see TS 23.271 section 9.3a for a stage 2 description). Note that NAS transport of positioning messages does not exist for GSM and UMTS because the location server (SMLC or SAS) is part of the RAN – hence there is no existing capability to reuse.
Similar new NAS messages might be defined to support the MO-LR and MT-LR privacy operations. However, in this case, there is existing NAS level capability that can be reused.  Specifically, MT-LR privacy can operate identically or almost identically to existing MT-LR privacy for UMTS and GSM (as defined in TS 24.030 and 24.080) and MO-LR support can be mostly a subset of that defined in these spec.s for MO-LR over GSM and UMTS. It is thus proposed to reuse these existing procedures, messages and parameters.  If additional LCS support is added for EPS in later releases (e.g. support of periodic and/or triggered location), the reuse of the existing GSM and UMTS procedures and messages can be extended further without adding new and different support for EPS.

To evaluate whether this reuse proposal will be efficient, the following two alternative ways are briefly compared:
· Option 1: reuse the operations and protocol defined in 3GPP stage-3 specs (24.030 and 24.080).

· Option 2: redefined all operations and protocol in 24.171.

Section 4.1 and 4.2 compares the two options.

4.1
Reuse IEs and messages defined in 24.030 and 24.080

This approach allows a consistent specification between the LTE LCS and the UMTS LCS at the service layer, for the MO-LR and MT-LR privacy (Location Notification) operations (which are part of the supplementary services). 
This approach still requires changes to the existing MO-LR operations, because not all IEs in the MO-LR Invoke and Return Result are applicable to LTE LCS per stage-2 LCS spec (23.271), and some LTE LCS specific IEs are to be added (e.g. like enabling an MO-LR invoke to carry an LPP message to identify requested LCS assistance data).
If the complete adoption of 24.030 and 24.080 is preferred, the protocol structure (such as the Register/Facility/Release Complete message and the components) has to be inherited. However, LTE LCS only needs a subset of that for implementing the request and response of the MO-LR although the full set seems applicable for the MT-LR privacy operations.
4.2
Define both IEs and messages in 24.171

This approach does not retain any association with either 24.030 or 24.080 that the UMTS operators are familiar with. 
The overhead of implementing the Register/Facility/Release Complete message and the components are avoided. Only LTE LCS operations and protocol (that align with the stage-2 and the LPP spec) are specified in 24.171.
All LCS operations are contained in the single spec 24.171 for LTE LCS. However, this is all new functionality for the UE as well as the MME.
4.3
Proposal


Proposal 4:
Reuse existing MO-LR ad MT-LR privacy operations defined in TS 24.030 and 24.080
5.
Summary of Proposals

Proposal 1:
Provide reliable message transport at the NAS level for both LPP and other applications in later releases

Proposal 2:
Reuse the EMM PD for support of reliable NAS transport 

Proposal 3:
Reuse the EMM PD for support of MO-LR and MT-LR privacy


Proposal 4:
Reuse existing MO-LR ad MT-LR privacy operations defined in TS 24.030 and 24.080

