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1. Overall Description:

CT1 thanks ETSI TISPAN WG3 for the LS concerning TS 24.229 Annex A
CT1 has discussed the items of Annex A/ Table A.4 mentioned in the TISPAN LS and has the following comments:

- Table A.5: Supported Methods and Table A.4 Major Capabilities

Table A.5 states that the support of the MESSAGE request is mandatory for a UE both on sending and receiving sides. Since TS 23.228 / clause 5.4.9.0 only requires AS or S-CSCF to be able to send information to SIP UEs using SIP based messages, it seems that the support of the MESSAGE method is not mandatory for the sending status in case of a UE.

Besides, for an NGCN site connected to an NGN in the Business Trunking context, the support of the MESSAGE method on the receiving side could be optional also because the presence of an Application Server is not always required.
CT1 comment: The MESSAGE method was the agreed mechanism for implementing the stage 2 requirement in TS 23.228/clause 5.4.9.0, since release 5. CT1 agrees that a normal UE should not be required to send MESSAGE request to implement this requirement. However, , as upon reception of MESSAGE request the NGCN may decide to forward it to another destination, the NGCN shall be able to send this request.
- Table A.9: Supported headers within the BYE request

Table A.9 states that the support of Accept-Contact, Reject-Contact and Request-Disposition header fields is mandatory on the receiving side in a BYE request but the use of these headers in a BYE request is not clear.

CT1 comment: CT1 agrees that there is no use case for receiving Accept-Contact, Reject-Contact and Request-Disposition headers in BYE request. However, if the UE supports RFC 3840, then upon reception of such headers in BYE request it shall behave as defined in RFC 3841.
- Table A.23: Supported headers within the CANCEL request

Table A.23 states that the support of the Max-Breadth header field is optional and mandatory respectively on the sending and receiving side of a CANCEL request. This seems to be an error since the CANCEL request is not proxied, the Max-Breadth header then is useless.

CT1 comment:  CT1 agrees that as per RFC 5393 a Max-Breadth header field value is meaningless in a CANCEL request. However, RFC 5393 does restrict Proxies and UAC to insert Max-Breadth header in CANCEL request. 
- Geolocation

The Geolocation header field's status is indicated in 2xx responses to INVITE and MESSAGE requests (tables A.49 and A.62C); this seems to be an error since the draft sip-location-conveyance does not specify the presence/use of this header field in SIP responses.
CT1 comment: CT1 agrees that the Geolocation header is only valid in requests, and not in responses. To be noted that a new header, called Geolocation-Error, has been defined that is valid in all responses. A contribution was agreed in this meeting that corrects Geolocation header presence in responses and specifies the usage of Geolocation-Error in SIP responses.

- Table A.62C: Supported headers within the MESSAGE response
There should be Note1 associated to the MIME-Version header field’s status in order to be consistent with the status of the headers Content-Disposition, Content-Encoding, Content-Language, Content-Length, Content-Type.
CT1 comment:  CT1 agrees that Note1 should apply also to MIME-Version. A contribution was agreed in this meeting that corrects this for Release 9. However, as no interoperability problem has been identified due this missing precision, this correction cannot be considered as essential and then cannot be done on frozen releases.
- Table A.46: Supported headers within the INVITE request

According to RFC3265, Allow-Events is sent by the notifier. There are no mandatory Event Packages for a UE acting as a notifier. Therefore the status on the sending side could be conditional on the UE being able to act as the notifier for an event package.

CT1 comment: CT1 agrees that sending of Event-Events header should be conditional on the UE being able to act as the notifier for an event package. A contribution was agreed that correct this in the current Release 9. However, as no interoperability problem has been identified for mandating the UE to be able to send this header, this correction cannot be considered as essential and then cannot be done on frozen releases.
- Table A.104C: Supported headers within the PUBLISH response

According to RFC3903, the User-Agent header field is optional in PUBLISH request and responses. Why is it stated irrelevant in 24.229 (item 23)?
CT1 comment: CT1 agrees that User-Agent is relevant in PUBLISH request and responses. A contribution was agreed in this meeting that makes User-Agent optional for sending and receiving in SIP responses to PUBLISH for UAs.
- Table A.318: SDP types

Lines 15 to 20: the whole description paragraph is already optional. If the paragraph is present then the "m" line (item 15) should be mandatory on the sending side.
Item17 (line "c"): the support of this media descriptor line when present should be mandatory on the receiving side and not conditioned: if (A.318/15 AND A.318/8) the status should be still mandatory and not optional (according to RFC4566, the per-media values override the session-level settings for the relevant media)
CT1 comment: a contribution was agreed in this meeting that makes "m" parameter mandatory for sending and "c" parameter mandatory for receiving in media descriptions.
- Table A.62C, A.65, A.104C, A.108 & A.136 Require

The Require header field appears in 2xx responses to MESSAGE, NOTIFY, PUBLISH, REFER and SUBSCRIBE; but there seem to be no use of this header field in such responses.
CT1 comment:  RFC 3261 only describes usage of the Require header in SIP requests. However, RFC 3262, uses the Require header in provisional SIP responses.

The mandatory status for sending Require header means that SIP stack shall be able to send this header and does not mean it will be always present in the SIP message.

To be completed.
- Table A.6: Supported response codes
On the sending side, the status is optional for all 18x responses except for the 183 (Session Progress). Why is this status mandatory on the sending side (case of an INVITE) and not optional like for the other 18x responses?

CT1 comment:  A contribution was agreed in this meeting that make mandating sending of 183 conditioned on "initiating a session which require local and/or remote resource reservation" major capability.
In TS 24.229 Release 8 & 9:

- Table A.32: Supported header fields within the INFO request

Item 8 specifies the profile of the Contact header field in the INFO request as mandatory. This seems to be an error since the INFO request is not a target refresh request. Moreover the draft draft-ietf-sip-info-events-03.txt indicates that this header field is not present in INFO request. The status should be n/a.

Item 31C specifies the profile of the Request-Disposition header field in INFO request. This seems to be an error since this header field is not present in the RFC2976 (nor in draft-ietf-sip-info-events-03). Item 31C should be removed.
CT1 comment: a contribution was agreed in this meeting that makes contact and Request-Disposition header n/a in INFO.
- Table A.35: Supported headers within the INFO response
There should be Note1 associated to the MIME-Version header filed's status in order to be consistent with the status of the headers Content-Disposition, Content-Encoding, Content-Language, Content-Length, Content-Type.
CT1 comment: A contribution was agreed in this meeting that corrects note1 and make it applicable to MIME-Version header  this for Release 9. However, as no interoperability problem has been identified due this missing precision, this correction cannot be considered as essential and then cannot be done on frozen releases.
2. Actions:

To ETSI TISPAN WG3 group.

ACTION: 
CT1 kindly asks ETSI TISPAN WG3 to take the above CT1's comments into consideration. 

3. Date of Next TSG-CT WG1 Meetings:
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