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1. Introduction
LCS message retransmission is controlled by timers that are usually larger than the corresponding NAS level timers. Thus, it is possible for the NAS layer to report a transmission failue due to expiry of the transmission for 5 times and still possible for the upper layer to retry transmission. When this happens, the NAS will consider this to be a new transaction and will hence increment NAS sequence number. On the recipient side, it is possible for the same application message to be delivered with two distinct NAS sequence numbers and thus it is possible for the application to receive the same application level message twice. To cater to this situation, the application level sequence number is introduced. 
2. Reason for Change
Without application level mechanism, it is not possible to detect duplicate messages at the application layer. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.171 v0.0.0
* * * First Change * * * *

4.1.3
Duplicate detection

At the receiving node (UE or MME), a duplicated message is identified when a reliable sequence number is not one greater (modulo the sequence size) than the last correctly received reliable sequence number. Two exceptions to this are as follows: a receiving node shall accept the first reliable sequence number that it receives from a sending node after the receiver initiates or re-initiates the reliable transport procedure and a receiving node shall accept any reliable sequence number if there is an indication that the sender has re-initiated the reliable transport procedure.  The receiving node should ignore all duplicated messages.
* * * End of Change * * * *

