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Introduction

This paper aims to give a brief summary of the IMS aspects of an emergency call made when the UE is not able to authenticate with the local network, and identify whether an text changes are required to support this in 3GPP TS 24.229.

Emergency call recognition

The only calls that can be made are those that the UE recognises as emergency calls and therefore delivers as emergency calls. The underlying attach must be made for an emergency call, and this is only possible if the UE has detected that it is an emergency call.

Transport

Prior to establishing an emergency session for an unregistered user, the UE shall acquire a local IP address, discover a P-CSCF, and establish an IP-CAN bearer that can be used for SIP signalling. The UE shall send only the initial INVITE requests to the port advertised to the UE during the P-CSCF discovery procedure. If the UE does not receive any specific port information during the P-CSCF discovery procedure, the UE shall send the initial INVITE request to the SIP default port values as specified in RFC 3261 [26]. Already defined in subclause 5.1.6.8.2 of 3GPP TS 24.229.

The UE shall transmit signalling packets pertaining to the emergency session from the same IP address and unprotected port on which it expects to receive signalling packets containing the responses to emergency requests and the requests inside the established emergency session. Already defined in subclause 5.1.6.8.2 of 3GPP TS 24.229.

Registration

The UE will use the existing emergency call procedures without registration.

Call request

The INVITE request will contain at least the following headers:

1. From header field. Set to anonymous. There is no repository for a public user identity so none exists. The IMEI is not meant to be delivered to other parties, so any identity based on the IMEI should not be included in the From header field. Already defined in subclause 5.1.6.8.2 of 3GPP TS 24.229.

2. Request URI. Set to emergency service URN. As already indicated, these procedures are only possible if the call has been recognised as an emergency call. Already defined in subclause 5.1.6.8.2 of 3GPP TS 24.229.

3. To header field. .Set to emergency service URN. The other option identified in the existing text of 3GPP TS 24.229 subclause 5.1.6.8.2 of sending the dialled digits is only applicable where the dial string cannot be analysed; it must have been analysed to recognise this as an emergency call. Of the two options specified in subclause 5.1.6.8.2 it needs to be clarified that only one applies in this case.
4. P-Access-Network-Info header field as normally required for the access technology.

5. P-Preferred-Identity header field set to IMEI as a SIP URI. If privacy applies to emergency calls, this can be removed by the E-CSCF or other intermediate entity. Already defined in subclause 5.1.6.8.2 of 3GPP TS 24.229. 

6. Contact header field cannot be populated with a normal SIP URI in this case, as there is no valid URI to include. A return URI is only needed for the purposes of a subsequent request within this dialog, e.g. a BYE request sent by the PSAP. It is proposed that a URI based on the IP address is used, similar to that specified for inclusion in the Via header. Further clarification required in subclause 5.1.6.8.2 of 3GPP TS 24.229.
7. Via header field with IP address, and other parameters as already specified in 3GPP TS 24.228 subclause 5.1.6.8.2.

8. If location available, then the Geolocation header field as already specified.

Conclusions

Two areas are identified that require further definition work within 3GPP TS 24.229. If the meeting agrees, an appropriate CR will be prepared for the next meeting.
