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1. Introduction
When introducing SSAC, the design concept of existing access control should be reused as much as possible from that of already existing access control mechanism to minimize overall impact. However, some enhancement is needed for access control mechanisms, due to newly introduced ‘service specific access control’ requirements. To support SSAC in Release 9, this paper proposes the necessary enhancement from design concept point of view and also discusses where access class barring should take place in the UE. This paper mainly discusses on the UE behaviour when the UE tries to initiate MMTEL voice and/or video call when the UE is in EMM_IDLE mode and is not aware of access barring status for SSAC yet.
2. Technical Realisation of SSAC

2.1 Design concept of SSAC
LS from SA1 [2] clarifies that, when the service specific access control is applied, originating requests for a certain service has to be suppressed before it is even sent to the network, which is a similar requirement to the already existing access control mechanism.
In Release 8, the access control for E-UTRAN does not restrict UE access to the network on per service basis, because there was no requirement. However, 'service specific' access control for MMTEL services was added to the Release 9 requirements. (Please see details in [1] and [2])
To fulfill the requirements, the following information shall be taken into account inside the UE to decide whether or not to stop the originating request:

Information A. Service type (e.g. MMTEL voice) which UE originates

Information B. Service type which the network operator wants to restrict 

Information C. EMM state in the UE (e.g. EMM_CONNECTED, EMM_IDLE)
Regarding Information A, only IMS layer inside the UE can retrieve this information. 
Regarding information B, AS layer retrieves the information. In Release 8, the common access class control for LTE is realized by indicating barring status using system information broadcast.  It is expected that information B is provided in the similar manner i.e. using broadcast.
Regarding information C, only EMM which resides in NAS layer is aware of. This information needs to be used because SSAC is not applicable if access to the network is already granted [1].
To make access barring decision within the UE happen,  information A,B and C need to be taken into account together and thus inter-layer interaction (e.g. notification between layers) inside the UE is essential.
The general assumption has been such that there is no inter-layer interaction mechanism between the NAS/AS layer and the layer above within the UE. However, in the reply LS from SA1 [2], they permit this by clarifying that such interaction is expected.
Proposal 1: CT1 agree on the basic design concept of inter-layer interaction within UE.

2.2Which layer is responsible for access barring

If CT1 agrees on proposal 1, then the next step is to discuss which layer is responsible for implementing access barring mechanisms (e.g. decision for access barring, determine access barring time, etc). For simplicity, this document assumes that the layers inside UE are divided into three layers as shown in Fig. 1: 


[image: image1.emf]IMS layer

NAS layer

AS layer


Figure 1: Simplified figure of layers inside UE
There are three alternatives to consider:
Alt.1) Stop originating MMTEL voice and/or video in IMS layer

Alt.2) Stop originating MMTEL voice and/or video in NAS layer

Alt.3) Stop originating MMTEL voice and/or video in AS layer
Figure.2 shows the possible alternatives. SSAC is only applicable on the UE which is in EMM_IDLE mode, not on the UE which is in EMM_CONNECTED mode.
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Figure 2: Alternatives 
NOTE1: Service type information is expected to be conveyed between IMS and NAS by using primitive. It does not have to be SIP request itself.
NOTE2: The information between NAS and AS is expected to be conveyed using RRC connection establishment cause
When considering that the existing common access control function mainly resides in AS layer, it is efficient to reuse the existing mechanism as much as possible, so that adding functionality specific to SSAC can still minimize the overall implementation impact to the UE. So this paper proposes CT1 to agree on Alternative 3.
When Alt.3 is applied, the UE behaviour in other situations is proposed to be following based on existing access control concept.
1. When UE is in EMM_CONNECTED mode, because NAS layer is aware that the UE is in EMM_CONNECTED mode, so NAS layer can permit IMS layer to initiate MMTEL voice and/or video call without asking AS layer for permission.

2. When UE in EMM_IDLE mode is already barred for MMTEL voice and/or video, NAS layer is aware of the barring status, so NAS layer can indicate IMS layer not to initiate MMTEL voice and/or video call without asking AS layer for permission.
Proposal 2: CT1 agree on alternative.3 (barring in AS layer).

3. Conclusion

This paper discussed the design concept of SSAC and it is proposed that CT1 agree that:

· SSAC decision takes place in the AS layer and necessary information for the logic (i.e. service type) comes down from IMS layer upon requesting for MMTEL voice or video.
· CT1 send LS to RAN2 that they need to modify AS layer accordingly to apply SSAC by integrating service type information provided by the layer above AS and SSAC related broadcast information.

4. References
[1]
3GPP TS22.011 “Service Accessibility”
[2] 
S1-091389 “Reply LS on Service Specific Access Control Requirements for CT1”












3GPP

SA WG2 TD


