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CT1 thanks ETSI TISPAN WG3 for the LS on 24.229 Annex A.

CT1 has discussed the items of Annex A/ Table A.4 mentioned in the TISPAN LS and has the following comments:

In the following cases, the status is optional but the capability seems to be not applicable for a UE:

· item 51 (the P-User-Database private header extension):

CT1 comment to item 51: A contribution was accepted in CT-1#57 meeting which makes, in Table A.4, the P-User-Database optional for S-SCCF and AS and not applicable for the other entities playing UA role. Table A.162 has been also modified to make, the P-User-Database optional for I-SCCF and not applicable for the other entities playing proxy role.

· item 67 (number portability parameters for the ‘tel’ URI):

CT1 comment to item 67: RFC4694 "Number Portability Parameters for the "tel" URI" specifies the "cic" parameters which may be used by the UE for carrier selection as described in TS.24.229/ 5.1.3.1.

In the following cases TS 24.229 states mandatory for a UE but this status seems to be unnecessarily restrictive for an NGCN site and therefore should be optional in general or the actual status should depend on the type of UE:

· item 19 (SIP extensions for media authorization): should be irrelevant
CT1 comment to item 19: CT1 agrees that this capability is irrelevant for NGCN.. 
· item 20 (SIP specific event notification): could be optional

· item 23 (acting as the subscriber to event information): could be optional

CT1 comment to items 20 and 23: These capabilities are mandatory to allow the NGCN to learn the registration status of individual public user identities, by subscribing to reg event package. NGCN subscription to reg event package is necessary to allow:

· Network initiated de-registration of one or more public user identity registered by the UE. TS 23.228/5.3.2.0 describes cases where the network may need to initiate Network Initiated De-Registration procedure.
· Network initiated re-authentication   
· item 27 (a messaging mechanism for the SIP)
CT1 comment to item 27: There is a stage 2 requirement that mandates UEs to be able to send information to each other using SIP based messages (see TS 23.228/5.4.9.0). The MESSAGE method was the agreed mechanism for implementing this stage 2 requirement, since release 5. 
· item 28 (session initiation protocol extension header field for service route discovery during registration ): the receiving of the header field is mandatory but the use of the ServiceRoute header value is optional, because the P-CSCF controls the presence and the content of the header sent by the UE,

CT1 comment to item 28: Support of Service-Route header by the UA is mandatory according to RFC 3608. According to TS 24.229/5.2.6.3.3, 5.2.6.3.7 and 5.2.6.3.11, if the UE does not set the content of the Service-Route, received during the last successful registration or re-registration, in Route header of an outgoing SIP Request, the P-CSCF may reject this request. 
· item 31 (the P-Associated-URI header extension): could be optional

CT1 comment to item 31: P-Associated-URI is mandatory to provide to the NGCN the implicitly registered public user identities. 

· item 34 (the P-Access-Network-Info header extension): the actual status should depend on the access type (e.g. sending the header field from a DSL access is optional),
CT1 comment to item 34: A contribution was accepted in this meeting which makes support of SIP P-Access-Network-Info by the UE mandatory for GPRS, 3GPP2, I-WLAN and DOCSIS IP-CAN and optional for the others. 
· item 37 (security mechanism agreement for the session initiation protocol): the actual status should depend on the security mechanisms supported (as per 29.229 Table 4-1)
CT1 comment to item 37: CT1 agrees that this extension only necessary when TLS or IMS AKA is used to secure the signalling exchange between the UE and the network. However, CT1 did not come to a consensus on how to reflect in Table A.4 of Annex A that this mechanism is only necessary when IMS AKA or TLS is supported as a security mechanism. 
-     item 40 (caller preferences for the session initiation protocol), (mandatory)
· item 40C (the fork-directive within caller-preferences), 

· item 40E (the parallel-directive within caller-preferences),

CT1 comment to items 40, 40C and 40E: A contribution was agreed in CT1-58 which makes support of fork-directive and parallel-directive capabilities optional for UEs.   .
· item 53 (obtaining and using GRUUs in the SIP): should be optional because the NGCN site might be able to provide its own GRUU,

CT1 comment to item 53: Support of GRUU by the UE is mandatory in stage 2 specification. However, CT1 believes that usage of GRUU in NGCN case needs to be further studied, especially the possibility of the NGCN to assign GRUU URIs to individual users. Please note also that a note exists in Table A.4 that makes support of GRUU optional in certain cases. 
-    item 60 (SIP location conveyance) 
CT1 comment to item 60: Support of this capability is mandatory for emergency calls as it allows provision, when available, of the UE's location to the network.
· item 26B (application of privacy based on the received Privacy header): if the NGN trust domain is extended to the NGCN site (e.g. for private network traffic) then it becomes applicable,
· item 26F (application of the privacy option "user" such that user level privacy functions are provided by the network): if the NGN trust domain is extended to the NGCN site (e.g. for private network trafic) then it becomes applicable
· item 26G (application of the privacy option "id" such that privacy of the network asserted identity is provided by the network): if the NGN trust domain is extended to the NGCN site (e.g. for private network trafic) then it becomes applicable

CT1 Comment to items 26B, 26F and 26G: CT1 understands the need for privacy application by the NGCN and believes that the work on this issue should be further studied, including modification to the profile table.
· item 71 (addressing an amplification vulnerability in session initiation protocol forking proxies).
CT1 comment to item 71: This functionality applies to the proxy role. CT1 has not come to a consensus on whether or not the fact that the attachment point of the NGCN behaves as a proxy shall be documented in the TS 24.229. 
2. Actions:
 CT1 kindly asks ETSI TISPAN WG3 to take the above CT1's comments into consideration. 
3. Date of Next TSG-CT WG1 Meeting
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