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10.1
Commands specific to MTs supporting the Packet Domain

10.1.0

General remark about EPS bearer contexts and PDP contexts

Accordingly to 3GPP TS 23.401 [82], there is a 1 to 1 mapping between active EPS bearer context and active PDP context:

-
An active default EPS bearer context is associated with an active non secondary PDP context.

-
An active dedicated EPS bearer context is associated with an active secondary PDP context.

In consequence to the implicit logical relation between EPS PDN connection and its associated Default EPS Bearer, hereafter a same non secondary PDP context identifier <p_cid> can be used to refer either an EPS PDN connection context or its associated Default EPS Bearer context.

As dedicated EPS bearer contexts are activated by the network an MT/TA can only request a bearer resource instead.  The network can then activate a new dedicated EPS bearer or modify an existing one to fulfil the request.
As a consequence, the secondary PDP context which the MT/TA can define in UMTS/GPRS is a bearer resource in EPS. Both are addressed by the context identifier <cid>. Since more than one bearer resource (also named traffic flow) can be mapped to one EPS bearer and since there is a 1 to 1 mapping between active EPS bearer context and active PDP context, in dual mode situations this means that more than one traffic flows can be mapped to one PDP context as well, for instance after an EPS to UMTS/GRPS handover.
For bearer resources activated by the network a context identifier is allocated by the MT/TA.
For easy reading the term PDP context is used for PDP contexts in UMTS/GPRS as well as PDN/default EPS bearers and traffic flows in EPS.
Table 10.1.0-1: AT commands/results applicable for EPS                                                              (equivalence between PDP context / PDN Connection or Default EPS Bearer )
	AT commands 
	Comments

	+CGDCONT
	Used to define PDN connection for EPS

	+CGACT
	Used to activate a PDN connection for EPS

	+CGDCONTR
	Used to show all dynamically allocated PDN parameters, like APN, IP address(es) , DNS server address(es), EPS Bearer Id, etc.

	+CGEV: EPS xxx …
	Used to indicate EPS bearers operations status


	
	

	
	

	
	

	
	

	
	

	
	


Table 10.1.0-2: AT commands/results applicable for EPS                                                               (equivalence between PDP context / EPS Bearer Resources)

	AT commands 
	Comments

	
+CGDSCONT
	Used to define EPS Bearer Resource for a specific PDN for EPS

	+CGDSCONTR
	Used to show all dynamically allocated EPS Bearer Resource parameters

	+CGCMOD
	Used to request a modification of a PDP context or EPS Bearer Resource

	+CGTFT
	Used to define a Traffic Flow Template for a PDP context or a Traffic Flow Aggregate for an EPS bearer resource

	+CGTFTR
	Used to show the network assigned Traffic Flow Template.

	+CGEQOS
	Used to define the EPS bearer resource Quality of Service parameter. 
In UMTS/GPRS mode this would hold a mapping function to the UMTS/GPRS QoS parameters

	+CGEQOSR
	Used to show the network assigned EPS QoS parameters.
In UMTS/GPRS mode this would hold a mapping function to the UMTS/GPRS QoS parameters.

	+CGEV: EPS xxx …
	Used to indicate EPS PDN connection and bearer resources operations status


Table 10.1.0-3: AT commands applicable for EPS 

	AT commands 
	Comments

	+CGATT
	Used to attach/detach the MT from the Packet Domain service.


10.1.1
Define PDP Context +CGDCONT

Table 111: +CGDCONT parameter command syntax

	Command
	Possible response(s)

	+CGDCONT=[<cid> [,<PDP_type> [,<APN> [,<PDP_addr> [,<d_comp> [,<h_comp> [,<IPv4AddrAlloc> [,<pd1> [,…[,pdN]]]]]]]]]]
	OK

ERROR

	+CGDCONT?
	+CGDCONT: <cid>, <PDP_type>, <APN>,<PDP_addr>, <d_comp>, <h_comp>, <IPv4AddrAlloc> [,<pd1>[,…[,pdN]]]

[<CR><LF>+CGDCONT: <cid>, <PDP_type>, <APN>,<PDP_addr>, <d_comp>, <h_comp>, <IPv4AddrAlloc> [,<pd1>[,…[,pdN]]]

[...]]

	+CGDCONT=?
	+CGDCONT: (range of supported <cid>s), <PDP_type>,,,(list of supported <d_comp>s),

(list of supported <h_comp>s), (list of supported <IPv4AddrAlloc>s) [,(list of supported <pd1>s)[,…[,(list of supported <pdN>s)]]]

[<CR><LF>+CGDCONT: (range of supported <cid>s), <PDP_type>,,,(list of supported <d_comp>s),

(list of supported <h_comp>s) ), (list of supported <IPv4AddrAlloc>s) [,(list of supported <pd1>s)[,…[,(list of supported <pdN>s)]]]

[...]]


Description
The set command specifies PDP context parameter values for a PDP context identified by the (local) context identification parameter, <cid>. The number of PDP contexts that may be in a defined state at the same time is given by the range returned by the test command.
For EPS the PDN connection and its associated EPS default bearer is identified herewith.
A special form of the set command, +CGDCONT= <cid> causes the values for context number <cid> to become undefined.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, <PDP_type>, the parameter value ranges for each <PDP_type> are returned on a separate line.

Defined values
<cid>: (PDP Context Identifier) a numeric parameter which specifies a particular PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. The range of permitted values (minimum value = 1) is returned by the test form of the command. 

<PDP_type>: (Packet Data Protocol type) a string parameter which specifies the type of packet data protocol

X.25

ITU-T/CCITT X.25 layer 3 (Obsolete)

IP

Internet Protocol (IETF STD 5)

IPV6

Internet Protocol, version 6 (IETF RFC 2460)

IPV4V6
Virtual <PDP_type> introduced to handle dual IP stack UE capability. (See 3GPP TS 24.301 [83])
OSPIH
Internet Hosted Octect Stream Protocol (Obsolete)

PPP

Point to Point Protocol (IETF STD 51)
NOTE:
Only IP, IPV6 and IPV4V6 values are supported for EPS services.
<APN>: (Access Point Name) a string parameter which is a logical name that is used to select the GGSN or the external packet data network.

If the value is null or omitted, then the subscription value will be requested.

<PDP_address>: a string parameter that identifies the MT in the address space applicable to the PDP.

If the value is null or omitted, then a value may be provided by the TE during the PDP startup procedure or, failing that, a dynamic address will be requested.

The read form of the command will continue to return the null string even if an address has been allocated during the PDP startup procedure. The allocated address may be read using the +CGPADDR command.
NOTE:
For EPS, this field shall be ommited.

<d_comp>: a numeric parameter that controls PDP data compression (applicable for SNDCP only) (refer 3GPP TS 44.065 [61])
0 - off  (default if value is omitted)
1 - on (manufacturer preferred compression)
2 - V.42bis
3 - V.44
Other values are reserved.

<h_comp>: a numeric parameter that controls PDP header compression (refer 3GPP TS 44.065 [61] and 3GPP TS 25.323 [62])
0 - off (default if value is omitted)
1 - on (manufacturer preferred compression)
2 - RFC1144 (applicable for SNDCP only)
3 - RFC2507
4 - RFC3095 (applicable for PDCP only)
Other values are reserved.

<IPv4AddrAlloc>: a numeric parameter that controls how the MT/TA gets the IPv4 address information
0 – IPv4 Address Allocation through NAS Signaling (default if omitted)
1 – IPv4 Address Allocated through DHCP
<pd1>, … <pdN>: zero to N string parameters whose meanings are specific to the <PDP_type>

Implementation
Mandatory unless only a single subscribed context is supported.

10.1.2
Define Secondary PDP Context +CGDSCONT

Table 112: +CGDSCONT parameter command syntax

	Command
	Possible response(s)

	+CGDSCONT=[<cid> ,<p_cid> [,<d_comp> [,<h_comp>]]]
	OK

ERROR

	+CGDSCONT?
	+CGDSCONT: <cid>, <p_cid>,  <d_comp>, <h_comp>

[<CR><LF>+CGDSCONT: <cid>, <p_cid>,  <d_comp>, <h_comp>

[...]]

	+CGDSCONT=?
	+CGDSCONT: (range of supported <cid>s), (list of <cid>s for active primary contexts), (list of supported <d_comp>s),

(list of supported <h_comp>s)




Description
The set command specifies PDP context parameter values for a Secondary PDP context identified by the (local) context identification parameter, <cid>. The number of PDP contexts that may be in a defined state at the same time is given by the range returned by the test command.
In EPS the command is used to define a traffic flow.
A special form of the set command, +CGDSCONT= <cid> causes the values for context number <cid> to become undefined.

The read command returns the current settings for each defined context.

Defined values
<cid>: (PDP Context Identifier) a numeric parameter which specifies a particular PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. The range of permitted values (minimum value = 1) is returned by the test form of the command. 

<p_cid>: (Primary PDP Context Identifier) a numeric parameter which specifies a particular PDP context definition which has been specified by use of the +CGDCONT command. The parameter is local to the TE-MT interface. The list of permitted values is returned by the test form of the command.

<d_comp>: a numeric parameter that controls PDP data compression (applicable for SNDCPonly) (refer 3GPP TS 44.065 [61])
0 - off  (default if value is omitted)
1 - on (manufacturer preferred compression)
2 - V.42bis
3 - V.44
Other values are reserved.

<h_comp>: a numeric parameter that controls PDP header compression (refer 3GPP TS 44.065 [61] and 3GPP TS 25.323 [62])
0 - off (default if value is omitted)
1 - on (manufacturer preferred compression)
2 - RFC1144 (applicable for SNDCP only)
3 - RFC2507
4 - RFC3095 (applicable for PDCP only)
Other values are reserved.

Implementation
Optional.

10.1.3
Traffic Flow Template +CGTFT

Table 113: +CGTFT parameter command syntax

	Command
	Possible Response(s)

	+CGTFT=[<cid>, [<packet filter identifier>, <evaluation precedence index> [,<source address and subnet mask> [,<protocol number (ipv4) / next header (ipv6)> [,<destination port range> [,<source port range> [,<ipsec security parameter index (spi)> [,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask> [,<flow label (ipv6)> [,<direction>]]]]]]]]]]
	OK

ERROR

	+CGTFT?
	+CGTFT: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>
 [<CR><LF>+CGTFT: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>
 […]]

	+CGTFT=?
	+CGTFT: <PDP_type>, (list of supported <packet filter identifier>s), (list of supported <evaluation precedence index>s), (list of supported <source address and subnet mask>s), (list of supported <protocol number (ipv4) / next header (ipv6)>s), (list of supported <destination port range>s), (list of supported <source port range>s), (list of supported <ipsec security parameter index (spi)>s), (list of supported <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>s), (list of supported <flow label (ipv6)>s), (list of supported <directions>s)
[<CR><LF>+CGTFT: <PDP_type>, (list of supported <packet filter identifier>s), (list of supported <evaluation precedence index>s), (list of supported <source address and subnet mask>s), (list of supported <protocol number (ipv4) / next header (ipv6)>s), (list of supported <destination port range>s), (list of supported <source port range>s), (list of supported <ipsec security parameter index (spi)>s), (list of supported <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>s), (list of supported <flow label (ipv6)>s) ), (list of supported <directions>s)
[…]]


Description
This command allows the TE to specify a Packet Filter - PF for a Traffic Flow Template - TFT that is used in the GGSN in UMTS/GPRS and Packet GW in EPS for routing of down-link packets onto different QoS flows towards the TE. The concept is further described in the 3GPP TS 23.060[47]. A TFT consists of from one and up to 16 Packet Filters, each identified by a unique <packet filter identifier>. A Packet Filter also has an <evaluation precedence index> that is unique within all TFTs associated with all PDP contexts that are associated with the same PDP address.

The set command specifies a Packet Filter that is to be added to the TFT stored in the MT and used for the context identified by the (local) context identification parameter, <cid>. The specified TFT will be stored in the GGSN in UMTS/GPRS and Packet GW in EPS only at activation or MS-initiated modification of the related context. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGTFT command is effectively an extension to these commands. The Packet Filters consist of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGTFT= <cid> causes all of the Packet Filters in the TFT for context number <cid> to become undefined. At any time there may exist only one PDP context with no associated TFT amongst all PDP contexts associated to one PDP address. At an attempt to delete a TFT, which would violate this rule, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command.

The read command returns the current settings for all Packet Filters for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line. TFTs shall be used for PDP-type IP and PPP only. For PDP-type PPP a TFT is applicable only when IP traffic is carried over PPP. If PPP carries header-compressed IP packets, then a TFT cannot be used.

Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

The following parameters are defined in 3GPP TS 23.060 [47] -

<packet filter identifier>: Numeric parameter, value range from 1 to 16.

<source address and subnet mask>: Consists of dot-separated numeric (0-255) parameters on the form 'a1.a2.a3.a4.m1.m2.m3.m4', for IPv4 and 
'a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.
m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16', for IPv6.

<protocol number (ipv4) / next header (ipv6)>: Numeric parameter, value range from 0 to 255.

<destination port range>: Consists of dot-separated numeric (0-65535) parameters on the form 'f.t'.

<source port range>:Consists of dot-separated numeric (0-65535) parameters on the form 'f.t'.

<ipsec security parameter index (spi)>: Hexadecimal parameter, 
value range from 00000000 to FFFFFFFF.

<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
Dot-separated numeric (0-255) parameters on the form 't.m'.

<flow label (ipv6)>: Hexadecimal parameter, value range from 00000 to FFFFF. Valid for IPv6 only.

<evaluation precedence index>: Numeric parameter, value range from 0 to 255.
<direction>: Numeric parameter which specifics the transmission direction in which the packet filter shall be applied.
0 – Pre-Release 7 TFT filter (see TS 24.008, table 10.5.162)
1 – Uplink
2 – Downlink
3 – Birectional (Up & Downling) (default if omitted)
Some of the above listed attributes may coexist in a Packet Filter while others mutually exclude each other, the possible combinations are shown in 3GPP TS 23.060 [47].

Implementation
Optional.

	                               **** NEXT change ****


10.1.6
3G Quality of Service Profile (Requested) +CGEQREQ

Table 116: +CGEQREQ parameter command syntax

	Command
	Possible Response(s)

	+CGEQREQ=[<cid> [,<Traffic class> [,<Maximum bitrate UL> [,<Maximum bitrate DL> [,<Guaranteed bitrate UL> [,<Guaranteed bitrate DL> [,<Delivery order> [,<Maximum SDU size> [,<SDU error ratio> [,<Residual bit error ratio> [,<Delivery of erroneous SDUs> [,<Transfer delay> [,<Traffic handling priority> [,<Source statistics descriptor> [,<Signalling indication>]]]]]]]]]]]]]]]
	OK

ERROR

	+CGEQREQ?
	+CGEQREQ: <cid>, <Traffic class> ,<Maximum bitrate UL> ,<Maximum bitrate DL> ,<Guaranteed bitrate UL> ,<Guaranteed bitrate DL> ,<Delivery order> ,<Maximum SDU size> ,<SDU error ratio> ,<Residual bit error ratio> ,<Delivery of erroneous SDUs> ,<Transfer delay> ,<Traffic handling priority> ,<Source statistics descriptor> ,<Signalling indication>
[<CR><LF>+CGEQREQ: <cid>, <Traffic class> ,<Maximum bitrate UL> ,<Maximum bitrate DL> ,<Guaranteed bitrate UL> ,<Guaranteed bitrate DL> ,<Delivery order> ,<Maximum SDU size> ,<SDU error ratio> ,<Residual bit error ratio> ,<Delivery of erroneous SDUs> ,<Transfer delay> ,<Traffic handling priority> ,<Source Statistics Descriptor> ,<Signalling Indication>
[…]]

	+CGEQREQ=?
	+CGEQREQ: <PDP_type>, (list of supported <Traffic class>s) ,(list of supported <Maximum bitrate UL>s), (list of supported <Maximum bitrate DL>s), (list of supported <Guaranteed bitrate UL>s), (list of supported <Guaranteed bitrate DL>s),(list of supported <Delivery order>s) ,(list of supported <Maximum SDU size>s) ,(list of supported <SDU error ratio>s) ,(list of supported <Residual bit error ratio>s) ,(list of supported <Delivery of erroneous SDUs>s) ,(list of supported <Transfer delay>s) ,(list of supported <Traffic handling priority>s) ,(list of supported <Source statistics descriptor>s) ,(list of supported <Signalling indication>s)
[<CR><LF>+CGEQREQ: <PDP_type>, (list of supported <Traffic class>s) ,(list of supported <Maximum bitrate UL>s), (list of supported <Maximum bitrate DL>s), (list of supported <Guaranteed bitrate UL>s), (list of supported <Guaranteed bitrate DL>s),(list of supported <Delivery order>s) ,(list of supported <Maximum SDU size>s) ,(list of supported <SDU error ratio>s) ,(list of supported <Residual bit error ratio>s) ,(list of supported <Delivery of erroneous SDUs>s) ,(list of supported <Transfer delay>s) ,(list of supported <Traffic handling priority>s) ) ,(list of supported <Source statistics descriptor>s) ,(list of supported <Signalling indication>s)
[…]]


Description
This command allows the TE to specify a UMTS Quality of Service Profile that is used when the MT sends an Activate PDP Context Request message to the network.

The set command specifies a profile for the context identified by the (local) context identification parameter, <cid>. The specified profile will be stored in the MT and sent to the network only at activation or MS-initiated modification of the related context. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGEQREQ command is effectively an extension to these commands. The QoS profile consists of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGEQREQ= <cid> causes the requested profile for context number <cid> to become undefined.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line.

Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition (see +CGDCONT and +CGDSCONT commands).

The following parameters are defined in 3GPP TS 23.107 [46] -

<Traffic class>: a numeric parameter that indicates the type of application for which the UMTS bearer service is optimised.
0 - conversational
1 - streaming
2 - interactive
3 - background
4 - subscribed value

If the Traffic class is specified as conversational or streaming, then the Guaranteed and Maximum bitrate parameters should also be provided. Other values are reserved.

<Maximum bitrate UL>: a numeric parameter that indicates the maximum number of kbits/s delivered to UMTS (up-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Maximum bitrate DL>: a numeric parameter that indicates the maximum number of kbits/s delivered by UMTS (down-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). If the parameter is set to '0' the subscribed value will be requested. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Guaranteed bitrate UL>: a numeric parameter that indicates the guaranteed number of kbits/s delivered to UMTS (up-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). If the parameter is set to '0' the subscribed value will be requested. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Guaranteed bitrate DL>: a numeric parameter that indicates the guaranteed number of kbits/s delivered by UMTS  (down-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). If the parameter is set to '0' the subscribed value will be requested. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery order>: a numeric parameter that indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.
0 - no
1 - yes
2 - subscribed value.

Other values are reserved.

<Maximum SDU size>: a numeric parameter (1,2,3,…) that indicates the maximum allowed SDU size in octets. If the parameter is set to '0' the subscribed value will be requested (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<SDU error ratio>: a string parameter that indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. The value is specified as 'mEe'. As an example a target SDU error ratio of 5•10-3 would be specified as '5E3' (e.g. AT+CGEQREQ=…,”5E3”,…). '0E0' means subscribed value (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Residual bit error ratio>: a string parameter that indicates the target value for the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs. The value is specified as 'mEe'. As an example a target residual bit error ratio of 5•10-3 would be specified as '5E3' (e.g. AT+CGEQREQ=…,”5E3”,…). '0E0' means subscribed value (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery of erroneous SDUs>: a numeric parameter that indicates whether SDUs detected as erroneous shall be delivered or not.
0 - no 
1 - yes
2 - no detect
3 - subscribed value

Other values are reserved.

<Transfer delay>: a numeric parameter (0,1,2,…) that indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds. If the parameter is set to '0' the subscribed value will be requested (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Traffic handling priority>: a numeric parameter (1,2,3,…) that specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers. If the parameter is set to '0' the subscribed value will be requested (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Source Statistics Descriptor>: a numeric parameter that specifies characteristics of the source of the submitted SDUs for a PDP context. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0 - Characteristics of SDUs is unknown (default value)
1 - Characteristics of SDUs corresponds to a speech source

Other values are reserved.

<Signalling Indication>: a numeric parameter used to indicate signalling content of submitted SDUs for a PDP context. This parameter should be provided if the Traffic class is specified as interactive (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0 - PDP context is not optimized for signalling (default value)
1 - PDP context is optimized for signalling<PDP_type>: (see +CGDCONT and +CGDSCONT commands).

If a value is omitted for a particular class then the value is considered to be unspecified.
NOTE:
When in dual mode with EPS the MT provides a mapping function to EPS Quality of Service parameter used for an EPS bearer resource activation request.
Implementation
Optional. If the command is not implemented then all the values are considered to be unspecified.

	                               **** NEXT change ****


10.1.10
PDP context activate or deactivate +CGACT

Table 120: CGACT action command syntax

	Command
	Possible Response(s)

	+CGACT=[<state> [,<cid>[,<cid>[,…]]]]
	OK
ERROR

	+CGACT?
	+CGACT: <cid>, <state>
[<CR><LF>+CGACT: <cid>, <state>
[...]]



	+CGACT=?
	+CGACT: (list of supported <state>s)


Description

The execution command is used to activate or deactivate the specified PDP context (s). After the command has completed, the MT remains in V.250 command state. If any PDP context is already in the requested state, the state for that context remains unchanged. If the requested state for any specified context cannot be achieved, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. If the MT is not PS attached when the activation form of the command is executed, the MT first performs a PS attach and them attempts to activate the specified contexts. If the attach fails then the MT responds with ERROR or, if extended error responses are enabled, with the appropriate failure-to-attach error message.
For EPS, the activation request for an EPS bearer resource will be answered by the network by either an EPS dedicated bearer activation or EPS bearer modification request. The request must be accepted by the MT before the PDP context can be set in to established state.
If no <cid>s are specified the activation form of the command activates all defined contexts.

If no <cid>s are specified the deactivation form of the command deactivates all active contexts.

The read command returns the current activation states for all the defined PDP contexts.

The test command is used for requesting information on the supported PDP context activation states.

NOTE.
This command has the characteristics of both the V.250 action and parameter commands. Hence it has the read form in addition to the execution/set and test forms.

Defined Values

<state>: indicates the state of PDP context activation
0 - deactivated
1 - activated
Other values are reserved and will result in an ERROR response to the execution command.

<cid>: a numeric parameter which specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional.

10.1.11
PDP Context Modify +CGCMOD

Table 121: CGCMOD action command syntax

	Command
	Possible Response(s)

	+CGCMOD=[<cid>[,<cid>[,…]]]
	OK
ERROR

	+CGCMOD=?
	+CGCMOD: (list of <cid>s associated with active contexts)


Description

The execution command is used to modify the specified PDP context (s) with repect to QoS profiles and TFTs. After the command has completed, the MT returns to V.250 online data state. If the requested modification for any specified context cannot be achieved, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command.
For EPS, the modification request for an EPS bearer resource will be answered by the network by an EPS bearer modification request. The request must be accepted by the MT before the PDP context is effectively changed.
If no <cid>s are specified the activation form of the command modifies all active contexts.

The test command returns a list of <cid>s associated with active contexts.
Defined Values

<cid>: a numeric parameter which specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional.

	                               **** NEXT change ****


10.1.15
Automatic response to a network request for PDP context activation +CGAUTO

Table 124: CGAUTO parameter command syntax

	Command
	Possible response(s)

	+CGAUTO=[<n>]
	OK

ERROR

	+CGAUTO?
	+CGAUTO: <n>

	+CGAUTO=?
	+CGAUTO: (list of supported <n>s)


Description
The set command disables or enables an automatic positive or negative response (auto-answer) to the receipt of a Request PDP Context Activation message from the network in UMTS/GPRS and Request EPS Bearer Activation/ Modification Request messages in EPS. It also provides control over the use of the V.250 basic commands 'S0', 'A and 'H' for handling network requests for PDP context activation. The setting does not affect the issuing of the unsolicited result code RING or +CRING.

The test command returns the values of <n> supported by the MT as a compound value.

When the +CGAUTO=0 command is received, the MT shall not perform a PS detach if it is attached. Subsequently, when the MT announces a network request for PDP context activation by issuing the unsolicited result code RING or +CRING, the TE may manually accept or reject the request by issuing the +CGANS command or may simply ignore the network request.

When the +CGAUTO=1 command is received, the MT shall attempt to perform a PS attach if it is not already attached. Failure will result in ERROR or, if enabled, +CME ERROR being returned to the TE. Subsequently, when the MT announces a network request for PDP context activation by issuing the unsolicited result code RING or +CRING to the TE, this is followed by the intermediate result code CONNECT. The MT then enters V.250 online data state and follows the same procedure as it would after having received a +CGANS=1 with no <L2P> or <cid> values specified.

Defined values
<n>:

0
turn off automatic response for Packet Domain only
1
turn on automatic response for Packet Domain only
2
modem compatibility mode, Packet Domain only
3
modem compatibility mode, Packet Domain and circuit switched calls (default)
4 
turn on automatic negative response for Packet Domain only
For <n> = 0 Packet DomainS network requests are manually accepted or rejected by the +CGANS command.

For <n> = 1 Packet Domain network requests are automatically accepted according to the description above.

For <n> = 2, automatic acceptance of Packet Domain network requests is controlled by the 'S0' command. Manual control uses the 'A' and 'H' commands, respectively, to accept and reject Packet Domain requests. (+CGANS may also be used.) Incoming circuit switched calls can be neither manually nor automatically answered.

For <n> = 3, automatic acceptance of both Packet Domain network requests and incoming circuit switched calls is controlled by the 'S0' command. Manual control uses the 'A' and 'H' commands, respectively, to accept and reject Packet Domain requests. (+CGANS may also be used.) Circuit switched calls are handled as described elsewhere in this specification.
For<n> = 4, Packet Domain network requests are automatically rejected.
Implementation
Optional. If not implemented, the MT shall behave according to the case of <n> = 3.

	                               **** NEXT change ****


10.1.18
Packet Domain event reporting +CGEREP

Table 127: CGEREP parameter command syntax

	Command
	 Possible response(s)

	+CGEREP=[<mode>[,<bfr>]]
	OK
ERROR

	+CGEREP?
	+CGEREP: <mode>,<bfr>

	+CGEREP=?
	+CGEREP: (list of supported <mode>s),(list of supported <bfr>s)


Description
Set command enables or disables sending of unsolicited result codes, +CGEV: XXX from MT to TE in the case of certain events occurring in the Packet Domain MT or the network. <mode> controls the processing of unsolicited result codes specified within this command. <bfr> controls the effect on buffered codes when <mode> 1 or 2 is entered. If a setting is not supported by the MT, ERROR or +CME ERROR: is returned.

Read command returns the current mode and buffer settings

Test command returns the modes and buffer settings supported by the MT as compound values. 

Defined values
<mode>:

0
buffer unsolicited result codes in the MT; if MT result code buffer is full, the oldest ones can be discarded. No codes are forwarded to the TE.

1
discard unsolicited result codes when MT‑TE link is reserved (e.g. in on‑line data mode); otherwise forward them directly to the TE

2
buffer unsolicited result codes in the MT when MT‑TE link is reserved (e.g. in on‑line data mode) and flush them to the TE when MT‑TE link becomes available; otherwise forward them directly to the TE

<bfr>:

0
MT buffer of unsolicited result codes defined within this command is cleared when <mode> 1 or 2 is entered

1
MT buffer of unsolicited result codes defined within this command is flushed to the TE when <mode> 1 or 2 is entered (OK response shall be given before flushing the codes)

Defined events

The following unsolicited result codes and the corresponding events are defined -

+CGEV: REJECT <PDP_type>, <PDP_addr>


A network request for PDP context activation occurred when the MT was unable to report it to the TE with a +CRING unsolicited result code and was automatically rejected. 
NOTE 1:
This event is not applicable for EPS.
+CGEV: NW REACT  <PDP_type>, <PDP_addr>, [<cid>]


The network has requested a context reactivation. The <cid> that was used to reactivate the context is provided if known to the MT. 
NOTE 2:
This event is not applicable for EPS.
+CGEV: NW DEACT  <PDP_type>, <PDP_addr>, [<cid>]


The network has forced a context deactivation. The <cid> that was used to activate the context is provided if known to the MT.

+CGEV: ME DEACT  <PDP_type>, <PDP_addr>, [<cid>]


The mobile termination has forced a context deactivation. The <cid> that was used to activate the context is provided if known to the MT.

+CGEV: NW DETACH


The network has forced a PS detach. This implies that all active contexts have been deactivated. These are not reported separately.

+CGEV: ME DETACH


The mobile termination has forced a PS detach. This implies that all active contexts have been deactivated. These are not reported separately.

+CGEV: NW CLASS <class>


The network has forced a change of MT class. The highest available class is reported (see +CGCLASS).

+CGEV: ME CLASS <class>


The mobile termination has forced a change of MT class. The highest available class is reported (see +CGCLASS). 
+CGEV: PDN ACT <p_cid>

The network has activated an PDN connection. The associated <p_cid> is provided to the TE. This event is sent either in result of explicit PDN connection request (+CGERES), or in result of implicit PDN connection request associated to attach request (+CGATT=1).
+CGEV: PDN DEACT <p_cid>

The network has deactivated a PDN connection. The associated <p_cid> is provided to the TE.
+CGEV:  TF NW ACT <p_cid>, <cid>, <event_type>
The network has activated a  Traffic Flow. The associated MT allocated secondary context identifier <cid> is provided to the TE in addition to the PDN connection associated <p_cid>.
+CGEV: TF ME ACT <p_cid>, <cid>, <event_type>
The network has responded to an ME initiated Traffic Flow activation request with an EPS bearer activation or modification. The associated MT allocated context identifier <cid> is provided to the TE in addition to the PDN connection associated <p_cid>.
+CGEV:  TF NW DEACT <p_cid>, <cid>, <event_type>
The network has deactivated a Traffic Flow. The associated <cid> is provided to the TE in addition to the PDN connection associated <p_cid>.
+CGEV: TF ME DEACT <p_cid>, <cid>, <event_type>
The network has responded to an ME initiated Traffic Flow deactivation request with an EPS bearer modification or deactivation request. The associated <cid> is provided to the TE in addition to the PDN connection associated <p_cid>.
+CGEV: TF NW MODIFY <cid>, <change_reason>, <event_type>
The network has modified EPS bearer context parameter(s).  The associated <cid> is provided to the TE in addition of the change reason: TFT and/or QoS modification. 
+CGEV: TF ME MODIFY <cid>, <change_reason>, <event_type>
The network has responded to an ME initiated Traffic Flow modification request with an EPS bearer modification request.  The associated <cid> is provided to the TE in addition of the change reason: TFT and/or QoS modification.
The <change_reason> integer parameter indicates what kind of change occurred. 

Here are listed the valid values, non listed values are reserved:


1: TFT only changed,


2: Qos only changed,


3: Both TFT and QoS changed.

The <event_type> integer parameter indicates whether this is an informational event or whether the TE has to acknowledge it.



0: Informational event

1: Information request: Acknowledgement required. The acknowledgement can be accept or reject, see +CGANS.
Implementation
Optional.

	                               **** NEXT change ****


10.1.22
PDP Context Dynamic Parameters Read +CGDCONTR

	
	

	
	


	
	



























Table 10.1.22-1: +CGDCONTR parameter command syntax

	Command
	Possible response(s)

	+CGDCONTR=<p_cid>
	+CGDCONTR: <p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, < DNS_sec_addr>
[, <P-CSCF_prim_addr>
[, <P-CSCF_sec_addr>]]]]]]

OK

ERROR

	+CGDCONTR?
	+CGDCONTR: 
<p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, <DNS_sec_addr>
[,<P-CSCF_prim_addr>
[, <P-CSCF_sec_addr>]]]]]]

[<CR><LF>+CGDCONTR: 
<p_cid>, <bearer_id>, <apn>[, <ip_addr>, <subnet_mask>[, <gw_addr>[, <DNS_prim_addr>[, <DNS_sec_addr>
[, <P-CSCF_prim_addr>
[, <P-CSCF_sec_addr>]]]]]]
[...]]
OK


Description

The specified read command returns dynamic information about a non secondary PDP Context established by the network with the primary context identifier <p_cid>. If no context is availabe the string "ERROR" is returned.

The unspecified read command returns dynamic information about all non secondary PDP Contexts established by the network. If no context is available the string "OK" is returned.

NOTE:
The dynamic part of the PDP context will only exist if established by the network.

Defined values

<p_cid>: (PDP Context Identifier) a numeric parameter which specifies a particular non secondary PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. 

<bearer_id>: (Bearer Identifier) (Bearer Identifier) a numeric parameter which identifies the bearer, EPS Bearer in EPS and NSAPI in UMTS/GPRS. 
<APN>: (Access Point Name) a string parameter which is a logical name that was used to select the GGSN or the external packet data network.

<ip_addr>: (IP Address) a string parameter which shows the IP Address of the MT. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address followed by the dot separated IPV6 Global Prefix Address.

<subnet_mask>: (subnet mask) a string parameter which shows the subnet mask for the IP Address of the MT. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 subnet mask followed by the dot separated IPV6 subnet mask.

<gw_addr>: (Default Gateway Address) a string parameter which shows the Gateway Address of the MT. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Gateway address followed by the dot separated  IPV6 Gateway Address.

<DNS_prim_addr>: (Primary DNS Address) a string parameter which shows the IP Address of the primary DNS Server.  If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated  IPV6 Address of DNS Server.

<DNS_sec_addr>: (Secondary DNS Address) a string parameter which shows the IP address of the secondary DNS Server. If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of DNS Server.

<P_CSCF_prim_addr>: (Primary P-CSCF Server address) a string parameter which shows the IP Address of the primary P-CSCF Server.  If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 primary Address of P-CSCF Server.

<P_CSCF_sec_addr>: (Secondary P-CSCF Server address) a string parameter which shows the IP Address of the secondary P-CSCF Server.  If the MT has dual stack capabilities the parameter shows first the dot separated IPV4 Address, followed by the dot separated IPV6 Address of P-CSCF Server.

Implementation
Optional.
10.1.23
Secondary PDP Context Dynamic Parameters Read CGDSCONTR

	
	

	
	





	
	






















Table 10.1.23-1: +CGDSCONTR parameter command syntax

	Command
	Possible response(s)

	+CGDSCONTR=<cid>
	+CGDSCONTR: <cid>,<p_cid>,<bearer_id>

OK

ERROR

	+CGDSCONTR?
	+CGDSCONTR: <cid>, <p_cid>,  <bearer_id>
[<CR><LF>+CGDSCONTR: <cid>, <p_cid>,  <bearer_id>
[...]]
OK


Description
The specific read command returns dynamic information about a secondary PDP Context established by the network with its linked primary context identifier <p_cid> and associated bearer identifier <bearer_id>. If the <cid> can not be found the string "ERROR" is returned.

The unspecified read command returns dynamic information of all secondary PDP contexts established by the network. 

In EPS, the Traffic Flow parameters are returned.

NOTE:
The dynamic part of the PDP context will only exist if established by the network. Network initiated PDP contexts’ parameters will be returned as well.
Defined values
<cid>: (PDP Context Identifier) a numeric parameter which specifies a particular PDP context or Traffic Flow definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. 

<p_cid>: (Linked PDP Context Identifier) a numeric parameter which specifies a particular PDP context definition or default EPS context Identifier which has been specified by use of the +CGDCONT command. The parameter is local to the TE-MT interface.
<bearer_id>: (Bearer Identifier) a numeric parameter which identifies the bearer, EPS Bearer in EPS and NSAPI in UMTS/GPRS.
Implementation
Optional.
10.1.24
Traffic Flow Template Dynamic Parameters Read +CGTFTR

	
	

	
	



	
	




	
	















Table 10.1.24-1: +CGTFTR parameter command syntax

	Command
	Possible Response(s)

	+CGTFTR=<cid>
	+CGTFTR: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>, <NW packet filter Identifier>
OK
ERROR

	+CGTFTR?
	+CGTFTR: <cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction> ,<NW packet filter Identifier>
 [<CR><LF>+CGTFTR: <c_cid>, <packet filter identifier>, <evaluation precedence index>, <source address and subnet mask>, <protocol number (ipv4) / next header (ipv6)>, <destination port range>, <source port range>, <ipsec security parameter index (spi)>, <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>, <flow label (ipv6)>, <direction>,<NW packet filter Identifier>
 […]]


Description
This specified read command returns the information about Traffic Flow Template of <cid> together with the additional network assigned values when established by the network. If the <cid> cannot be found the string "ERROR" will be returned.

The unspecified read command returns the information of all Traffic Flow Templates established by the network.

Parameters of both, network and MT/TA initiated PDP contexts will be returned.

Defined values
<cid>: a numeric parameter which specifies a particular PDP context definition or Traffic Flow context definition (see the +CGDCONT and +CGDSCONT commands).
The following parameters are defined in 3GPP TS 23.060 [47] -

<packet filter identifier>: Numeric parameter, value range from 1 to 16.

<source address and subnet mask>: Consists of dot-separated numeric (0-255) parameters on the form 'a1.a2.a3.a4.m1.m2.m3.m4', for IPv4 and 
'a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.
m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16', for IPv6.

<protocol number (ipv4) / next header (ipv6)>: Numeric parameter, value range from 0 to 255.

<destination port range>: Consists of dot-separated numeric (0-65535) parameters on the form 'f.t'.

<source port range>:Consists of dot-separated numeric (0-65535) parameters on the form 'f.t'.

<ipsec security parameter index (spi)>: Hexadecimal parameter, 
value range from 00000000 to FFFFFFFF.

<type_of_service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
Dot-separated numeric (0-255) parameters on the form 't.m'.

<flow_label (ipv6)>: Hexadecimal parameter, value range from 00000 to FFFFF. Valid for IPv6 only.

<evaluation precedence index>: Numeric parameter, value range from 0 to 255.
<direction> a numeric parameter which specifies the transmission direction in which the Packet Filter shall be applied.

0
Pre Release 7 TFT Filter
1
Uplink
2
Downlink
3
Bidirectional (Used for Uplink and Downlink
<NW packet filter Identifier> Numeric parameter, value range from 1 to 16. In EPS the value is assigned by the network when established

NOTE:
Some of the above listed attributes can coexist in a Packet Filter while others mutually exclude each other. The possible combinations are shown in 3GPP TS 23.060 [47].
Implementation
Optional.
10.1.25
Define EPS Quality Of Service +CGEQOS

	
	

	
	




	
	













Table 10.1.25-1: +CGEQOS parameter command syntax

	Command
	Possible Response(s)

	+CGEQOS=[<cid> [,<QCI> [,<DL_GBR>, <UL_GBR> [,<DL_MBR>,<UL_MBR]]]]
	OK

ERROR


	+CGEQOS?
	+CGEQOS: <cid>, <QCI> , [DL_GBR and UL_GBR], [DL_MBR and UL_MBR]

[<CR>>LF>+CGEQOS: <cid>, <QCI>, [DL_GBR and UL_GBR], [DL_MBR and UL_MBR]]



	+CGEQOS=?
	+CGEQOS: list of supported <cid>s) ,(list of supported <QCI>s) ,(list of supported <DL_GBR>s), (list of supported <UL_GBR>s), (list of supported <DL_MBR>s) ,(list of supported <UL_MBR>s) 


Description

The set command allows the TE to specify the EPS Quality of Service parameters for a PDP context or Traffic Flow. When in UMTS/GPRS the MT applies a mapping function to UTMS/GPRS Quality of Service.
A special form of the set command, +CGEQOS= <cid> causes the values for context number <cid> to become undefined.

The read command returns the current settings for each defined QoS.

The test command returns values supported as a compound value. If the MT supports several PDP types, <PDP_type>, the parameter value ranges for each <PDP_type> are returned on a separate line.
Defined values

<cid>: a numeric parameter which specifies a particular EPS Traffic Flow definition in EPS and a PDP Context definition in UMTS/GPRS.

<QCI>: (Quality Class Index) a numeric parameter that specifies a class of EPS QoS. (see 3GPP TS 23.203 [85])

0

QCI is selected by network
[1 – 4]

value range for guranteed bit rate Traffic Flows
[5 – 9]

value range for non-guarenteed bit rate Traffic Flows
<DL_GBR and UL_GBR>: (Downlink and Uplink Guaranteed Bit Rate) numeric parameter pair which indicates DL/UL GBR in case of GBR QCI. DL/UL values are dot-separated and the unit is kbit/s. This parameter is omitted in case of non-GBR QCI. (see 3GPP TS 24.301 [83])

<DL_MBR and UL_MBR>: (Downlink and Uplink Maximum Bit Rate) numeric parameter pair which indicates DL/UL MBR in case of GBR QCI. DL/UL values are dot-separated and unit is kbit/s. This parameter is omitted in case of non-GBR QCI. (see 3GPP TS 24.301 [83])

Implementation
Optional.

10.1.26
EPS Quality Of Service Dynamic Parameters Read +CGEQOSR


	
	

	

	






	
	




















Table 10.1.26-1: +CGEQOSR parameter command syntax

	Command
	Possible Response(s)

	+CGEQOSR=<cid>


	+CGEQOSR: <cid>, <QCI> , [DL_GBR and UL_GBR], [DL_MBR and UL_MBR]

OK

ERROR


	+CGEQOSR?
	+CGEQOSR: <cid>, <QCI> , [DL_GBR and UL_GBR], [DL_MBR and UL_MBR]

[<CR>>LF>+CGEQOSR: <cid>, <QCI>, [DL_GBR and UL_GBR], [DL_MBR and UL_MBR]]


Description

The specified read command returns the Quality of Service parameters of the established PDP Context associated to the provided context identifier <cid>. If the context cannot be found the string "ERROR" is returned.

The unspecified read command is used to show the Quality of Service parameters for all established PDP contexts.

Parameters of both, network and MT/TA initiated PDP contexts will be returned.
Defined values

<cid>: a numeric parameter which specifies a particular EPS Traffic Flow definition in EPS and a PDP Context definition in UMTS/GPRS.

<QCI>: (Quality Class Index) a numeric parameter that specifies a class of EPS QoS. (see 3GPP TS 23.203 [85])

0

QCI is selected by network
[[1 – 4]
value range for guranteed bit rate Traffic Flows
[5 – 9]

value range for non-guarenteed bit rate Traffic Flows

<DL_GBR and UL_GBR>: (Downlink and Uplink Guaranteed Bit Rate) numeric parameter pair which indicatesDL/UL GBR in case of GBR QCI. DL/UL values are dot-separated and unit is kbit/s. This parameter is omitted in case of non-GBR QCI. (see 3GPP TS 24.301 [83])

<DL_MBR and UL_MBR>: (Downlink and Uplink Maximum Bit Rate) numeric parameter pair which indicates DL/UL MBR in case of GBR QCI. DL/UL values are dot-separated and unit is kbit/s. This parameter is omitted in case of non-GBR QCI. (see 3GPP TS 24.301 [83])

Implementation

Optional.
	                               **** End change ****
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