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Introduction

At CT#43, some characteristics of a solution identifying an E.164 number with an emergency call where questioned in CP-090226 titled “Limitations on proposed mechanism for UE to identity SIP URI that has an associated tel URI”. 24.229CR#2538 and its mirror 24.229CR#2539 were referred back for further discussion.
CP-090226 outlined some concerns with the proposal in 24.229CR#2538 and its mirror 24.229CR#2539. SA2 is considering a solution for CS PSAP emergency call back (where in Rel-7 and Rel-8 the CS PSAP emergency call back is to be treated as a normal call) that is not wasteful of E.164 numbers, that supports all inbound roamers and that can be supported on all access networks even when emergency registration is not supported. In addition, the proposal does not depend on the 380 (Alternative Service) response for UE-undetected emergency calls or emergency calls made without using a emergency registration (i.e. in the home network).
Summary

It is proposed to assign temporary tel URIs in the serving network to emergency service requests that need the presence of a tel URI or that need the presence of a tel URI that allows the PSAP to contact the same terminal that originated the emergency call, in alignment with SA1 requirements, as follows:
-
enable the E-CSCF or an AS in the serving network to assign a temporary tel URI if needed; 

-
enable the E-CSCF or an AS in the serving network to maintain the association between the tel URI and the information associated with the (past) emergency call instance for a period of time determined by operator policy;

-
in Rel-7 and Rel-8, optionally enable the E-CSCF or an AS in the serving network to route a PSAP call back if received on the assigned tel URI (since no requirements for PSAP call back session exist in Rel-8 or Rel-8 of 3GPP TS 22.101). 

NOTE:
SA2 has agreed functionality in a E-CSCF that can be used to invoke an AS in the serving network.
Conclusion
This proposal is currently being discussed in SA2 where discussion is ongoing and no conclusion has been reached yet. Therefore CT1 can’t agree any CRs to resolve this issue until SA2 reaches a resolution. 

We include a draft stage 3 CR as appendix for information and welcome comments on the contents. When SA2 come to a conclusion we will submit CRs. Alternatively, if CT1 is in agreement, the attached CR and versions against earlier releases can be agreed at the current CT1 meeting.
Background

Usage of 380 (Alternative Service) response

During SA#72 some clear offline and online reservations against using the 380 (Alternative Service) response were expressed (if the access network supports emergency registration) for reasons not having to do with the network simply failing to support emergency services. There is concern usage of the 380 will cause additional delay and may cause selection of a different (PS) access network or require UEs that do not support more than one default PDN to drop existing PDN connections prior to establishing an emergency PDN connection.
tel URIs in Implicit Registration Set

An Implicit Registration Set can contain multiple tel URIs. Moreover, one tel URI could identify more than one UE. The first entry of the Implicit Registration Set is the default URI. One tel URI can be associated with multiple SIP URIs; the SIP URIs being aliases of the associated tel URI.

The changes proposed in 24.229CR#2538 and its mirror 24.229CR#2539 would not necessary assign the default URI assuming the default URI is a tel URI for the Implicit Registration Set, since the UE is not required to select the Implicit Registration Set that has the default URI set to a tel URI that uniquely identifies the UE for non UE-detected emergency calls and UE-detected emergency calls outside an emergency registration.
A common case for emergency calls is the one where the UE is not required to perform emergency registration procedures e.g. since emergency registration is not required when the serving network is the home network.

In the common case, a tel URI that does not uniquely identify the UE making the emergency service request is likely assigned. If another UE also registers an Implicit Registration Set that includes the same tel URI, it could potentially receive a PSAP call back (e.g. if the call from the UE making the emergency service request was disconnected and fails to reconnect). This could cause confusion.

In Annex D of 3GPP TS 23.167, examples of call flows according to NENA I2 recommendations are given. The procedures foresee in assigning an alternative p-Asserted-Identity header field. In NENA compliant deployments (where call backs are supported) the procedures in 24.229CR#2538 and its mirror 24.229CR#2539 would be superfluous.
Discussion of “temporary tel URI assigned in the serving network: solution
A temporary tel URI to be assigned to emergency calls that have no tel URI assigned was first discussed in S2-070153. However, the solution had a drawback that the tel URI is associated during the emergency registration and for the time the emergency registration is valid. In addition, the tel URI is assigned by the home network even if no regulatory requirements may compel the home network operator to reserve E.164 numbers for this purpose.
In addition, in version 7.1.0 of 3GPP TS 23.167, a definition for ESQK was established as follows:
Emergency Service Query Key (ESQK): A 10-digit North American Numbering Plan number used to identify a particular emergency call instance. It is used by the LRF as a key to look up for the location information and callback information associated with the emergency call instance and is also used by the PSAP to query location information from the LRF.

In some deployments the ESQK is used to identify the emergency call instance, encoded as tel URI and offered to the CS PSAP or CS Emergency Centre.
In addition, since version 8.3.0 of of 3GPP TS 23.167, the E-CSCF assigns tel URIs (albeit tel URIs that represent non-dialable numbers).
Where required by local regulation, the E-CSCF shall derive a non-dialable callback number to include as the UE's identity in the session establishment request and the location/routeing request (e.g. see Annex C of J‑STD‑036 [23]).

When combining all these procedures, it appears that no special architectural enhancements are needed to be able to offer a CS PSAP a tel URI when an emergency call is made.

This document thus recommends that a temporary tel URI is assigned if needed. When roaming, the visited network assigns the tel URI, if needed. The tel URI is associated with the emergency call instance for a period of time that is determined by operator policy or regulator requirement. The E-CSCF seems most suitable for allocating the temporary tel URI and routing a call back to the address information associated with the past emergency call instance.
High level flows

Alternative 1: PSI assignment & hosting in E-CSCF
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Figure 1: E-CSCF assigning PSI
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Figure 2: E-CSCF hosting PSI
In figure 1 a UE makes a (detected or undetected) emergency call, at the E-CSCF if no Tel URI is present the E-CSCF allocated a temporary tel –URI that represents a dialable number in the PLMN, if needed according to local regulations or if needed if not integrated with NENA, etc.  A binding is created between this tel URI and the Public User Id that was used by the UE making the emergency call.  This tel URI can be from a group of tel URIs that have a PSI property.  The call is then sent to the PSAP.

In figure 2 the PSAP has decided to call the UE back, it uses the tel URI that was provided which takes the form of an E.164 number.  At the MGCF the E.164 B number is converted to a tel URI.  This is routed to the I-CSCF, then per 3GPP TS 23.228 the I-CSCF either has PSI provisioned in the I-CSCF that selects an AS or HSS is sent the request to resolve the PSI per existing specifications.  When the INVITE arrives at the AS the tel URI binding is found and the original Public User ID is replaced into the Request-URI and the INVITE is sent to the HPLMN for resolution.

It also has been stated that the MSISDN of the subscriber should be sent to the PSAP per 3GPP TS 22.101 requirements (extract below).  This proposal does not affect this requirement; as if the subscriber had a tel URI these procedures would not be invoked.

	10.1.3
Call-Back Requirements

Subject to local/regional regulations the network shall support a call-back from a PSAP. 
It shall be possible to supply the user’s Directory Number/MSISDN/SIP URI as the CLI to the PSAP to facilitate call-back. The CLI used on call-back shall allow the PSAP to contact the same terminal that originated the emergency call. 




Alternative 2: PSI assignment & hosting in AS

The changes between figure 1 and figure 3, figure 3 and figure 4, are marked in red.
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Figure 3: AS in serving network assigning PSI
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Figure 4: AS in serving network hosting PSI

Recommendation

Based on the discussion above, it is recommended to:

-
enable the E-CSCF or an AS in the serving network to assign a temporary tel URI if needed; 
-
enable the E-CSCF or an AS in the serving network to maintain the association between the tel URI and the information associated with the (past) emergency call instance for a period of timer determined by operator policy;

-
in Rel-7 and Rel-8, optionally enable the E-CSCF or an AS in the serving network to route a PSAP call back if received on the assigned tel URI (since no requirements for PSAP call back session exist in Rel-8 or Rel-8 of 3GPP TS 22.101). 
The proposed solution would not depend on emergency registration, would not be wasteful of e.164 numbers under conditions where E.164 numbers are not required to be allocated for the purpose of identifying a emergency call routed to a CS PSAP, and would not require usage of 380 (Alternative service) response for ,including the additional delay and risks causing the attempts to fail, for emergency requests in the home network on some accesses or for UE-undetected emergency requests. Note that the emergency registration procedure is not supported on access networks of type DOCSIS. Any 380 (Alternative service) response to a UE that does not have access to a CS RAT, will cause an infinite loop of emergency service requests and Any 380 (Alternative service) responses.
APPENDIX A: draft CR against Rel-9 of 24.229 demonstrating E-PSI AS

* * * First Change * * * *

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

[..]
EPS
Evolved Packet System

E-PSI AS
Emergency PSI AS
FQDN
Fully Qualified Domain Name

[..]

PSI
Public Service Identity

PSI AS
Public Service Identity Application Server

PSTN
Public Switched Telephone Network

[..]
* * * Next Change * * * *

4.1
Conformance of IM CN subsystem entities to SIP, SDP and other protocols

SIP defines a number of roles which entities can implement in order to support capabilities. These roles are defined in annex A.

Each IM CN subsystem functional entity using an interface at the Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Cr reference point, the Mw reference point, the I2 reference point and the Ici reference point, and also using the IP multimedia Subsystem Service Control (ISC) Interface, shall implement SIP, as defined by the referenced specifications in Annex A, and in accordance with the constraints and provisions specified in annex A, according to the following roles.

The Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Cr reference point, the Mw reference point, the I2 reference point and the ISC reference point are defined in 3GPP TS 23.002 [2]. The Ici reference point is defined in 3GPP TS 23.228 [7].

-
The User Equipment (UE) shall provide the User Agent (UA) role, with the exceptions and additional capabilities to SIP as described in subclause 5.1, with the exceptions and additional capabilities to SDP as described in subclause 6.1, and with the exceptions and additional capabilities to SigComp as described in subclause 8.1. The UE shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2).

-
The P-CSCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.2, with the exceptions and additional capabilities to SDP as described in subclause 6.2, and with the exceptions and additional capabilities to SigComp as described in subclause 8.2. Under certain circumstances as described in subclause 5.2, the P-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
when acting as a subscriber to or the recipient of event information; and

b)
when performing P-CSCF initiated dialog-release, even when acting as a proxy for the remainder of the dialog.


The P-CSCF shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2).

-
The I-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.3.

-
The S-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.4, and with the exceptions and additional capabilities to SDP as described in subclause 6.3. Under certain circumstances as described in subclause 5.4, the S-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
the S-CSCF shall also act as a registrar. When acting as a registrar, or for the purposes of executing a third-party registration, the S-CSCF shall provide the UA role;

b)
as the notifier of event information the S-CSCF shall provide the UA role;

c)
when providing a messaging mechanism by sending the MESSAGE method, the S-CSCF shall provide the UA role; and

d)
when performing S-CSCF initiated dialog release the S-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog.

-
The MGCF shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.4.

-
The BGCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.6.

-
The AS, acting as terminating UA, or redirect server (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.1), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.2, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as originating UA (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.2), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.3, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as a SIP proxy (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.3), shall provided the proxy role, with the exceptions and additional capabilities as described in subclause 5.7.4.

-
The AS, performing 3rd party call control (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.4), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.6. An AS performing media control of an MRFC shall also support the procedures and methods described in subclause 10.2.
NOTE 1:
Subclause 5.7 and its subclauses define only the requirements on the AS that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [5].

-
The AS, receiving third-party registration requests, shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.

-
The MRFC shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.8, and with the exceptions and additional capabilities to SDP as described in subclause 6.5. The MRFC shall also support the procedures and methods described in subclause 10.3 for media control.
-
The IBCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.10. If the IBCF provides an application level gateway functionality (IMS-ALG), then the IBCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10, and with the exceptions and additional capabilities to SDP as described in subclause 6.7. If the IBCF provides screening functionality, then the IBCF may provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10.

-
The E-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.11. Under certain circumstances as described in subclause 5.11, the E-CSCF shall provide the UA role in accordance with RFC 3323 [33], with the additional capabilities, as follows:
a)
when operator policy (e.g. determined by national regulatory requirements applicable to emergency services) allows user requests for suppression of public user identifiers and location information, then the E-CSCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.11; and

b)
when performing E-CSCF initiated dialog release the E-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog, e.g. for any of the reasons specified in draft-ietf-sip-location-conveyance [89] or RFC 3323 [33].
-
The E-PSI AS shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.12. The E-PSI AS provides 3rd party call control and acts as an originating UA.
-
The MSC Server enhanced for ICS shall provide the UA role, with the exceptions and additional capabilities as described in 3GPP TS 24.292 [8O].
In addition to the roles specified above, the P-CSCF, the I-CSCF, the IBCF, the S-CSCF, the BGCF and the E-CSCF can act as a UA when providing server functionality to return a final response for any of the reasons specified in RFC 3261 [26].

NOTE 2:
Annex A can change the status of requirements in referenced specifications. Particular attention is drawn to table A.4 and table A.162 for capabilities within referenced SIP specifications, and to table A.317 and table A.328 for capabilities within referenced SDP specifications. The remaining tables build on these initial tables.

NOTE 3:
The allocated roles defined in this clause are the starting point of the requirements from the IETF SIP specifications, and are then the basis for the description of further requirements. Some of these extra requirements formally change the proxy role into a B2BUA. In all other respects other than those more completely described in subclause 5.2 the P-CSCF implements proxy requirements. Despite being a B2BUA a P-CSCF does not implement UA requirements from the IETF RFCs, except as indicated in this specification, e.g., relating to registration event subscription.

NOTE 4:
Except as specified in clause 5 or otherwise permitted in RFC 3261, the functional entities providing the proxy role are intended to be transparent to data within received requests and responses. Therefore these entities do not modify message bodies. If local policy applies to restrict such data being passed on, the functional entity has to assume the UA role and reject a request, or if in a response and where such procedures apply, to pass the response on and then clear the session using the BYE method.

All the above entities are functional entities that could be implemented in a number of different physical platforms coexisting with a number of other functional entities. The implementation shall give priority to transactions at one functional entity, e.g. that of the the E-CSCF, over non-emergency transactions at other entities on the same physical implementation. Such priority is similar to the priority within the functional entities themselves specified elsewhere in this document.

Additional routeing functionality can be provided to support the ability for the IM CN subsystem to provide transit functionality as specified in Annex I. The additional routeing functionality shall assume the proxy role.

* * * Next Change * * * *

4.7
Emergency service
The need for support of emergency calls in the IM CN subsystem is determined by national regulatory requirements.

If the UE cannot detect the emergency call attempt, the UE initiates the request as per normal procedures as described in subclause 5.1.2A. Depending on network policies, for a non-roaming UE an emergency call attempt can succeed even if the UE did not detect that an emergency session is being requested, otherwise the network rejects the request indicating to the UE that the attempt was for an emergency service.

The UE procedures for UE detectable emergency calls are defined in subclause 5.1.6.

The P CSCF, S-CSCF, E-CSCF, and E-PSI AS procedures for emergency service are described in subclause 5.2.10, 5.4.8, 5.11 and 5.12, respectively.

Access dependent aspects of emergency service (e.g. emergency registration support and location provision) are defined in the access technology specific annexes for each access technology.

* * * Next Change * * * *

5.11.2
UE originating case

The E-CSCF may either forward the call to a PSAP in the IP network or forward the call to a PSAP in the PSTN. In the latter case the call will pass a BGCF and a MGCF before entering the PSTN.

Upon receipt of an initial request for a dialog, or a standalone transaction, or an unknown method including a Request-URI with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], or an emergency number the E-CSCF shall: 

1)
remove its own SIP URI from the topmost Route header field;

2)
if the PSAP is the next hop, store the value of the "icid-value" header field parameter received in the P-Charging-Vector header field and remove the received information in the P-Charging-Vector header field, else keep the P-Charging-Vector if the next hop is an exit IBCF or a BGCF;

3)
if the PSAP is the next hop remove the P-Charging-Function-Addresses header fields, if present, else keep the P-Charging-Function-Addresses header fields if the next hop is an exit IBCFor an BGCF;

4)
if an IBCF or BGCF is the next hop insert a type 2 "orig-ioi" header field parameter into the P-Charging-Vector header field. The E-CSCF shall set the type 2 "orig-ioi" header field parameter to a value that identifies the sending network. The E-CSCF shall not include the "term-ioi" header field parameter;

5)
get location information as

-
geographical location information received as a location object from a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89] and include the "used-for-routing" header field parameter in the corresponding locationValue in the Geolocation header field as specified in draft-ietf-sip-location-conveyance [89] if it was used to determine the PSAP in step 6; and

-
location identifier as derived from the P-Access-Network-Info header field, if available. 

NOTE 1:
The E-CSCF can request location information from an LRF. The protocol used to retrieve the location information from the LRF is not specified in this version of the specification.

NOTE 2:
As an alternative to retrieve location information from the LRF the E-CSCF can also request location information from an external server. The address to the external server can be received in the Geolocation header field as specified in draft-ietf-sip-location-conveyance [89]. The protocol used to retrieve the location information from the external server is not specified in this version of the specification.

6)
select, based on location information and optionally type of emergency service:

-
a PSAP connected to the IM CN subsystem network and add the PSAP URI to the topmost Route header field; or

NOTE 3:
If the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed to request privacy, the E-CSCF conveys the P-Access-Network-Info header field containing the location identifier, if defined for the access type as specified in subclause 7.2A.4, to the PSAP.
-
a PSAP in the PSTN, add the BGCF URI to the topmost Route header field and add a PSAP URI in tel URI format to the Request-URI with an entry used in the PSTN/CS domain to address the PSAP;

NOTE 4:
If the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed to request privacy, the E-CSCF conveys the P-Access-Network-Info header field containing the location identifier, if defined for the access type as specified in subclause 7.2A.4, towards the MGCF. The MGCF can translate the location information if included in INVITE (i.e. both the geographical location information in PIDF-LO and the location identifier in the P-Access-Network-Info header field) into ISUP signalling, see 3GPP TS 29.163 [11B].

NOTE 5:
The E-CSCF can request location information and routeing information from the LRF. The E-CSCF can for example send the location identifier to LRF and LRF maps the location identifier into the corresponding geographical location information that LRF sends to E-CSCF. The LRF can invoke an RDF to convert the location information into a proper PSAP/EC URI. Both the location information and the PSAP URI are returned to the E-CSCF.
NOTE 6:
The way the E-CSCF determines the next hop address when the PSAP address is a tel URI is implementation dependent.

7)
if the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed user to request privacy, and if the E-CSCF receives a reference number from the LRF the E-CSCF shall include the reference number in the P-Asserted-Identity header field;

NOTE 7:
The reference number is used in the communication between the PSAP and LRF.

8)
if due to local policy or if the PSAP requires interconnect functionalities (e.g. PSAP address is of an IP address type other than the IP address type used in the IM CN subsystem), put the address of the IBCF to the topmost Route header field, in order to forward the request to the PSAP via an IBCF in the same network;

9)
create a Record-Route header field containing its own SIP URI

10)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the E-CSCF is able to release the session if needed; and

11)
if privacy is not requested or if operator policy (e.g. determined by national regulatory requirements applicable to emergency services) does not allow requests for suppression of public user identifiers and location information per 3GPP TS 22.101 [1A], if no P-Asserted-Identity header field contains a tel URI and if operator policy permits, select an E-PSI AS and add the URI of the selected E-PSI AS to the topmost Route header; and
NOTE 7A:
How the list of E-PSI AS is obtained by the E-CSCF is implementation dependent.
12)
 route the request based on SIP routeing procedures.

Editor's Note: It needs to be investigated whether the E-CSCF also needs (under specific circumstances) to release an emergency session.

NOTE 8:
Depending on local operator policy, the E-CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.

Upon receipt of an initial request for a dialog, a standalone transaction, or an unknown method, that does not include a Request-URI with an emergency service URN or an emergency number, the E-CSCF shall reject the call by sending a 403 (Forbidden) response.

When the E-CSCF receives the request containing the access-network-charging-info parameter in the P-Charging-Vector, the E-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header field. The E-CSCF shall retain access-network-charging-info parameter in the P-Charging-Vector header field.

When the E-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a UE-originated dialog or standalone transaction, the E-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses header fields before forwarding the message.

When the E-CSCF receives any 1xx or 2xx response related to a UE-originated dialog or standalone transaction, the E-CSCF shall remove any P-Preferred-Identity header field, and insert a P-Asserted-Identity header field with the digits that can be recognized as a valid emergency number if dialled as a tel URI representing the number, before forwarding the message.
NOTE 9:
Numbers that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [1A]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [1A].
When the E-CSCF receives an INVITE request from the UE, the E-CSCF may require the periodic refreshment of the session to avoid hung states in the E-CSCF. If the E-CSCF requires the session to be refreshed, the E-CSCF shall apply the procedures described in RFC 4028 [58] clause 8. 

NOTE 10:
Requesting the session to be refreshed requires support by at least the UE or the PSAP or MGCF. This functionality cannot automatically be granted, i.e. at least one of the involved UAs needs to support it in order to make it work. 

* * * Next Change * * * *

5.12
Procedures at the E-PSI AS
5.12.1
General
NOTE:
The E-PSI AS is located in the serving IM CN subsystem network.
5.12.2
Receiving a request absent of a P-Asserted-Identity header field containing a tel URI
Upon receipt of an initial request for a dialog, or a standalone transaction, or an unknown method including a Request-URI with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], or an emergency number, without a P-Asserted-Identity header field containing a tel URI, the E-PSI AS shall:
-
correlate a PSI in the form of a tel URI with the public GRUU value in the Contact header field. If the public GRUU is not present in the Contact header field, correlate the PSI with the P-Asserted-Identity header field value;

-
maintain a timer which, upon expiry, removes the correlation;

NOTE:
The length of the timer is determined by operator policy (e.g. determined by national regulatory requirements applicable to emergency services). The E-CSCF can save against the time and date that the emergency session establishment was made the correlation values for future investigative action by the necessary authorities if needed.
-
originate a request on behalf of the PSI according to procedures in subclause 5.7.3.
5.12.3
Receiving a request for a hosted PSI
Upon receipt of an initial request for a dialog for a PSI hosted by the E-PSI AS, the E-PSI AS shall:
-
determine the public GRUU or public user identity, correlated with the PSI received in the Request-URI; and

NOTE:
If no correlation can be found, the request is terminated.

-
act as a Routeing B2BUA (according to procedures in subclause 5.7.5) and originate the request towards the UE addressed by the public GRUU or public user identity.

* * * Last Change * * * *

APPENDIX B: draft CR against 24.229 demonstrating E-CSCF

Essentially, the E-CSCF would have to terminate reference points much like Ma and ISC and Sh. In addition, the functionality found in the E-PSI AS would have to be included in the E-CSCF.
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