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1
Introduction

Over recent weeks there has been extensive offline discussion of the diversion changes at the last meeting, which has also resulted in the raising of a number of significant new issues.

This document attempts to provide a view on the issues discussed.

Note that no attempt in this document is made to identify which issues are essential corrections, and which are reasonable ongoing work.

2
Positioning of reason / cause of diversion in the History-Info header field

1) The change made last time to the URI parameters positioning in the History-Info header field was incorrect. However our reasoning leads to the supposition that correction by reversing the change is also not valid - see below.

2) Whatever we specify must be conformant with RFC 4244 and RFC 4458 as appropriate. This is beclause the History-Info header field is a general use header field for any retargetting, and the diversion AS is not the sole user / provider of information in this header field. Information may even have been populated in this header field outside of IMS (e.g. 29.162 interworking or business trunking support of an enterprise network).

3) Our reading of RFC 4458 is that it defines SIP URI parameters which are primarily used in the Request URI. The substantial part of RFC 4458 is about how they appear in the Request-URI, and the voicemail server uses the parameters from the Request-URI. Section 3 of RFC 4458 deals with the interaction with request-history and there states:

   History-Info can complement this specification.  In particular, when

   a proxy inserts a URI containing the parameters defined in this

   specification into the Request-URI of a forwarded request, the proxy

   can also insert a History-Info header field entry into the forwarded

   request, and the URI in that entry will incorporate these parameters.

The way we read this is that if a forwarding entity includes the RFC 4458 URI parameters in the Request-URI, then because it copies the Request-URI (including any associated URI parameters to the History-Info header field, these parameters will therefore appear in the History-Info header field. If the Request-URI in the request and its copy in the History-Info header field entry are set differently, then the RFC is not being conformed with. Therefore the correct means of specification of the diversion AS in the forward direction is (first forwarding in this case):

a) Build the Request-URI of the forwarded-INVITE, and include RFC 4458 SIP URI parameters as appropriately specified in that Request-URI.

b) Add a History-Info header field and:

i. in first entry include the original Request-URI and any SIP URI parameters (if not already there)

ii. in second entry include the Request-URI from step a) including any SIP URI parameters.

iii. Escaped Reason parameter and privacy to diverted-to user go in the first entry.

c) The escaped Reason parameter is mandatory to include in accordance with RFC 4244 in some circumstances and optional in others. Section 4.3.3.1.2 of RFC 4244 applies.

   4.3.3.1.2.  Reason in the History-Info Header

   For retargets that are the result of an explicit SIP response, a

   Reason MUST be associated with the hi-targeted-to-uri.  If the SIP

   response does not include a Reason header, the SIP Response Code that

   triggered the retargeting MUST be included as the Reason associated

   with the hi-targeted-to-uri that has been retargeted.  If the

   response contains a non-SIP Reason header (e.g., Q.850), it MUST be

   captured as an additional Reason associated with the hi-targeted-to-

   uri that has been retargeted, along with the SIP Response Code.  If

   the Reason header is a SIP reason, then it MUST be used as the Reason

   associated with the hi-targeted-to-uri rather than the SIP response

   code.

   For retargets as a result of timeouts or internal events, a Reason

   MAY be associated with the hi-targeted-to-uri that has been

   retargeted.

   The addition of the Reason should occur prior to the forwarding of

   the request (which may add a new hi-entry with a new hi-targeted-to-

   uri) as it is associated with the hi-targeted-to-uri that has been

   retargeted, since it reflects the reason why the Request to that

   specific URI was not successful.

We would like to see the diversion AS procedures follow the above extracted text more closely by direct reference to RFC 4244 rather than trying to interpret the text. (we consider it is simpler always to include the escaped Reason header even under conditions of "retargets as a result of timeouts or internal events", and it certainly should not be precluded.

4) When the information is received, some of the information may now be there 3 times (in the Request-URI, in the URI parameters in the copied Request-URI in the History-Info header and in the escaped Reason parameter in the prior entry in History-Info. In an ideal world all this information should be consistent, but receiving entities should probably have a pecking list as to where they take the information from. It would appear that when the reason for last forwarding is needed, it should be taken firstly from the Request-URI of the incoming INVITE. This applies particularly to the 3GPP TS 29.163 specification.

3
Use of target SIP URI parameter

It is unclear where the discussion left the "target" SIP URI parameter usage. All the examples starting from TISPAN release 1 appear to show it in the History-Info header field, but the specifications have currently not mentioned it in the procedures text. All the text and examples in RFC 4458 seems to assume that if one parameter is present, then the other one is also present, i.e. a conformant implementation of RFC 4458 always includes both. However we cannot find any text that mandates this using RFC 2119 language, nor do we find any interoperability reason why this needs to be mandated; we also cannot find any text mandating that these are separate options. We are mandating RFC 4458; does that therefore mandate both parameters?
We are driving conformance to RFC 4244 and RFC 4458 first and foremost, and then working out how we solve other problems from there. We will not obtain long term interoperability if we do not have conformance to these specifications.
It has been mentioned that inclusion of the target SIP URI parameter raises issue with privacy application; there are other issues with privacy in 3GPP TS 24.x04 that also need to be solved so one more won't harm. This particular privacy one doesn't seem to us to be unsolveable, just that the text is not there at the moment.

But even if we go for not mandating the inclusion, discussion has been unclear as to whether it is optional for the diverting AS to insert, or precluded. Optional still means we have to specify the privacy, and target has been in the examples from their first development in TISPAN release 1. Preclusion would seem to imply that RFC 4458 is not applied in this case.
As a minor note, it would be impossible to use the 3GPP diversion service to forward to an IETF conformant voicemail server if we preclude its usage. It is not clear whether there is an expectation that this should or should not be possible – it was not specifically mentioned in the ISDN service description.

A request on the IETF SIP list has not yet elicited any firm opinion one way or the other on the correct interpretation of RFC 4458.
4
Use of GRUU in diversion

We are not convinced that the existing text in 3GPP TS 24.504/24.604 concerning GRUU is conformant with RFC 4244. Our current reading of RFC 4244 is that it either records values that have been used in the Request-URI or it doesn't record anything at all. Section 4.1 of RFC 4244 defines:

"Targeted-to-URI (hi-targeted-to-uri): A mandatory parameter for capturing the Request-URI for the specific Request as it is forwarded." 
Therefore any procedures that are not based on a captured Request-URI (either reeived or sent) would appear to be invalid. This should be discussed.

5
First diversion and subsequent diversions

We should combine the procedures for the first diversion and subsequent diversion into one subclause. The procedures for first diversion must take a account that a History-Info header field is already present for some other reason. As such the two subclauses would therefore become identical.

6
Identification of number of diversions

1. The reason it is desirable to have an indication of the number of forwardings is based on the ISDN stage 1. 

The stage 1 text (from ETSI but ITU-T is similar) is:

"The maximum number of diversions for each call shall be limited. The maximum number of diversions is a service provider option with an upper limit of five diversions for each call. When counting the number of diversions, all types of diversions shall be included."

The ISDN discussion, way, way back in the mists of time, specified this requirement in as a protection to the user. Too many diversions, and it is impossible for the final destination to understand why and how they received the call. It is nothing about protecting the network, or even specifically the ISUP part of a network. If one looks at the ISDN protocols, it will be seen that the number of diversions counted include both private and public networks. We would therefore contend that diversion counting does not need to be an exact science. After all, neither the calling user or the final diverted-to user know what intermediate networks have been traversed, nor do they know what limits apply in those intermediate networks. From memory, a user survey in the PBX world about 15/20 years ago concluded that calls diverted more than two or three times reached a user that was unable to deal with the call as an appropriate answer point, i.e. if A forwards calls to B, and B forwards calls to C, and C forwards calls to D, then D does not have the faintest idea how to deal with B's calls or take messages for him.

Note that the network protection is provided to the ordinary call within the SIP environment by the Max-Forwards header field; it may be appropriate to specify that a forwarding AS, acting as a B2BUA, should still support proxy like functionality of decrementing the Max-Forwards header field value. 

2. It has been suggested that the IBCF might be responsible for "protocol correction" between IMS diversions and diversions outside IMS. It is NOT IBCF functionality to try and interpret a service used outside the IMS, and then modify the protocol to conform to what MMTEL might thing that service should otherwise be interpreted. IBCFs are still meant to be service independent. So if we wish to count diversions outside MMTEL diversion, the diverting AS has to do it based on the protocol mechamisms devices outside IMS might use. In any case, this breaks the requirements of RFC 4244, which is to record the Request-URIs actually used.

3. We should also remember that 24.604 is only one way of implementing a diversion service in IMS. Diversion was specifically mentioned in the stage 1 descriptions of IMS (22.228) from release 5, and 22.228 also gives considerable flexibility on implementing services. So a diversion service can be legitimately implemented and deployed in IMS that does not follow 24.604, and that does not use RFC 4458 (which was a relative latecomer on the scene). So counting causes does not necessarily even count diversions within the IMS environment, let alone outside it.

4. We appear to be agreed that there are other usages of History-Info outside diversion. We would just note that we also allow any IMS entity to implement RFC 4244 as an option, and if that IMS entity changes the Request-URI between incoming and outgoing request for any reason, it will validly insert a new entry in the History-Info header field. So the presence of other entries in History-Info header field is not specifically a non-IMS problem.

So to summarise, how do we do a count of diversions at a diversion AS and at the MGCF.

a) History-Info header field entries with a cause SIP-URI parameter with particular values stand a good chance of being created as a result of a prior diversion.

b) History-Info header field entries with a escaped Reason header field on the prior value with particular values relating to redirection stand a good chance of being created as a result of a prior diversion.

c) History-Info header field entries with neither of the above may be a prior diversion, but stand a better chance of being created by some other mechanism.

d) The diversion AS may have some prior knowledge of the behaviour of other entities that cause diversions, and how they tag such diversions, that may influence this knowledge. We do not think it is desirable to expect an MGCF to do this however.

e) The diversion AS may have knowledge, or access to knowledge, about the relationship between URIs used in successive entries that may influence this knowledge. For example if entry n contains a URI that is a known alias of of the URI in entry n+1, then in ISDN terms this is not a forwarding. This is definitely beyond what we  would expect an MGCF to do.

At the end of the day, in the absence of SIP fields that are only used to represent an ISDN-like diversion capability, this is going to be an inexact science, with lots of "should" or "may" if we try and write specification language. we would suggest that an MGCF going forward at least attempt both a) and b). The world will not explode if the MGCF makes the wrong decision and loses or gains a count or two.

