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1. Introduction
a) For EMM information procedure (subclause 5.4.5.3), the editor’s note regarding cause #97 should be removed.
b) The description of IP address allocation (subclause 6.2.2) should be updated to replace the editor’s notes with the names of the appropriate ESM causes.  
c) References to the attach procedure should be replaced (subclauses 6.2.1 – 6.2.5). 

d) An explicit coding rule for coding IPv4 address to 0.0.0.0 for DHCPv4 is not present in PDN address IE (subclause 9.9.4.6).
2. Reason for Change
a) EMM cause #97, "message type non-existent or not implemented" is coded in the EMM cause IE and thus the editor’s note regarding its existence for EMM can be removed.
b) The IP address allocation related ESM causes #50, "PDN type IPv4 only allowed", #51, "PDN type IPv6 only allowed", and  #52, "single address bearers only allowed" have been defined and thus can be described, replacing the cooresponding editor’s notes.  

c) ESM procedures should avoid references to EMM procedures (e.g. attach) whenever possible.  Also, after the combined attach / default bearer establishment procedure (UE requested PDN connectivity procuedure + default EPS bearer context activation procedure) has already completed it is possible for the UE to:

-  trigger a subsequent default EPS bearer establishment procedure to obtain a default EPS bearer context to the same APN for a different PDN type (e.g. when cause #52, "single address bearers only allowed" is returned);
- establish subsequent default bearers to additional PDNs in order to allow the UE simultaneous access to multiple PDNs.
d) For clarity, it would be good to add explicit coding rule to code IPv4 address to 0.0.0.0 for DHCPv4 
2a. Revisions in C1-085174

-
Changed requirement from “should” to “shall” to not send subsequent PDN connectivity request to network for a different PDN type for the same APN when the network has overrided the PDN type from IPv4v6 to IPv4 only or IPv6 only due to subscription or PDN GW configuration limitations;
-
For the same scenarios, added clarification that the different PDN type to not be subsequently requested for same APN is a PDN type different from the one allowed by the network;
-
Changed references to MME operations to network operations;
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v1.1.1.
* * * First Change * * * *

5.4.5
EMM information procedure 

5.4.5.1
General

The purpose of sending the EMM INFORMATION message is to allow the network to provide information to the UE. The message implementation is optional in the network. The UE may use the received information if the UE supports implementing this message.

The EMM information procedure may be invoked by the network at any time during an established EMM context.

5.4.5.2
EMM information procedure initiation by the network

The EMM information procedure consists only of the EMM INFORMATION message sent from the network to the UE. During an established EMM context, the network may send none, one, or more EMM INFORMATION messages to the UE. If more than one EMM INFORMATION message is sent, the messages need not have the same content.

5.4.5.3
EMM information procedure in the UE

When the UE (supporting the EMM information message) receives an EMM INFORMATION message, it shall accept the message and optionally use the contents to update appropriate information stored within the UE.

If the UE does not support the EMM information message the UE shall ignore the contents of the message and return an EMM STATUS message with a cause #97, "message type non-existent or not implemented".


* * * Next Change * * * *

6.2.1
General

The UE can configure an IPv4 address during the  establishment of a default bearer context. The UE can obtain an IPv4 address and/or an IPv6 prefix via an IETF-based IP address allocation mechanism once the default bearer is established.

The following IETF-based IP address/prefix allocation methods are specified for EPS:

a)
/64 IPv6 prefix allocation via IPv6 stateless address autoconfiguration;

b)
IPv4 address allocation and IPv4 parameter configuration via DHCPv4;

c)
IPv6 parameter configuration via stateless DHCPv6.

NOTE:
From the perspective of the UE, the procedure used to allocate a static IP address via NAS signalling is the same as the procedure used to allocate a dynamic IP address specified in subclause 6.2.2.
6.2.2
IP address allocation via NAS signalling

The UE shall set the PDN type IE in the PDN CONNECTIVITY REQUEST message based on its IP stack configuration as follows:

-
A UE, which is IPv6 and IPv4 capable, shall set the PDN type IE to IPv4v6.

-
A UE, which is only IPv4 capable, shall set the PDN type IE to IPv4.

-
A UE, which is only IPv6 capable, shall set the PDN type IE to IPv6.

-
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDN type IE to IPv4v6.

If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the Protocol Configuration Options IE in the PDN CONNECTIVITY REQUEST.
On receipt of the PDN CONNECTIVITY REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDN type IE, the operator policies of the home and visited network, and the user's subscription data.
-
If the UE requests for PDN type IPv4v6, but the subscription is limited to IPv4 only or IPv6 only for the requested APN, the network shall override the PDN type requested by the UE to be limited to a single address PDN type (IPv4 or IPv6).  The network shall set the PDN type value to either "IPv4" or "IPv6" and the ESM cause to #50, "PDN type IPv4 only allowed" or #51, "PDN type IPv6 only allowed", respectively, in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE. The UE shall not subsequently initiate another UE requested PDN connectivity procedure to the same APN to obtain a PDN type different from the one allowed by the network.

-
If the UE requests PDN type IPv4v6, but the PDN GW configuration dictates the use of IPv4 addressing only or IPv6 addressing only for this APN, the network shall override the PDN type requested by the UE to be limited to a single address PDN type (IPv4 or IPv6). The network shall set the PDN type value to either "IPv4" or "IPv6" and the ESM cause to #50, "PDN type IPv4 only allowed" or #51, "PDN type IPv6 only allowed", respectively, in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE. The UE shall not subsequently initiate another UE requested PDN connectivity procedure to the same APN to obtain a PDN type different from the one allowed by the network.

-
If the UE requests PDN type IPv4v6, but the operator uses single addressing per bearer, e.g. due to interworking with nodes of earlier releases, the network shall override the PDN type requested by the UE to a single IP version only. The network shall set the PDN type value to either "IPv4" or "IPv6" and the ESM cause to #52, "single address bearers only allowed" in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE. The UE may subsequently request another PDN connection for the other IP version using the UE requested PDN connectivity procedure to the same APN with a single address PDN type (IPv4 or IPv6) other than the one already activated.


-
If the network sets the PDN type to IPv4 or IPv4v6, the network shall include an IPv4 address in the PDN address information.  In this case, if the IPv4 address is to be configured using DHCPv4, the network shall set the IPv4 address to 0.0.0.0.

-
If the network sets the PDN type to IPv6 or IPv4v6, the network shall include the interface identifier that the UE shall use for the link local address in the PDN address information.

-

The network shall include the PDN type and the PDN address information within the PDN address IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message sent to the UE.
6.2.3
IPv6 stateless address autoconfiguration

The IPv6 stateless address autoconfiguration procedure is defined in IETF RFC 4862 [21]. This subclause provides some specific handling which applies in the context of this specification.

After a default bearer has been established, the UE can send a Router Solicitation message to trigger the network to send a Router Advertisement (see IETF RFC 4861 [20]). The network (PDN GW or the Serving GW if S5-PMIP reference point is used) periodically sends Router Advertisement messages as soon as the default bearer has been established.

Editor's note: The timers used by the UE to send the Router Solicitation messages and by the network to send the Router Advertisement messages are FFS.

To indicate to the UE that stateless address autoconfiguration is performed, the Router Advertisement has the M flag ("Managed Address Configuration" flag) cleared. The O flag ("Other Configuration" flag) can be set if additional parameters can be provided via DHCPv6 (see subclause 6.2.5).

One prefix is included in the Router Advertisement. The Prefix Information Option which contains the prefixes has the A flag ("Autonomous Address-Configuration" flag) set and the L flag ("On-Link" flag) cleared.

Editor's note: The lifetime of the prefix included in the Router Advertisement is FFS.

When creating a global IPv6 address, the UE can use any interface identifier. There is no restriction on the value of the interface identifier, since the prefixes are uniquely allocated to the UE. As the network guarantees that the prefixes in the Router Advertisements are unique, the UE does not perform the Duplicate Address Detection procedure.

6.2.4
IPv4 address allocation via DHCPv4

If the UE wants to configure the IPv4 address and additional IPv4 parameters that were not provided during the establishment of the default bearer context  (e.g. the DNS server address), the UE sends a DHCPDISCOVER message and uses DHCPv4 as specified in IETF RFC 2131 [16].

Editor's note: The type of identifier used by the UE in the DHCP protocol (e.g. client identifier) is FFS.

If the IPv4 address was provided during the  establishment of the default bearer context and the UE needs additional parameters which were not provided, the UE uses DHCPv4 for configuring the remaining additional IPv4 parameters.

The network, acting as DHCPv4 server, replies with the options requested by the UE.

The UE can use the Rapid Commit option as specified in IETF RFC 4039 [19]. If the DHCPv4 server supports the option and is configured to use it, a two message exchange is executed. If the UE sends a DHCPDISCOVER with the Rapid Commit option but this is not accepted by the DHCPv4 server, the rules specified in IETF RFC 2131 [16] will be followed.

6.2.5
IPv6 parameter configuration via stateless DHCPv6

If the O flag ("Other Configuration" flag) is set in the Router Advertisement (see IETF RFC 4861 [20]) and the UE needs to configure additional IP parameters (e.g. the DNS server address) that were not provided during the establishment of the default bearer context or the IPv6 address allocation procedure, the UE sends a DHCPv6 Information-Request message including the options it wishes to receive, as specified in IETF RFC 3736 [18].

The network replies with the options requested by the UE. Any interaction between the network and any external DHCPv6 server are specified in 3GPP TS 29.061 [9].

* * * Next Change * * * *

9.9.4.6
PDN address

The purpose of the PDN address information element is to assign an IPv4 address to the UE associated with a packet data network and to provide the UE with an interface identifier to be used to build the IPv6 link local address.

The PDN address information element is coded as shown in figure 9.9.4.6.1 and table 9.9.4.6.1.

The PDN address is a type 4 information element with minimum length of 7 octets and a maximum length of 15 octets.
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Figure 9.9.4.6.1: PDN address information element

Table 9.9.4.6.1: PDN address information element

	PDN type value (octet 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	

	All other values are reserved.

	

	Bit 4 to 8 of octet 3 are spare and shall be coded as zero.

	

	

	PDN address information (octet 4 to 15)

	

	If PDN type value indicates IPv4, the PDN address information in octet 4 to octet 7 contains an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv4 address and bit 1 of octet 7 the least significant bit.

	

	If PDN type value indicates IPv6, the PDN address information in octet 4 to octet 11 contains an IPv6 interface identifier. Bit 8 of octet 5 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit.

	

	If PDN type value indicates IPv4v6, the PDN address information in octet 4 to octet 15 contains an IPv6 interface identifier and an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit. Bit 8 of octet 12 represents the most significant bit of the IPv4 address and bit 1 of octet 15 the least significant bit.
If PDN type value indicates IPv4 or IPv4v6 and DHCPv4 is to be used to allocate the IPv4 address, the IPv4 address shall be coded as 0.0.0.0.

	


