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Definitions and Abbreviations.

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply. For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.259 [1] subclauses 3.1, and 4.2.1 apply:
Personal Network (PN)

Personal Network Element (PNE)

PN UE redirection 

PN access control 
PN-user
default UE

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] apply:
Application Server (AS)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [3] subclause 3.1 apply:

Initial filter criteria

Initial Request
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [4] subclause 3.1 apply:
Public user identity
Private user identity

Proxy-CSCF (P-CSCF)
Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [5] apply:
User Equipment (UE)
For the purposes of the present document, the following terms and definitions apply:

PN UE name: A name selected by a PN-user for a PN UE of the PN-user’s PN and recorded together with other subscription data like the public/private user identity/identities by the operator in the HSS and the PNM AS by means of provisioning. A PN UE name (e.g., “MeinSchatz”) for a PN UE is unique within the PN-user’s PN.
For the purposes of the present document, the following terms and definitions given in 3GPP TR 22.085 [13] apply:
CUG member
preferential CUG
Incoming Access (IA)
Outgoing Access (OA) 
For the purposes of the present document, the following terms and definitions given in 3GPP TR 23.085 [14] apply:
Implicit CUG Invocation
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply.

CUG
Closed User Group
PN
Personal Network
PNE
Personal Network Element 

PNM
Personal Network Management
4
PNM overview
4.1
General

Personal Network Management (PNM) is a home network-based application and provides the home network-based management of Personal Network (PN) consisting of multiple devices belonging to a single PN-user, as described in 3GPP TS 22.259 [1]. These home network-based management functions cover the configuration of the PN-user’s PN such as PN-registration, PN-deregistration, PN-configuration, PN-deconfiguration and PN-query procedures, and the operation of the PN-user’s PN. Functionality enabled by the PNM comprises the PN UE redirection and the PN access control applications as described in 3GPP TS 22.259 [1].  In order to provide the PN UE redirection and the PN access control applications, the PNM is realized as an AS in the IM CN subsystem as described in 3GPP TS 23.002 [2] and as a CAMEL service in the CS domain as described in 3GPP TS 23.078 [4].
4.2
PN access control concepts 

The PN access control is one of the PNM applications specified in 3GPP TS 22.259 [1] that enables PN-users to exercise access control to restrict accesses to certain UE(s) of their PNs. The PN may consist of UEs which are only privately accessed, that is each UE may be accessed only by other UEs of the PN. The PN-User may additionally modify the access levels of each UE of the PN to be public or private. To achieve this the PN behaves as a preferential CUG as specified in 3GPP TS 22.085 [13] and 3GPP TS 23.085 [14], with PN UEs providing implicit CUG invocation when establishing sessions. A PN UE acts as a CUG member with Outgoing Access and whether Incoming Access is allowed for the PN UE is dependent on the PN access control list for that PN UE. 
.In order to perform such PN access control the PN-users need to configure a PN access control list for each UE of the PN. The configuration can be done either in a static or a dynamic way. Besides other additional information, the PN access control list of a UE within a PN contains all identities (e.g., a SIP URI) which are permitted to be used to initiate sessions to that UE. In this document, the UE of a PN that is used by the PN-user to exercise access control is referred to controller UE, whereas the UE of the PN, over which an access control is enabled, is referred to controllee UE. The controller UE of a PN-user’s PN is assigned by provisioning and the controller UE can configure any UE of the PN as controllee UE. The PN access control list of the controllee UE is only configurable by the controller UE.
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Figure 4.2-1: Relationship of various service profiles in PN access control 

An example of the service profiles configuration for PN access control is shown in the above Figure 4.2-1. The arrows indicate the direction of control. Some of the aspects involved are:

-
A PN-user’s PN consists of two UEs, i.e., UE 1a and UE 1b, where UE 1b is the controllee UE and UE 1a is the controller UE.

-
The service profile of UE 1b is referred to as the controllee UE Service Profile.

-
The service profile of UE 1a is referred to as the controller UE Service Profile.

-
The assignment of controller UE service profile is done during provisioning.

-
Access control of UE 1b by UE 1a is performed with the help of a SIP Application Server (AS), referred to as PNM AS.

-
From UE 1a, the PN-user configures a PN access control list that contains details of PN access control regarding UE 1b’s service profile. This configuration is done over the Ut interface. For example: this PN access control list can contain a list of UE identities that are allowed to initiate sessions with UE 1b.

-
The PNM AS executes the actual PN access control procedures.

-
The PNM AS performs PN access control by utilizing the PN access control list.

-
If inadequate information present in the access control list to enable PN access control, the PNM AS can query the controller UE about the information with how to precede the received initial request.

<<End Change 1>>

<<Begin Change 2>>

7
Procedures and information flows for PN access control
7.1
General

Upon receiving a UE-terminating initial request, the PNM AS shall first check whether the request originates from another PN UE within the same PN as the terminating PN UE and if so the PNM AS shall allow the session establishment to continue. If the request does not originate from another PN UE within the same PN as the terminating PN UE the PNM AS shall invoke the PN access control application if it is enabled. If no access control list exists for the terminating UE, and if the PNM AS does not invoke the PN UE redirection for the terminating UE, the PNM AS sends the initial request to the terminating UE (i.e., a UE of a PN). Otherwise, the PNM AS verifies whether the originating UE of the initial request is a valid entry contained in the PN access control list for the terminating UE, before it initiates session towards the terminating UE. With a successful verification, the PNM AS sends the initial request to the terminating UE. With an unsuccessful verification, if the terminating UE is not a controllee UE, then the PNM AS rejects the initial request. If the terminating UE is a controllee UE, the PNM AS queries the controller UE whether the session to the controllee UE is allowed to be established. If it is allowed, and if the PNM AS does not invoke the PN UE redirection for the terminating UE, the PNM AS sends the initial request to the controllee UE. Otherwise, the PNM AS rejects the initial request. Figure 7.1-1 gives a snapshot of the scenario.
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Figure 7.1-1: Overview of privacy based access control Procedures and Information Flows
NOTE: 
The Solid line refers to access control handled by the PNM AS itself, since the identity of the originating caller is present in the access control list of the PNM AS. The dashed line refers to access control handled by the controller UE when the identity of the caller is not present in the access control list of the PNM AS.

The procedures at the PNM AS to accomplish the PN access control execution are described with the assistance of figure 7.1-2.

When the PNM AS receives a SIP initial request and its PN access control logic is switched-on, if the Request URI of the initial request identifies with the controllee UE(s), the PNM AS shall further decide whether the Request URI uniquely identify a controllee UE within a PN:

1)
if a controllee UE is uniquely identifiable, the PNM AS shall check whether the Caller is in the PN access control list;

a)
if the Caller is in the PN access control list, the PNM AS shall send the initial request to the controllee UE;

b)
if the Caller is not in the PN access control list,

i)
if there is no need to interrogate the controller UE, the PNM AS shall reject the initial request;

ii)
if there is a need to interrogate the controller UE, the PNM AS shall interrogate the controller UE and handle the initial request message based on the interrogation results from the PN-user.

Editor's note: The use of GRUU as described in 3GPP TS 23.228 [4] can assist the PNM AS with uniquely identifying a controllee UE.
2)
if a controllee UE is not uniquely identifiable, the PNM AS shall perform the PN access control without invoking the controller UE (i.e., without any PN-user interaction) and check whether the Caller is in the PN access control list;

a)
if the Caller is in the PN access control list, the PNM AS shall send the initial request back to the S-CSCF (see 3GPP TS 23.228 [4]);

b)
if the Caller is not in the PN access control list, the PNM AS shall reject the initial request.
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Figure 7.1-2: PN access control execution flow at the PNM AS (AC and ACL stand for Access Control and Access Control List, respectively)
<<End Change 2>>
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