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Agenda & Notes

- roll call: 

Christer, Alf, Subra, Roozbeh, Deb, Milo, Keith, John-Luc, Milan, Sean

- volunteer for notes 

John-Luc

- discuss attached document
Comments received prior to the call over the CT1 exploder:

· Received comment from Peter re: need to involve IETF for supporting service URNs in P-Asserted-Identity.

· Received editorial comment from Christer re: flow 3.

The discussion document was presented and a discussion ensued:

The assumption is that the UE has registered

It was noted that further detail on the Server header field or shared secret header field solution was missing. The solution will be removed from the discussion document for now.

It was suggested that a recent Rosenberg draft was uploaded that needs to be analyzed for the History-Info solution: http://www.ietf.org/internet-drafts/draft-rosenberg-sip-target-uri-delivery-00.txt
The certificate or body signing based solution was further clarified during the discussion. It was also noted that some deployment problems were associated with it. The solution will be removed from the discussion document for now. It was then noted that whatever solution CT1 will agree may in the future co-exist with another solution.

OBSERVATION: chosen solution(s) may have to coexist with other solutions in the future

There was some discussion about the indicators’ properties. It was suggested that one property might be that the SIP message can be trusted as having originated from a trusted UA (property A). Another property might be that the SIP message is an emergency-related message (property A). Different indicators may be chosen having each one or both of the properties A and B.

It was suggested that the “sos” parameter only indicates that the message is emergency related but by itself. The “sos” parameter in the Contact header field cannot be trusted (does not have “Property A”).

OBSERVATION: multiple indicators may be needed

The Record-Route based solution was discussed; it was noted that the Record-Route based solution would lead to overloading of the usage Record-Route.

A Via header field based solution was requested to be added.

Making requirements on the PSAP such as requiring it to support RFC 4244 or RFC 3325 was not recommended.
OBSERVATION: solutions that do not make additional requirements on PSAPs are preferred

Some hesitation was indicated for the 380-screening solution even though it could be applicable to Rel-5, 6, 7, 8 without impacting the UE. 

It was not seen as needed to enhance Rel-5 or Rel-6 UEs when considering a UE-based solution. A Rel-8 UE-based solution was preferred when considering a UE-based solution. 

A network provided indicator indicating that the message can be trusted, is preferred. It was suggested that such trust could be derived from configuration such as a PSAP call-back arriving over trunks know to be terminated by a PSAP or over an IP-sec connection known to be terminated by a PSAP. For example, a P-CSCF or MGCF can insert a P-Asserted-Identity header field on behalf of the PSAP.

