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1. Introduction

This contribution proposes to address the following issues and propose:

· to remove the FFS about the need of PDN Disconnect Reject message in section 8.3.21.1 due to reject cases described in 6.5.2.4 UE requested PDN disconnection procedure not accepted by the network;

· to remove the FFS about the multiple transport of ESM messages at once in sections 4.4.1 and 9.7 as CT1#55 Budapest agreed not to support this; and
· to clarify the maximum length of ESM message contaner contents information shall be 65535 octets (instead of 65536) in section 9.9.3.13 to be in line with TR 24.801.
This contribution proposes finally, to agree with the text proposal to TS 24.301.

2. Reason for Change

2.1. Clarification on the maximum length of ESM message contaner contents information (item 3)

It is proposed to clarify in TS 24.301 section 9.9.3.13 on ESM message container IE definition that the maximum size of ESM message contaner contents information is 65535 octets and not 65536 as “0” as contents value is not encoded.

In order to be consistent with TR 24.801 v1.2.0 Annex C (informative):Proposed changes to 3GPP TS 24.007 subclause C.1:

“-
Definition of a new type of standard information element for NAS L3 messages ("type 6 IE"). The new type TLV-E (enhanced TLV) contains a length indicator of 2 octets, allowing to include up to 65535 octets in the value part of the information element.”
3. Conclusions

It is proposed to agree on the proposal as sumed up above.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v1.1.1.

* * * 1st change (item 2) * * * *

4.4.1
General

This clause describes the procedures used for security of EPS NAS messages between UE and MME. Security involves integrity protection and ciphering of the EMM and ESM NAS messages.

When both ciphering and integrity protection are activated, then the NAS message is first encrypted and then the encrypted NAS message and the SN are integrity protected by calculating the MAC.

When only integrity protection is activated and ciphering is not activated, the unciphered NAS message and the SN are integrity protected by calculating the MAC.

When an ESM message is piggybacked in an EMM message, e.g. the ESM default EPS bearer context activation procedure and the EMM attach procedure, there is one sequence number IE and one message authentication code IE for the combined NAS message.


* * * 2nd change (item 2) * * * *
9.7
NAS message

This IE includes a complete plain NAS message as specified in subclause 8.2 and 8.3. The SECURITY PROTECTED NAS MESSAGE and the SERVICE REQUEST message are not plain NAS messages and shall not be included in this IE.


* * * 3rd change (item 1) * * * *

8.3.21
PDN disconnect reject

8.3.21.1
Message definition


This message is sent by the network to the UE to reject release of a PDN connection. See table 8.3.21.1.

Message type:
PDN DISCONNECT REJECT

Significance:

dual

Direction:


network to UE

Table 8.3.21.1: PDN DISCONNECT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	PDN disconnect reject message identity
	Message type

9.8
	M
	V
	1

	
	ESM cause
	ESM cause

9.9.4.2
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


* * * 4th change (item 3) * * * *
9.9.3.13
ESM message container

The purpose of the ESM message container information element is to enable piggybacked transfer of a single ESM message within an EMM message. The ESM message included in this IE shall be coded as specified in subclause 8.3, i.e. without NAS security header.

The ESM message container information element is coded as shown in figure 9.9.3.13.1 and table 9.9.3.13.1.

The ESM message container is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	ESM message container IEI
	octet 1

	Length of ESM message container contents
	octet 2

	
	octet 3

	
	octet 4

	ESM message container contents
	

	
	octet n


Figure 9.9.3.13.1: ESM message container information element

Table 9.9.3.13.1: ESM message container information element

	ESM message container contents (octet 4 to octet n) ; Max value of 65535 octets

	

	This IE can contain any ESM PDU as defined in subclause 8.3.

	


