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1. Introduction
RFC3775 MIPv6  is ambiguous on whether it is possible for a Binding Error message to be sent by a HA. Error cases exist in which the HA should send this messsage. This P-CR introduces support for the Binding Error message into the TS.
2. Reason for Change
RFC3775 is ambiguous on whether it is possible for a Binding Error message to be sent by a HA. The RFC3775 implies it is only a “correspondent” node that can send the Binding Error message.

This is a known defect in RFC3775 that is to be addressed by the IETF MEXT working group in RFC3775bis i.e. Mobility Support in IPv6 draft-ietf-mext-rfc3775bis .
The old text is to be replaced by the new text in RFC3775bis.

OLD TEXT (RFC3775)
     Binding Error

     The Binding Error is used by the correspondent node to signal an error related to mobility, such as an inappropriate attempt to use the Home Address destination option without an existing binding.

NEW TEXT (RFC3775bis):

     Binding Error

     The Binding Error is used by the correspondent node or the home agent to signal an error related to mobility, such as an inappropriate attempt to use the Home Address destination option without an existing binding, or when an unrecognized Mobility Header is received.

Given that this is a known defect and agreement has been reached in the MEXT WG it is proposed to introduced  Binding Error support  in the TS in advance of RFC3775bis completion.
3. Conclusions

Given that this is a known defect and agreement has been reached it is proposed to introduced  Binding Error support in the TS
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303 v1.2.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

· [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

· [2]
draft-ietf-mext-nemo-v4traversal-01.txt (February 2008): "Mobile IPv6 support for dual stack Hosts and Routers (DSMIPv6)".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.
· [3]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses".

· [4]
IETF RFC 4877 (April 2007): "Mobile IPv6 Operation with IKEv2 and the Revised IPsec Architecture".

· [5]
IETF RFC 2782 (February 2000): "A DNS RR for specifying the location of services (DNS SRV)".

· [6]
IETF RFC 3775 (June 2004): "Mobility Support in IPv6".

· [7]
IETF RFC 3748 (June 2004): "Extensible Authentication Protocol (EAP)".

· [8]
IETF RFC 4301 (December 2005): "Security Architecture for the Internet Protocol".

· [9]
IETF RFC 3633 (December 2003): "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".

· [10]
IETF RFC 5026 (October 2007): "Mobile IPv6 bootstrapping in split scenario".

· [11]
IETF RFC 4303 (December 2005): "IP Encapsulating Security Payload (ESP)".

· [12]
draft-ietf-mip6-hiopt-15.txt (April 2008): "DHCP Option for Home Information Discovery in MIPv6".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.
· [13]
IETF RFC 3736 (April 2004): "Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".

· [14]
IETF RFC 4306 (December 2005): "Internet Key Exchange (IKEv2) Protocol".

· [15]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
· [16]
IETF RFC 5142 (January 2008): "Mobility Header Home Agent Switch Message".

· [17]
3GPP TS 23.003: "Numbering, addressing and identification".

· [18]
3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP accesses"
· [19]
draft-muhanna-mext-binding-revocation-02 (July 2008): "Binding Revocation for IPv6 Mobility", work in progress.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

· [20]
3GPP TS 29.273: “3GPP EPS AAA interfaces”

· [21]
3GPP TS 24.302: "Access to the Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3".
· [22]
draft-arkko-mext-rfc3775-altcoa-check-01 (February 2008): “Verifying Correctness of Alternate Care-of Address Option”, work in progress.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

· [23]
IETF RFC 4739 (November 2006): “Multiple Authentication Exchanges in the Internet Key Exchange (IKEv2) Protocol”.

· [24]
3GPP TS 33.234: “Wireless Local Area Network (WLAN) interworking security”.

· [25]
3GPP TS 29.275 "PMIP based Mobility and Tunnelling protocols".
· [xx] 
draft-ietf-mext-rfc3775bis-02 (October 2008): “Mobility Support in IPv6”

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

* * * Next Change * * * *

5.1.3.x
Binding Error message

When the HA receives a Binding Update and detects an inappropriate attempt to use the Home Address destination option without an existing binding, or when an unrecognized Mobility Header is received the HA shall send a Binding Error message with appropriate status (value 1 “Unknown binding for Home Address destination option” or value 2 “Unrecognized MH Type value”) as specified in IETF draft-ietf-mext-rfc3775bis-02 [xx]. The HA shall include the Home address that was contained in the Home Address destination option.

If NAT was not detected, the HA shall send the Binding Error without any UDP encapsulation; the message shall be encapsulated in an IPv4 header if the Care-of Address is IPv4 or in an IPv6 header if the Care-of Address is IPv6 in the same manner as the Binding Acknowledgement encapsulation specified in draft-ietf-mext-nemo-v4traversal [2].
* * * Next Change * * * *

A.1.x
Binding Error
The fields of a BE message for the DSMIPv6 Initial Binding Registration procedure are depicted in Table A.1.x-1. 

Table A.1.x-1: Fields of a BE message for the DSMIPv6 Initial Binding Registration procedure
	Fields
	Fields Description
	Reference

	Status
	Set to indicate the result.
	IETF RFC 3775 [6]

	Home Address
	The home address that was contained in the Home Address destination option
	IETF RFC 3775 [6]


* * * End of Changes * * * *

