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Introduction 

Currently there seems to be a misalignment between the requirements for PPAC for UTRAN in TS 22.011 (stage 1), TS 23.122 (stage 2) and TS 24.008 (stage 3) on one hand and TS 25.331 (stage 3) on the other hand. Furthermore, the requirements for UTRAN are also different from those for E-UTRAN. In the following we are providing the most relevant parts of the specifications for comparison. For more complete quotations see annex A.
Wording of the requirement in various specifications

For UTRAN, the wording in TS 22.011 (stage 1), TS 23.122 (stage 2) and TS 24.008 (stage 3) suggests that by means of the feature PPAC, 
(1) a UE can be permitted to perform location registration even if it is restricted from access otherwise (i.e. via common access class control or domain specific access class control). 
There is, however, no requirement for the opposite functionality, i.e. 
(2) that for a UE the access for location registration can be restricted, although via common access class control or domain specific access class control the UE is permitted to access the network for any purpose.  

Stage 1:

"Additionally, in the case of the access network being UTRAN or EUTRAN, the serving network can indicate that UEs are allowed to respond to paging and perform location registration (see, sec 3.1), even if their access class is not permitted."
Stage 2: 
"In the case that a Network Operator decides to restrict access they may as an option allow restricted MSs to respond to paging messages and/or to perform location registrations."

TS 24.008 (stage 3):

"Additionally, the network can alleviate the access restriction in both domains or domain specifically, and allow restricted mobile stations to respond to paging messages or to perform location updating or routing area updating."
TS 25.331 (stage 3):
According to the RRC protocol specification, TS 25.331 (stage 3), the access for location registration is controlled by a new, separate information element. Thus for mobile stations supporting PPAC the control of access for location registration becomes independent from the access for other mobile originated transactions or for the response to paging messages, and both scenario (1) and (2) above can be supported.

Note that this independent control has also been specified for E-UTRAN access in TS 22.011 (stage 1), TS 24.301 and TS 36.331 (stage 3), but not in TS 23.122.  

	
	TS 22.011 
	TS 23.122
	TS 24.008/TS 24.301
	TS 25.331/TS 36.331

	UTRAN
	(1)
	(1)
	(1)
	(1) + (2)

	E-UTRAN
	(1) + (2)
	(1)
	(1) + (2)
	(1) + (2)


Table 1: Supported scenarios for access for location registration

Conclusion 

We can see that currently the requirements for PPAC for UTRAN in the different specifications are not aligned with each other. The situation is slightly better for E-UTRAN where only stage 2 is misaligned, but additionally the requirements are not aligned between UTRAN and E-UTRAN.

We think that it is desirable to have a consistent description of the feature across all stages and all specifications. Furthermore, it would be simpler, if the same functionality applies in UTRAN and E-UTRAN.
Proposal 

If CT1 can agree that it is useful to support also scenario (2), we propose to modify the description in the specifications under CT1's control (TS 23.122 and TS 24.008) and to write an LS to SA1 asking them to align the requirements for UTRAN and E-UTRAN so that for both RATs the access for location registration can be controlled independently from the access for other purposes.

Annex A.1: TS 22.011, v 8.4.1 (stage 1)
…

4.3 Operation

If the UE is a member of at least one Access Class which corresponds to the permitted classes as signalled over the air interface, and the Access Class is applicable in the serving network, access attempts are allowed. Additionally, in the case of the access network being UTRAN or EUTRAN, the serving network can indicate that UEs are allowed to respond to paging and perform location registration (see, sec 3.1), even if their access class is not permitted. Otherwise access attempts are not allowed. If the UE responded to paging it shall follow the normal defined procedures and react as specified to any network command. 

Note: The network operator can take the network load into account when allowing UEs access to the network. 

Access Classes are applicable as follows:

Classes 0 - 9
-
Home and Visited PLMNs;

Classes 11 and 15
-
Home PLMN only if the EHPLMN list is not present or any EHPLMN;

Classes 12, 13, 14
-
Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.

Any number of these classes may be barred at any one time.

The following is the requirements for enhanced Access control on E-UTRAN.
- 
The serving network shall broadcast duration of access control and a single barring rate (e.g. percentage value) that commonly applied to Access Classes 0-9 to the UE. The same principle as in UMTS is applied for Access Classes 11-15.
- 
E-UTRAN shall be able to support access attempt based access control (mobile originating, mobile terminating, and location registration), in which indication to the UE is broadcasted to guide the behaviour of UE. E-UTRAN shall be able to form combination of access attempt based controls e.g. mobile originating and mobile terminating, mobile originating, or location registration.
Editor's note: probably the intention of stage 1 was to say "… form any possible combination …".
- 
The UE determines the barring status with the information provided from the serving network, and perform the access attempt accordingly. The UE draws a uniform random number between 0 and 1 when initiating connection establishment and compares with the current barring rate to determine whether it is barred or not. When the uniform random number is less than the current barring rate and specific access attempts are indicated allowed, then the access attempts are allowed; otherwise, the access attempts are not allowed.

-
The random number shall be used for at least 30 seconds.

Annex A.2: TS 23.122, v 8.2.0 (stage 2)

…

3.4.1
Access control

Due to problems in certain areas, Network Operators may decide to restrict access from some MSs (e.g., in case of congestion), and for this reason, mechanisms for common access control and domain specific access control are provided (see 3GPP TS 43.022 and 3GPP TS 25.304).
In the case that a Network Operator decides to restrict access they may as an option allow restricted MSs to respond to paging messages and/or to perform location registrations. Mechanisms to allow this optional access are provided (see [3GPP TS 43.022 and] 3GPP TS 25.304).
Annex A.3: TS 24.008, v 8.3.0 (stage 3)
…

4.1.1.5
Access class control
The network can restrict the access for certain groups of mobile stations, also known as access classes.
The restriction can apply for access to both domains (common access class control) or to one domain only (domain specific access control) (see 3GPP TS23.122 [14]).

Additionally, the network can alleviate the access restriction in both domains or domain specifically, and allow restricted mobile stations to respond to paging messages or to perform location updating or routing area updating.
Annex A.4: TS 25.331, v 8.3.1 (stage 3)
…
8.1.1.6.3
System Information Block type 3
The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.

1>
if IE "Deferred measurement control UTRAN support" is present:

2>
set variable DEFERRED_MEASUREMENT_STATUS to TRUE.

1>
else:

2>
set variable DEFERRED_MEASUREMENT_STATUS to FALSE.

With respect to Domain Specific Access Control and Paging Permission with Access Control, the UE shall:

1>
if the IE "Multiple PLMN List" is not included in the Master Information Block:

2>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", and the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters for PLMN Of MIB".

1>
else:

2>
if the PLMN specified by the IE "PLMN Identity" of the Master Information Block is chosen by the UE:

3>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", and the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters for PLMN Of MIB".

2>
else, if N-th (N=1..5) PLMN in the IE "Multiple PLMNs" contained in the IE "Multiple PLMN List" is chosen by the UE:

3>
if the IE "Domain Specific Access Restriction List" of the IE "Domain Specific Access Restriction For Shared Network", or the IE "Paging Permission with Access Control List" of the IE "Paging Permission with Access Control For Shared Network" is indicated:

4>
if the IE "Domain Specific Access Restriction Parameters For OperatorN" is indicated:

5>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For OperatorN".

4>
if the IE "Paging Permission with Access Control Parameters For OperatorN" is indicated:

5>
apply the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters For OperatorN".
3>
else, if the IE "Domain Specific Access Restriction Parameters For All" of the IE "Domain Specific Access Restriction For Shared Network", or the IE "Paging Permission with Access Control Parameters For All" of the IE "Paging Permission with Access Control For Shared Network" is indicated:

4>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For All";

4>
apply the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters For All".
The UE shall apply the following handling with respect to any Access Class Barring information:

1>
if in idle mode and any Access Class Barring information is indicated:

2>
if no Domain Specific Access Restriction Parameters or Paging Permission with Access Control Parameters are included in System Information Block Type 3, the UE shall:

3>
act on the IE "Access Class Barred list" when initiating RRC Connection establishment as specified in [4].

2>
if the Domain Specific Access Restriction Parameters to be applied are included, and no Paging Permission with Access Control Parameters are included in System Information Block Type 3 the UE shall:

3>
act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

3>
act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4];

3>
upon transition to UTRA RRC connected, the UE shall:

4>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

4>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

4>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].
2>
if Paging Permission with Access Control Parameters are included in System Information Block Type 3, the UE shall:

3>
if Paging Response Restriction Indication is set to "None":

4>
when sending a response to any PAGING TYPE 1 message, act as if the default value is indicated in the IE "Access Class Barred List" as specified in [4].

3>
if Paging Response Restriction Indication is set to "PS":

4>
when sending a response to any PAGING TYPE 1 message from CS domain, act as if the default value is indicated in the IE "Access Class Barred List" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message from PS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].
3>
if Paging Response Restriction Indication is set to "CS":

4>
when sending a response to any PAGING TYPE 1 message from PS domain, act as if the default value is indicated in the IE "Access Class Barred List" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message from CS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].
3>
else (if Paging Response Restriction Indication is set to "All"):

4>
when sending a response to any PAGING TYPE 1 message from CS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" as specified in [4];
4>
when sending a response to any PAGING TYPE 1 message from PS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" as specified in [4];
4>
when sending a response to any PAGING TYPE 1 message from PS or CS domain, act on the IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present.
3>
when initiating a Location/Registration procedure to CS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS",as specified in [4];
Editor's note: the case that the UE initiates a Location/Registration procedure to the CS domain and the IE "Location/Registration Restriction Indicator" is set to "PS" seems not to be covered by this text.
3>
when initiating an access to CS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4];
3>
when initiating a Location/Registration procedure to PS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", as specified in [4];

Editor's note: the case that the UE initiates a Location/Registration procedure to the PS domain and the IE "Location/Registration Restriction Indicator" is set to "CS" seems not to be covered by this text.
3>
when initiating an access to PS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].

1>
if in connected mode:

2>
for the variable "DSAC_PARAM":

3>
if no Access Class Barring information is indicated:

4>
if the variable "DSAC_PARAM" is set, the UE shall:

5>
clear the variable "DSAC_PARAM";

5>
act as if no Access Class is barred.

3>
else if the Domain Specific Access Restriction Parameters to be applied is not included in System Information Block Type 3:

4>
if the variable "DSAC_PARAM" is set, the UE shall:

5>
clear the variable "DSAC_PARAM";

5>
act as if no Access Class is barred.

3>
else if the Domain Specific Access Restriction Parameters to be applied are included in the System Information Block Type 3:

4>
if the variable "DSAC_PARAM is not set, the UE shall:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].

4>
else (the access class barring information is stored) UE shall:

5>
update the variable "DSAC_PARAM" with that Domain Specific Access Restriction Parameters;

5>
act on the updated IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

5>
act on the updated IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].

2>
for the variable "PPAC_PARAM":

3>
if no Access Class Barring information is indicated:
4>
if the variable "PPAC_PARAM" is set, the UE shall:

5>
clear the variable "PPAC_PARAM";

5>
act as if no Access Class is barred.

3>
else if the Paging Permission with Access Control Parameters to be applied is not included in System Information Block Type 3:

4>
if the variable "PPAC_PARAM" is set, the UE shall:

5>
clear the variable "PPAC_PARAM";

5>
act as if no Access Class is barred.

3>
else if the Paging Permission with Access Control Parameters to be applied are included in the System Information Block Type 3:

4>
if the variable "PPAC_PARAM" is not set, the UE shall:

5>
store that Paging Permission with Access Control Parameters to the variable "PPAC_PARAM" and maintain the variable until it is cleared;

5>
act on the stored IE "Paging Response Restriction Indicator" when sending a response to any PAGING TYPE 1 or PAGING TYPE 2 message;

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS", when initiating a Location/Registration procedure to the CS domain, as specified in [4];

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", when initiating a Location/Registration procedure to the PS domain, as specified in [4].

4>
else (the access class barring information is stored) UE shall:

5>
update the variable "PPAC_PARAM" with that Paging Permission with Access Control Parameters;

5>
act on the stored IE "Paging Response Restriction Indicator" when sending a response to any PAGING TYPE 1 or PAGING TYPE 2 message;

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS", when initiating a Location/Registration procedure to the CS domain, as specified in [4];

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", when initiating a Location/Registration procedure to the PS domain, as specified in [4].

If the IE "MBSFN only service" is set to TRUE the UE shall:

1>
consider this cell to operate in MBSFN mode;

1>
for TDD consider that all slots operate in MBSFN mode;

1>
for FDD and 3.84/7.68 Mcps TDD if the UE capabilities allow the reception of MBSFN in addition to the normal UE operation the UE may receive MBMS services from this cell in accordance with requirements for selection of a cell providing only MBSFN as specified in [4]. For 1.28 Mcps TDD, if the UE capabilities allow the reception of MBSFN in addition to the normal UE operation the UE may get synchronized to the MBSFN cluster as specified in [4].
