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1. Introduction

The pCR in C1-083950 introduces the term "ordinary NAS message" to TS 24.301 to avoid ambiguities caused by the use of the term "not security protected NAS message". The present CR proposes the corresponding changes to TS 24.007.

We provide the main body of the CR to TS 24.007 below, showing also the "changes on changes". The other document included in the zip-File includes the "cleaned up" version of the CR. 

2. Reason for Change

See C1-083950. 

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.007, v 7.0.0. 

Furthermore, it is proposed to merge this CR with the CR contained in C1-083952.
11.2.3
Imperative part of a standard L3 message

The imperative part of a standard L3 message is composed a header possibly followed by mandatory standard IEs having the format V or LV.

11.2.3.1
Standard L3 message header

The header of a standard L3 message is composed of two octets, and structured in three main parts, the protocol discriminator (1/2 octet), a message type octet, and a half octet used in some cases as a Transaction Identifier, in some other cases as a sub-protocol discriminator, and called skip indicator otherwise.

For the EPS protocols EMM and ESM, a standard L3 message can be either an ordinary NAS message or a security protected NAS message:

-
The header of an ordinary NAS message  is composed of two or three octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used in some cases as security header type and in other cases as an EPS bearer identity (1/2 octet), a message type octet, and one octet included in some cases and used as a protocol transaction identity (PTI). If the protocol transaction identity is present, it is preceding the message type octet.
-
The header of a security protected NAS message is composed of six octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used as security header type, a message authentication code of  four octets, and a sequence number of one octet. This header is followed by a complete ordinary NAS message (i.e. including the header of this ordinary NAS message).
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