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1. Introduction

This contribution proposes to introduce HSS failure procedure in new TS 29.118.
2. Reason for Change

This procedure is required for the CS fallback function over the SGs interface as the same way with the Gs interface as described in the 3GPP TS 29.018.

3. Proposal

It is proposed to discuss and agree the following changes to 3GPP TS 29.118:
· HLR failure procedures copied from the 3GPP TS 29.018 and customized for the SGs interface as the HSS failure procedures..
· Note that timers, retry counters, message types, IEIs that correspond to this P-CR are proposed by the separate P-CR in this meeting.

· The SGsAP-UE-ACTIVITY-INDICATION message is proposed by the P-CR for Non-EPS alert procedure.
* * * First Change * * * *
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5.9
HSS failure procedure


5.9.1
General description

This clause describes the MME behaviour towards the VLR as a consequence of an HSS reset.

In the case of an HSS failure, the HSS informs the associated MMEs about the recovery from an internal failure that has affected the SGs association with the MMEs according to the HSS reset procedure specified in 3GPP TS 29.272 [x].

This information is used in the MME to trigger the VLR to perform a location update towards the HSS in order to restore the HSS subscriber data.

5.9.2
Procedures in the MME

Upon receipt of a HSS reset indication from the HSS, the MME shall set the NEAF for all registered UEs in the MME for which a valid SGs association with a VLR exists.
Upon detection of any activity (either signalling or data) from the UE, the MME shall report to the VLR if the NEAF flag, as defined in subclause 5.3.3, is set for this UE. If the MME detects signalling that leads to a procedure towards the VLR, the MME shall follow this procedure and reset the NEAF. If the MME detects activity that does not lead to any procedure towards the VLR, the MME shall send an SGsAP-UE-ACTIVITY-INDICATION message towards the VLR and reset the NEAF. The activity indication may be delayed by the MME for a maximum operator-configuration depending time period to avoid high signalling load.
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