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1. Introduction

During the last weeks there have been heavy discussions on which protocol version to use for the user plane of GTP based interfaces. These discussions have been motivated by three different goals that get different weighting from different parties:

1. Minimize the impact to deployed equipment, especially UTRAN, while ensure full interworking with legacy systems.

2. Get a clean and future proof GTP protocol. This includes sub goals like efficient coding, extensibility and documentation/specification issues.

3. Get a good long-term interworking between 2G/3G and LTE

as well as by different perception of the impacts of different alternatives on those goals.

Different alternatives have also been discussed during the last weeks:

I. Keeping GTPv1-U for all interfaces. 

II. Different flavors of a mixture of GTPv2-U and GTPv1-U:

a. v2 on all intra-EPC and LTE interfaces and v1 on all UTRAN and pre-rel-8 related interfaces.

b. v2 on all long-living interfaces and v1 and all legacy interfaces going to be deprecated on the long term. (Note that UTRAN is not considered as going to be deprecated. Long-term coexistence of UTRAN and eUTRAN is assumed). (C4-081556 in Zagreb)

c. mixture of (a) and (b) above where long-term UTRAN interfaces (S12 and Iu-U towards S4-SGSN) support both v1 and v2 (new alternative proposed by C4-082019)

d. other variants of the above

The authors of this contribution roughly evaluate the impacts of the different alternatives on the above stated goals as described by this table:

	
	Impact on Goal 1 (legacy)
	Impact on Goal 2
	Impact on Goal 3

	I. v1 only
	++
	-
	++

	II.a 
	+
	+
	--

	II.b
	--
	++
	++

	II.c
	-
	-
	-


The main drawbacks of I are that the header and extension mechanisms of the user and control planes of the GTP protocol used in release-8 are different, and that the documentation/specification of those two planes of the same protocol might become more complex. GTPv1 also has a suboptimal handling of Error Indication messages, which has impacts on firewalls deployment and configuration.
The main drawbacks of II.a are the need for the long-term coexistence of two different versions of GTP-U, and the need for protocol version conversion in common long-term traffic use cases (like all 3G traffic towards an S4-SGSN). 

The main drawback of II.b is that it requires support for both v1 and v2 in the RNCs on the short/mid-term as well as knowledge from RNC and SGSN side to know which version to use in each case, and that it still has a number of interworking cases requiring conversion (although they are only short-lived cases limiting the impact).

The main drawback of II.c is that it combines all drawbacks from II.a and II.b and only keeps the common advantages.

According to this evaluation of impacts by the authors of this contribution, only alternatives I and II.b are an acceptable way forward. The long-term need for two parallel protocol versions and for protocol version conversion for high-volume traffic cases implied by II.a and II.c are not acceptable.

When comparing alternatives I and II.b, we have to evaluate the advantages brought in by II.b, compared to the disadvantage of the need for interworking with legacy systems. Alternative II.b brings in a slightly more efficient encoding from extension headers and flags, as well as consistency with the GTPv2-C header format. On the other side, it brings in a number of unavoidable use cases where nodes have to either convert between GTPv1-U and GTPv2-U, or at least be able to "switch" between them. Examples:

· Handover between pre-rel-8 RNCs or rel-8 Gn-RNCs and rel-8 S4-RNCs or eUTRAN.

· Direct tunnel from pre-rel-8

· All traffic cases including pre-rel-8 UTRAN and EPC

· PGW switching between Gn and S5/8

Comparing only these advantages and disadvantages, alternative I seems preferable.

The main additional advantage of II.b is having the complete GTP protocol for rel-8 and future releases documented into one only technical specification, TS 29.274.

Herewith we propose deciding on a solution functionally identical to alternative I, but with the explicit decision of documenting the GTP user plane for rel-8 and future releases in a new 3GPP TS. The handling of error indication messages which was provisionally introduced into TS 29.274 for GTPv2 can easily be adopted for GTPv1 user plane without loosing backwards compatibility.
2. Reason for Change

A dedicated TS for the user plane of GTP in release 8 has a number of advantages:

· All release-8 GTP based user plane interfaces can be covered within the same TS, regardless of them being core network internal (Gn, S5, …), used by RAN (Iu-U, S1-U, X2), and of being inherited from pre-rel-8 (Iu-U, Gn/Gp) or new in release 8.
· TS 29.060 "GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface" specifies only GTP for Gn and Gp interface. Extending its scope to new EPS interfaces is conceptually a big change for a TS fully under change control. Despite of the expected small impact on the current TS text, it is unforeseeable if exceptional handling of new interfaces based on GTP-U will require new subclauses or other changes to the specification (explanations on how new EPS nodes shall use some messages, new extension headers, new protocol mechanisms due to peculiarities of the eNodeBs as very small and geographically distributed GTP peer, …). 

· TS 29.060 includes both control plane and u-plane for v1. Referencing into this specification will be complex and require as much work as specifying in TS 29.274. The GTPv1-C parts will become obsolete, but cannot be removed from 29.060.
· The current scope of TS 29.274 including both control and user plane deviates from the approach followed by other 3GPP interfaces (25.414 versus 25.415, 25.424 versus 25.425, 25.426 versus 25.427, 29.414 versus 29.415). This is detrimental for the documentation of the Iu, S1 and X2 interfaces which would have to reference to only parts of 29.274 for their user planes.
Due to the advantages for legacy system and for interworking, this GTP user plane shall be specified as fully backwards compatible with GTPv1-U as specified in TS 29.060, but still be fully specified in the new TS.

A clear and explicit statement on the requirement for full backwards compatibility ensures that this goal will not be harmed by future changes to the TS, but at the same time, all stage-3 aspects of GTP in EPS are covered in the same TS and potential backwards compatible enhancements to the GTP user plane are still possible.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is also proposed to create a new 3GPP TS 29.cde "3GPP Evolved Packet System; GPRS Tunnelling Protocol User Plane (GTP-U)", using the draft in C4-082287 as baseline. This new TS would:
· Define the GTP user plane protocol to be used by all release 8 interfaces. Including the release 8 implementations of Gn, Gp and Iu, but also all new Sx interfaces not covered by TS 29.060.

· Ensure full backward compatibility with any release-7 implementation of GTP-U (RNCs, SGSNs and GGSNs on any of their GTP based interfaces).

· Reference TS 29.274 for any parts common between GTPv2-C and GTPv1-U, as long as they do not introduce a significant risk for a non-backwards-compatible development of GTP user plane.

· Reference TS 29.060, only for commonalities with the GTPv1 control plane.
It is recommended that release 8 versions of TS 29.060 reference to the new TS for all user plane specific issues. This can be done with little effort by adding a statement that the new TS overrides 29.060 on all user plane specific issues, or with a bit more effort by exchanging the content of most subclauses on GTP-U with references to the corresponding subclauses in the new TS. Both alternatives ensure that old references to TS 29.060 are still valid and do not need to be updated.
It is also proposed to agree the following changes to 3GPP TS 29.274 v1.1.0.

* * * First Change * * * *

1
Scope

The present document specifies the stage 3 of the control plane of the GPRS Tunnelling Protocol, Version 2 for Evolved Packet System interfaces (GTPv2-C).

In this document, unless otherwise specified the S5 interface refers always to "GTP-based S5" and S8 interface refers always to "GTP-based S8" interface. 

GTPv2-C shall be used across the following signaling interfaces: S3, S4, S5, S8, S10, S11 and S101.


* * * Next Change * * * *

5
GTP Header

5.1
GTP-C Header

5.1.1
General format 
The GTP-C header is a variable length header whose length shall be a multiple of 4 octets. The GTP-C header shall be at least 4 bytes long. Figure 5.1 illustrates the format of the GTPv2-C Header. 

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	FFS
	T
	E
	S
	FFS

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5 - n
	
	These octets are present in the header if either of the T, S or E flags is set to ‘1’. Therefore, if present the octets contain either a TEID, or a Sequence Number and two spare octets, or an Extension Header(s), or any combination of these. If T flag is set to 1, then TEID shall be placed into octets 5-8. If S flag is set to 1, then SN shall be placed either after the TEID, or if TEID is not present, then into octets 5-6 and shall be followed by two spare octets. An Extension Header shall be placed only after the TEID and/or two spare octets.


Figure 5.1: The format of GTPv2 Header

Octet 1 of the GTPv2 header shall contain the following fields:

-
Bits 6-8 represent the Version field. This field shall be used to determine the version of the GTP-C protocol. The version number shall be set to binary '010'.

-
Bit 2 represents the Sequence number flag (S). S flag shall be used to signal the presence of the GTP-C Sequence Number field and two spare octets in the GTP-C header. If S flag is set to 1, then the GTP-C header is longer than 8 octets and the Sequence Number value shall be inserted into octets 9 and 10 (right after TEID field in octets 4-8). Two spare octets shall follow the Sequence Number field. If S flag is set to 0, then the Sequence Number field and two spare octets shall not be present in the GTP-C header at all (i.e. the given GTP-C header could be 8 octets long).

-
Bit 3 represents the Extension Header flag (E). E flag shall be used to signal the presence of the GTP-C Extension Header field in the GTP-C header. If E flag is set to 1, then the GTP-C header is longer than 8 octets and the Extension Header value shall be inserted either right after TEID field (if the S flag is set to 0) or right after two spare octets (if the S flag is set to 1). If E flag is set to 0, then the Extension Header field shall not be present in the GTP-C header at all (i.e. the given GTP header could be 8 octets long).

-
Bit 4 represents the TEID flag (T). T flag shall be used to signal the presence of the TEID field in the GTP-C header. If T flag is set to 0, then the TEID field is not present in the GTP-C header at all (i.e. the given GTP-C header may even be 4 octets long). If T flag is set to 1, then the TEID field immediately follows the Length field in octets 5 – 8.

Editor’s note: the exact coding of bits 1 and 5 in the Octet 1 is FFS.


Octet 2-8 of the GTPv2-C header shall contain the following fields:

-
Message Type field. This field shall indicate the type of GTP-C message. 

-
Length field. This field shall indicate the length of the message in octets excluding the mandatory part of the GTP-C header (the first 4 octets). The TEID (if present), Sequence Number and Extension Header(s) shall be included in the length count.

-
Tunnel Endpoint Identifier (TEID) field. If present, this field shall unambiguously identify a tunnel endpoint in the receiving GTP-C protocol entity.

5.1.2
GTPv2-C Extension Header

5.1.2.1
General format of the GTPv2-C Extension Header

The GTPv2-C Extension Header is a variable length header whose length shall be a multiple of 4 octets. The Extension Header shall be at least 4 octets long.  Figure 5.1.1.1 illustrates the format of the Extension Header.

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	
	
	
	
	
	

	
	
	

	1
	
	Extension Header Type
	NEH

	2
	
	Spare (all bits set to 0)
	Extension Header Length

	3 – 4n
	
	The actual value of the Extension header and a padding, if necessary (n = 1, 2, … m)


Figure 5.1.2.1: The format of the Extension Header

The Extension Header contains the following fields:

· Bits 2-8 of octet 1 represent the Extension Header Type field.

· Bit 1 of octet 1 represents the Next Extension Header (NEH) flag. If the NEH flag is set to 1, another Extension Header follows the given one. Otherwise, the given Extension Header is the last field of the GTPv2-C header.

· Bits 1-6 of octet 2 represent the overall length of the Extension Header (including first 2 octets) in units of 4 octets. This field shall be used to determine the overall length of the Extension Header and provides for the value range of 4 – 252 octets (decimal).

· Bits 7-8 of octet 2 are spare bits. They shall be sent as binary '0'. The receiver shall not evaluate them.

Octets 3-4n (n = 1, 2, … m) of the Extension Header shall contain the following fields:

-
The actual value of the Extension Header.

-
Padding, if necessary

Bits 7 and 8 of the Extension Header Type define how the receiving entity shall handle unknown Extension Types. The receiving entity of an extension header of unknown type but marked as 'comprehension not required' for that receiving entity shall continue handle next extension header (using the Extension Header Length field to identify its location in the GTP-PDU).

The receiving entity of an extension header of unknown type but marked as 'comprehension required' for that receiving entity shall:

-
If the message with the unknown extension header was a request, send a response message back with CAUSE set to "unknown mandatory extension header".

-
Send a Supported Extension Headers Notification to the originator of the GTP PDU.

-
Log an error.

Bits 7 and 8 of the Extension Header Type have the following meaning:

	Bits

8      7
	Meaning

	0       0
	Comprehension of this extension header is not required. An Intermediate Node shall forward it to any Receiver Endpoint

	0       1
	Comprehension of this extension header is not required. An Intermediate Node shall discard the Extension Header Content and not forward it to any Receiver Endpoint. Other extension headers shall be treated independently of this extension header. 

	1       0
	Comprehension of this extension header is required by the Endpoint Receiver but not by an Intermediate Node. An Intermediate Node shall forward the whole field to the Endpoint Receiver.

	1        1
	Comprehension of this header type is required by recipient (either Endpoint Receiver or Intermediate Node)


Figure 5.1.1.1-2: Definition of bits 7 and 8 of the Extension Header Type

An Endpoint Receiver is the ultimate receiver of the GTP-PDU (e.g. a MME or a P-GW). An Intermediate Node is a node that handles GTP but is not the ultimate endpoint (e.g. an S-GW for some of GTP-C messages signalled from MME to P-GW via S-GW or vice versa).

Editor’s Note: It is FFS if “Comprehension Required” flag can be independent of the extension header type and dynamically set by the sending entity per procedure. By this way, only 5 bits are left for “Extension Header Type” (0-31)

5.1.1.2
Extension Header types

Editor’s note: it is FFS if the receiving entity should notify the sending entity about discarded EH, or not.


5.1.2
GTP-C header for Echo and Version Not Supported messages

GTPv2-C message header for Echo Request, Echo Response and Version Not Supported Indication messages shall not contain TEID field, but the Sequence Number fields, followed by two spare octets as depicted in figure 5.2.1.

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	FFS
	T=0
	E=0
	S=1
	FFS

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Sequence Number (1st Octet)

	6
	
	Sequence Number (2nd Octet)

	7
	
	Spare

	8
	
	Spare


Figure 5.1.2-1: The format of Echo and Version Not Supported message Header

51.3
EPC specific GTP-C header

Apart from Echo Request, Echo Response and Version Not Supported Indication messages the GTP-C message header shall contain TEID and Sequence Number fields, followed by two spare octets. Typical GTP-C header is depicted in figure 5.2.2.

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	FFS
	T=1
	E
	S=1
	FFS

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Tunnel Endpoint Identifier (1st Octet)

	6
	
	Tunnel Endpoint Identifier (2nd Octet)

	7
	
	Tunnel Endpoint Identifier (3rd Octet)

	8
	
	Tunnel Endpoint Identifier (4th Octet)

	9
	
	Sequence Number (1st Octet)

	10
	
	Sequence Number (2nd Octet)

	11
	
	Spare

	12
	
	Spare

	13 - n
	
	These octets are present in the header if E flag is set to ‘1’ and contain one or more Extension Headers.


Figure 5.1.3-1: The format of EPC specific GTPv2 Control Plane message Header

5.1.4
Usage of the GTP-C Header

To be edited



* * * Next Change * * * *

4
General

To be edited

4.1
GTP Path

A path is identified in each node with an IP address and a UDP port number. A path may be used to multiplex GTP tunnels.
4.2
GTP Tunnel

GTP tunnels are used between two nodes communicating over a GTP based interface, to separate traffic into different communication flows. 

A GTP tunnel is identified in each node with a TEID, an IP address and a UDP port number. The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using GTP-C or S1-MME messages.

The criteria defining when the same or different GTP tunnels shall be used between to nodes differs between the control and the user plane, and also between interfaces.


· 
· 

· 
For the control plane, for each end-point of a GTP-C tunnel:

· The TEID-C is unique per PDN-Connection on GTP based S5 and S8. The same tunnel is shared for the control messages related to all bearers associated to the PDN-Connection

Editor's Note: It is FFS what TEID-C granularity to use on other interfaces.

Editor's Note: It is FFS if GTP-C tunnels per user are required for any interface.
For GTP-U, the TEID-U are used according to 3GPP TS 29.cde [x].
NOTE:
GTP-U is based on GTP version 1.
4.3
Protocol stack

Protocol stack for GTPv2 is depicted in Figure 4.3.
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Figure 4.3: GTPv2 stack

GTPv2 headers are specified in respective clauses of this specification.

4.3.1
UDP header and port numbers

A User Datagram Protocol (UDP) compliant with RFC 768 [7] shall be used.

4.3.1.1
Request Messages

The UDP Destination Port number for GTP-C request messages is 2123. It is the registered port number for GTP-C. 


The UDP Source Port is a locally allocated port number at the sending GTP entity.

4.3.1.2
Response Messages

The UDP Destination Port value shall be the value of the UDP Source Port of the corresponding request message.

The UDP Source Port shall be the value from the UDP Destination Port of the corresponding request message.







4.3.1.4
Version Not Supported Indication

The UDP Destination Port number for the Version Not Supported Indication shall be the UDP source port of the GTP packet that triggered the GTPv2 entity to send this message. 

The UDP Source Port number for the Version Not Supported Indication shall be the UDP destination port of the GTP packet that triggered the GTPv2 entity to send this message.

4.3.2
IP header and IP addresses

An Internet Protocol (IP) compliant with RFC 791 [6] shall be used.

4.3.2.1
Request Messages

The IP Source Address shall be an IP address of the source GTPv2 entity from which the message is originating.

The IP Destination Address in a GTP request message shall be an IP address of the destination GTPv2 entity.

4.3.2.2
Response Messages

The IP Source Address shall be copied from the IP destination address of the GTP request message to which this GTPv2 entity is replying. 

The IP Destination Address shall be copied from the IP Source Address of the GTP request message to which this GTPv2 entity is replying.







4.3.2.5
Version Not Supported Indication

The IP Source Address for the Version Not Supported Indication shall be set to the IP destination address of the GTP message that triggered the GTPv2 entity to send this message. 

The IP Destination Address for the Version Not Supported Indication shall be set to the IP source address of the GTP message that triggered the GTPv2 entity to send this message.

4.3.3
Layer 2

Typically Ethernet will be used as a Layer 2 protocol, but operators may use any other technology.

4.3.4
Layer 1

Operators may use any Layer 1 technology.

4.4
Transmission Order and Bit Definitions

The messages in this document shall be transmitted in network octet order starting with octet 1.

The most significant bit of an octet in a GTP message is bit 8. If a value in a GTP message spans several octets and nothing else is stated, the most significant bit is bit 8 of the octet with the lowest number.

* * * Next Change * * * *

6
GTP-C Messages and Message Formats


GTP-C message is sent across GTP control plane tunnel. In a message, GTP-C header is followed by zero or more information elements. GTP-C messages are used for the control plane path management, for the control plane tunnel management and for mobility management.


· 
· 

6.1
Message Format and Type values

GTP defines a set of messages between two associated EPC network elements. The messages to be used are defined in the Table 6.1.

Table 6.1: Message types for GTPv2

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	Message Type value (Decimal)
	Message
	Reference

	0
	Reserved
	

	1
	Echo Request
	

	2
	Echo Response
	

	3
	Version Not Supported Indication
	

	
	
	

	4-31
	Reserved for other protocols (currently, for S101)
	

	
	MME to PDN-GW (S11, S5/S8)
	

	32
	Create Session Request
	

	33
	Create Session Response
	

	34
	Update User Plane Request
	

	35
	Update User Plane Response
	

	36
	Modify Bearer Request
	

	37
	Modify Bearer Response
	

	38
	Delete Session Request
	

	39
	Delete Session Response
	

	40-63
	For future use
	

	
	Messages without explicit response
	

	64
	Modify Bearer Command
	

	65
	Allocate Bearer Resource Command
	

	66
	Deactivate Bearer Command
	

	67
	Release TFT Filter Command
	

	68-94
	For future use
	

	95
	PDN-GW to MME (S5/S8, S11)
	

	96
	Create Bearer Request
	

	97
	Create Bearer Response
	

	98
	Update Bearer Request
	

	99
	Update Bearer Response
	

	100
	Delete Bearer Request
	

	101
	Delete Bearer Response
	

	102-127
	For future use
	

	
	MME to MME, SGSN to MME, MME to SGSN (S3/10)
	

	128
	Identification Request
	

	129
	Identification Response
	

	130
	Context Request
	

	140
	Context Response
	

	141
	Context Acknowledge
	

	142
	Forward Relocation Request
	

	143
	Forward Relocation Response
	

	144
	Forward Relocation Complete Notification
	

	145
	Forward Relocation Complete Acknowledge
	

	146
	Forward SRNS Context Notification
	

	147
	Forward SRNS Context Acknowledge
	

	148-159
	For future use
	

	
	MME to SGW (S11)
	

	160
	Create Forwarding Tunnel Request
	

	161
	Create Forwarding Tunnel Response
	

	162-175
	For future use
	

	
	SGW to MME (S11)
	

	176
	Downlink Data Notification
	

	177
	Downlink Data Acknowledgement
	

	178-191
	For future use
	

	
	Other
	

	192-255
	For future use
	

	
	
	


6.1.1
Presence requirements of Information Elements

There are three different presence requirements (Mandatory, Conditional, or Optional) for an IE within a given GTP-PDU:

-
Mandatory means that the IE shall be included by the sending side, and that the receiver diagnoses a "Mandatory IE missing" error when detecting that the IE is not present. A response including a "Mandatory IE missing" cause, shall include the type of the missing IE.

-
Conditional means:

· that inclusion of the IE by the sender depends on conditions specified in the relevant protocol specification;
Editor's Note: the receiver shall check the conditions as specified in the corresponding message type description, based on the parameter combination in the message and/or on the state of the receiving node, to infer if a conditional IE shall be expected. Only if a conditional IE, which is absolutely necessary for the receiving entity to complete the procedure, is missing, then the receiver shall abort the procedure.

-
Optional means that the IE shall be included as a service option. Therefore, the IE may be included or not in a message.

For conditional IEs, the clause describing the GTP-PDU explicitly defines the conditions under which each IE becomes mandatory or optional for that particular GTP-PDU. These conditions shall be defined so that the presence of a conditional IE only becomes mandatory if it is critical for the receiving entity. The definition might reference other protocol specifications for final terms used as part of the condition.

Editor’s Note: This definition of conditions shall be done per conditional IE in a dedicated column of the table listing the IEs for that GTP-PDU. 

6.1.2
Comprehension requirements for Information Elements

For future extensibility of the GTP-C protocol, it shall be possible to add new mandatory and conditional Information Element (IE) types to the existing messages.

Editor’s note: It is FFS if these requirements would apply also to GTP-U.

For the legacy GTPv2 entity such IEs will be unexpected, but will be treated as optional IEs. That is, the IEs of known type will be processed and the IEs of unknown type will be silently discarded.

In future updates to the existing procedures it may become required that the sending entity is aware if the new mandatory or conditional IE was comprehended by the receiver, or not. 

New IE types that may be defined in future spec releases may belong to one of two classes:

-
IEs which can be safely ignored by the receiving entity. As all IEs are TLV encoded, a receiving entity can always continue decoding the rest of the message by ignoring the unknown IE.

-
IEs which require support by the receiving entity and which shall cause the rejection of the GTP message if such an IE is unknown or not supported.

Editor’s Note: It is for further study if a rejected Response message shall lead to an error notification back to the sender. Rejected Request messages shall always include an appropriate rejection cause value in the corresponding Response, but this can be added to the normative text, here or in clause 9.1, once the handling of Response messages is decided.

In order to support both types of future IEs, a flag "Comprehension Required" (CR) is part of the common header of each IE (see subclause 9.2)

6.1.3
Grouped Information Elements

Information elements can contain other IEs. This type of IE is called "Grouped IEs".

Grouped IEs have a length value in the TLV encoding, which includes the added length of all the embedded IEs plus the length of any other, non-TLV-encoded, value fields. Example:

[image: image2.emf] 
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Figure 6.1.3: Grouped IE format

In this example, the first value field, marked as "3 octets field", represents a field which is not a TLV encoded GTP IE.

In order to provide the flexibility of having optional or conditional embedded IEs, as well as a variable number of them, it is required that all non-TLV-encoded fields are the beginning of the grouped IE. After the last defined non-TLV-encoded field, only embedded TLV-encoded IEs might follow.

The flexibility of having optionial, conditional or a variable number of embedded fields within an IE is not provided by non-grouped IEs and it is due to the usage of TLV encoded fields. This flexibility also allows using one and the same type of grouped IEs for different messages and slightly different purposes, as long as the main purpose of the IE type is the same. It is encouraged to define grouped IEs in a flexible way to minimize the number of types needed.

Grouped IEs are not marked by any flag or limited to a specific range of IE type values. The clause describing an IE in this specification shall explicitly state if it is grouped.

* * * Next Change * * * *











	
	
	
	
	

	
	
	
	
	







	
	
	
	
	

	
	
	
	
	




















