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1. Introduction
This contribution discusses the methods for IP Mobility Mode indication and selection during authentication of a UE in trusted non-3GPP access. It is based on information exchanged between UE and 3GPP AAA server via skippable attributes in EAP-AKA, as agreed in the last CT1 meeting. 
2. Discussion
Stage 2 foresees that UE may indicate its capabilities with respect to IP Mobility Mode during authentication; if this indication is sent, the network (i.e. the 3GPP AAA server) has to respond with its decision. Additionally trusted non-3GPP access has to be informed (but this is a CT4 topic and left out here).
The required logical information exchange is depicted in fig. 1. 
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Figure 1: logical flow of information needed for IP Mobility Mode indication and selection.
Till now only one possibility for flow 1 is mentioned, how this should map onto the message flow defined in TS 33.402. (EAP-Response/AKA-Identity); fig. 2 shows two other variants. This is shown by red labels 1, 2, 3. 

Currently it is not stated how the indication from the 3GPP AAA server to the UE (containing the decision on the selected IP mobility mode) should be transported. We see also three options for it, and they are marked by blue labels 4, 5 and 6 in fig.2. Note that the EAP Success message is not suitable for carrying the necessary attributes.
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Figure 2: principal options for transport of IP mobility mode related indications
Option 1 is listed here for completeness only; it is outside of EAP-AKA, which would require a general EAP extension (or the already discussed NAI decoration); as such it is also not conformant to the current working assumption (namely, to utilize EAP-AKA skippable attributes). Option 4 for the indication NW ( UE would only be useable together with option 1, and is thus not analyzed further here.
Options 2 (like 4 and 6) uses an optional EAP-AKA message; this decreases signaling efficiency. With option 2 for the indication UE ( NW (as currently proposed), the optional dialogue for AKA identity would have to be mandated. If chosen, option 5 would be the logical choice for the response indication.

Option 6 for the opposite direction of indication it is slightly more efficient, because it would be used only if the 3GPP AAA server received an IPMS indication from the UE before. It also seems to be the correct place from functional point of view (the UE is properly authenticated and authorized). It would be enough to receive UE’s indication in option 3.
3. Conclusions

Based on the above discussion we see a slight advantage in using the combination of options 3 and 6 for realization of IPMS related indications between UE and 3GPP AAA server. 
4. Proposal


* * * First Change * * * *

6.3.2 IPMS indication
6.3.2.1
IPMS indication from UE to 3GPP AAA server
During network access authentication, UE may provide an explicit indication to the 3GPP AAA server about the supported mobility protocol by using an attribute in the EAP-AKA protocol as defined in subclause 6.3.2.1, to extend the EAP-AKA protocol as specified in section 8.2 of RFC 4187 [24]. This attribute is provided in EAP-Response/AKA-Challenge message payload.

The UE can provide indication for DSMIPv6 support only, NBM support only or support for both DSMIPv6 and NBM.

Editor's note:
It is FFS if indication for MIPv4 is supported and if UE can indicate preference for a specific mobility protocol.

Editor’s note: It is FFS if and how the UE provides an indication for scenarios where EAP-AKA based authentication is not performed in trusted access networks.

6.3.2.2
IPMS indication from 3GPP AAA server to UE
If the UE provided an explicit indication as described in clause 6.3.2.1, the 3GPP AAA server shall inform the UE of its decision on the mobility protocol and IP preservation mode by invoking an EAP-Request/AKA-Notification dialogue.
6.3.2.3
IPMS indication attributes
Editor’s note: This subclause will describe in detail how the EAP-AKA attribute is used for providing the IPMS indication.
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