Error! No text of specified style in document.
5
Error! No text of specified style in document.

3GPP TSG CT WG1 Meeting #54
C1-082563
Zagreb, Croatia, 23rd – 27th June 2008













rev of C1-082136
Source:
Samsung

Title:
P-CR: Restructuring subclause 6.8 and adding signalling procedure text
Spec:
3GPP TS 24.302

Agenda item:
9.2.3
Document for:
Decision
1. Introduction
After the P-CRs agreed at CT1#53, it is proposed to better align the subclauses that describes commuincations between UE and ANDSF over the S14.
2. Reason for Change

In CT1#53 when P-CRs were agreed for subclause 6.8.x, a start was made on communication over the S14 refernce point. However, it is necessary to further develop what P-CRs were agreed at CT1#53, so that:-

a)
Subclause 6.8 and its subclauses properly aligns what has to be done on UE side and what has to done on ANDSF side.

b)
It is clear the roles required of the UE and the ANDSF for the PULL model and for the PUSH model.

c)
Point out what are still FFS by moving the Editor's notes to the correct subclause affecting the involved entity.

3. Conclusions

--
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302, v0.4.0
* * * First Change * * * *
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* * * Next Change * * * *

6.8
Communication over the S14
Editor's note:
This subclause will detail all the communications between UE and ANDSF over the S14 reference point. The scope of this communication will be driven by what is in the stage 2 TS 23.403 [4].

6.8.1
General

In order to assist the UE with performing access network discovery and selection, a set of information needs to be provided to the UE. This information contains the access network discovery and selection information to assist the UE with selecting the access network, and/or the inter-system mobility policy to control and assist the UE with performing the inter-system change. 
This set of information can either be provisioned in the UE by the home operator, or provided to the UE by the ANDSF over the S14 reference point via pull or push mechanisms as defined in 3GPP TS 23.402 [4] by means of the access network discovery and selection procedures as described in subclause 6.8.2. 
The ANDSF is located in the subscriber's home operator network and needs to be known to the UE or discovered by the UE. Through push mechanisms the ANDSF can provide assistance information at any time to the UE. Through pull mechanisms the UE can send a request to the ANDSF in order to get assistance information for access network discovery and selection.





* * * End of Next Change * * * *

* * * Next Change * * * *

6.8.2
Interaction with the Access Network Discovery and Selection Function

Editor's note:
This subclause will detail the protocol interactions between UE and the ANDSF over the S14 reference point in trusted and untrusted non-3GPP accesses.

6.8.2.1
General aspects of interaction

The S14 interface enables IP level communication between the UE and ANDSF. The protocols supported by the S14 interface are realized above the IP level. Both pull and push mechanisms may be supported for communication between the UE and the ANDSF. A combination of pull and push mechanisms may also be supported.















6.8.2.2
UE procedures
6.8.2.2.1
UE discovering the ANDSF
The domain name or the IP address of the ANDSF can be provisioned in the UE by the home operator. If not provisioned in the UE,  the domain name or the IP address of the ANDSF can also be discovered by the UE by means of the DHCP query as specified in draft-ietf-mipshop-mos-dhcp-options [26]. The ANDSF IP address, the port and the transport protocol by which the UE can contact the ANDSF can be obtained by the UE as described in draft-ietf-mipshop-mos-dns-discovery [25].
Editor's note:
When a UE is roaming, how the UE's location can be obtained by the ANDSF in order to provide the corresponding information to that UE is FFS.

Editor's note:
The granularity of the UE's location that the UE provides to the ANDSF is FFS.
Editor's note:
It is FFS how the UE can avoid the ping-ponging due to performing the inter-system changes based on the information provided by the ANDSF. 

Editor’s note: It is FFS how ANDSF performs the access control (i.e., user authentication and authorization) to access network discovery information and limit the amount of information delivered to the UE.
Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.

When performing DNS resolution, the UE shall build a Fully Qualified Domain Name (FQDN) for the DNS request and select the IP address of the ANDSF included in the DNS response message.

When performing DHCP resolution, the UE shall perform DHCP query and select the IP address of the ANDSF offered by the DHCP Server, or perform another DNS query to get the IP address of the ANDSF when the DHCP Server only provides the domain name of the ANDSF.

6.8.2.2.2
Role of UE for Push model
Editor's note:
The following are FFS:-
- registration by the UE to the ANDSF; and
- the methods and mechanisms in the UE to validate information received from the ANDSF is indeed meant for that UE
- the privacy issues related to provision of location of the UE to the ANDSF and
- the type of location information, the accuracy and how this information is conveyed.
6.8.2.2.3
Role of UE for Pull model

In the pull model of communication, the UE sends a query to ANDSF to retrieve information about available access networks in its vicinity. The UE sends a request to the ANDSF to retrieve access network information. The UE may include the following information in the request:

1)
UE’s current location; and
Editor's note:  The granularity of location information (e.g. GPS, cell identity, etc.) is FFS. 
Editor's note: It is FFS how to comply with location services requirements in 3GPP TS 22.071 [xx], especially referring to local, national and regional privacy requirements and to the confidentiality of location information. In some countries it is not allowed to store the user's location information.
2)
UE capabilities (e.g. list of access networks that can be selected).
Editor's note:  Other information that may be provided by the UE in request message is FFS.
6.8.2.3
ANDSF procedures
6.8.2.3.1
General

The ANDSF also provides information about inter-system mobility policy. The inter-system mobility policies may be organized in a hierarchy and a priority order among multiple policies may determine which policy has the highest priority. The policies may indicate preference of one access network over another or may restrict inter-system mobility to a particular access network under certain conditions. The ANDSF may also specify validity conditions which indicate when a policy is valid. Such conditions may be based on time duration, location, etc.
Editor's note: The exact description and scope of policies applicable for different access networks is FFS
6.8.2.3.2
Role of ANDSF for Push model
In the push model the ANDSF may update the inter-system mobility policy based on network triggers. The ANDSF shall be able to limit the information provided to the UE. This can be based on UE’s current location, UE capabilities, etc.
Editor's note: On the ANDSF side, for the PUSH model to function correctly, the ANDSF:-
- needs the IP address and current location of the UE; and 
- needs to be updated if the IP address or the location of the UE changes; and 
- must have an agreed method with the UE to check that provided information is meant for intended recipient.
Editor's Note:
The criteria governing the interval at which information is pushed by ANDSF to UE is FFS.
6.8.2.3.3
Role of ANDSF for Pull model

On receipt of the request message the ANDSF sends a response to the UE. The response includes information about available access networks. The ANDSF provides the following information about available access networks:

1)
Type of Access network (e.g. WLAN, WiMAX);

2)
Access Network Identifier (e.g. SSID of WLAN network);

3)
The PLMN(s) it provides access to; and

4)
A preference value indicating the serving operator’s preference to access a particular access network.

Editor's note: The exact information provided for each access network is FFS

* * * End of Next Change * * * *
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