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1. Introduction
TS 24.303 defines the DSMIPv6 support as an overlay of the underlying access networks, in line with the nature of DSMIPv6 protocol and the stage 2 in TS 23.402. This implies that DSMIPv6 procedures for UE and HA are independent of the network based protocol used in the access where the UE is attached to. 

2. Reason for Change
As specified in TS 23.402 and TS 24.303, the E-UTRAN is considered as the home link. As soon as the UE attached to the home link, it shall send a de-registration BU to the HA function at the PGW in order to remove the binding cache entry associated with the previous Care-of Address and to start receiving packets through the E-UTRAN link. This procedure shall be done by the UE irrespective of which protocol is used over S5, either PMIPv6 or GTP. That means that the procedures for the UE and the HA function at the PGW shall be independent of the underlying network based protocol. In particular this has a clear consequence at the PGW/HA/LMA: the binding cache entry for the DSMIPv6 and PMIPv6/GTP registrations shall be different so that the PGW function does not behave differently depending on the usage of PMIPv6 or GTP. This allows also avoiding some tricky race conditions which are discussed in detail in draft-tsirtsis-logically-separate-lmaha-00.

The above procedure is not clear in the current TS 24.303. A clarification is needed in subclause 5.2.3.
3. Conclusions

The contribution proposes adding clarification of the DSMIP back home procedure.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303 v.0.4.1.
* * * First Change * * * *

5.2.3
HA procedures

When the HA receives a Binding Update from the UE, the HA shall validate it as described in IETF RFC 3775 [6]. If the validation is successful, it shall update the binding cache entry related to the Home Address included in the Binding Update.

If the Binding Update is an IPv6 packet, , if the Alternate Care-of Address is present, the HA shall verify the correctness of Alternate Care-of Address Option as specified in draft-arrkko-mext-rfc3775-altcoa-check [22]. If the option is valid, the HA shall update the binding cache entry with the Care-of Address is in the Source Address of the IPv6 header. 

If the Binding Update outer header is an IPv4 header and the IPv4 Care-of Address in the IPv4 Care-of Address option is the same as the IPv4 address in the Source Address in the outer IPv4 header, the HA shall update the binding cache entry with the Care-of Address in the IPv4 Care-of Address option and shall send a Binding Acknowledgment encapsulated in IPv4 as specified in draft-ietf-mip6-nemo-v4traversal [2].. 

If in the received Binding Update the IPv4 Care-of Address in the IPv4 Care-of Address option is not the same as the IPv4 address in the Source Address in the outer IPv4 header then a NAT was in the path. This information shall be included in the Binding Acknowledgement within a NAT Detection option with the F bit set. The Binding Acknowledgment shall be encapsulated in UDP and the binding cache updated as specified in draft-ietf-mext-nemo-v4traversal [2].

If the Binding Update contains an IPv4 Home Address option with an IPv4 Home Address previously assigned, the HA shall update also the binding cache entry related to the IPv4 Home Address to the UE. In any case, the Binding Acknowledgement shall always contain the IPv6 Home Address of the UE in the routing header.

If the Binding Update contains an IPv4 Home Address option with the unspecified IPv4 address, the HA shall assign an IPv4 Home Address to the UE, including an IPv4 Address Acknowledgement option in the Binding Acknowledgement message. In any case, the Binding Acknowledgement shall always contain the IPv6 Home Address of the UE in the routing header.

If the Key Management Mobility Capability (K) bit is set in the Binding Update and the Home Agent supports the feature, the Home Agent updates its IKEv2 security associations to include the UE’s Care-of Address as the peer address and the Binding Acknowledgement is returned with the K bit set.

If the Lifetime field in the Binding Update is set to 0, the HA shall process the message based on IETF RFC 3775 [6], removing the associated binding cache entry and sending the Binding Acknowledge message with the Status field set to 0 (Binding Update accepted). When the UE is back to home and a home binding is created, the DSMIPv6 binding shall not be removed or modified immediately. The HA should start a timer. If Binding Update with lifetime field set to “0” from the UE is not received before the timer expiration, the DSMIPv6 BCE shall be removed. Before the time expiration, the forwarding packets are delivered at the home link path only. The HA shall be able to accept reverse packets from both DSMIPv6 binding path and home link path.
* * * End Change * * * *

