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Abstract of the contribution: This paper discusses various possible solutions for the UE to determine that the incoming call is an emergency call back from the PSAP.
1
Introduction

During SA2 #64, a couple of CRs (see S2-082844 and S2-082845) were approved in 3GPP SA2 which added a requirement to identify emergency call backs from PSAPs. This paper discusses various possible solutions for the UE to determine that the incoming call is an emergency call back from the PSAP.
2
Solutions
Based on S2-082845 the following is assumed:

· If the call back is from an IP-based PSAP, the PSAP adds an indication in the SIP signalling to indicate the session is an emergency call back.

· If the call back is from a PSTN-based PSAP, the MGCF adds an indication in the SIP signalling to indicate the session is an emergency call back

This section analyzes the pros/cons of various solutions by which the MGCF/IP-based-PSAP can notify the UE that the incoming session request is an emergency call back from a PSAP.
2.1
A new SIP header
In this solution, the MGCF/IP-based PSAP-CSCF inserts a new SIP header (e.g., P-Emergency-Indication or Emergency-Indication) in the SIP Request sent to the UE to indicate the call back is from a PSAP. The UE can use the presence of this header to determine the terminating session is an emergency call back.

e.g.:
INVITE alice@client.atlanta.example.com SIP/2.0
To:  sip:alice@atlanta.example.com
From: sip:psap@psap.example.com;tag=1928301774
P-Emergency-Indication: e-call-back
Defining new SIP headers, including P-headers, would require standardization in IETF. So, this approach needs further evaluation to see whether it can meet our Rel-8 timelines.
2.2
P-Asserted-Identity header

Another solution is for the MGCF/IP-based-PSAP to populate the P-Asserted-Identity header in the SIP request with an emergency URN which indicates to the UE that the incoming session is an emergency call back session.

Unfortunately, RFC 3325 restricts the P-Asserted-Identity to only SIP, SIPS and TEL URI. However, there are discussions going on in the IETF ECRIT mailing list to remove this restriction and allow the header to contain URNs, in which case this solution seems like a viable and simple option.

E.g. SIP request:

INVITE alice@client.atlanta.example.com SIP/2.0

To:  sip:alice@atlanta.example.com

From: sip:psap@psap.example.com;tag=1928301774
P-Asserted-Identity: urn:service:sos

2.3
Priority header

Another option is to use the Priority header. RFC 3261 defines the “Priority” header which indicates the urgency of the request as perceived by the client. The header field can have the values "non-urgent", "normal", "urgent", and "emergency", but additional values can be defined elsewhere. The MGCF/IP-based-PSAP can set the value of Priority header to “emergency” or “emergency-call back” (new value which needs to registered with IANA)
This is not a good solution, since the semantics of the header is not clearly specified in RFC 3261.

E.g. SIP Request

INVITE alice@client.atlanta.example.com SIP/2.0

To:  sip:alice@atlanta.example.com

From: sip:psap@psap.example.com;tag=1928301774
Priority: emergency-callback
2.4
Indication through SDP attribute

The MGCF/IP-based-PSAP can add a new session-level SDP attribute in the SDP offer to indicate that the session is an emergency call back. 
E.g., SDP of INVITE
INVITE alice@client.atlanta.example.com SIP/2.0

To:  sip:alice@atlanta.example.com

From: sip:psap@psap.example.com;tag=1928301774

….
 ### SDP body

 v=0

 o=psap 2890844526 2890844526 IN IP4 psap.example.com

 s=-

 c=IN IP4 192.0.2.101

 t=0 0

 a=emergency-call-back

 m=audio 49172 RTP/AVP 0

 a=rtpmap:0 PCMU/8000…

The SDP parameter option requires IANA registration but it is "Specification Required" rather than RFC or Standards-track RFC, so it will not take a long time to standardize this option. However, indication of emergency call back through SIP is more efficient since the UE does not have to parse the SDP body to determine whether session is an emergency call back or not. So, this solution is less preferable compared to SIP-based solutions.
3
Conclusion
Based on the analysis of various options listed above, the contributors propose the group consider only options 2.1 (new P- header), and 2.2 (P-Asserted-Identity). The P-Asserted-Identity based solution is the simplest if IETF relaxes the requirement for the header to carry only SIP/SIPS/TEL. For the P-Asserted-Identity option, the UE has the parse the contents of the header to check for the presence of an emergency URN. This may add slight complexity to the UE implementation, whereas the new SIP header option has no such complexity. The new SIP header approach (including “P-“ header) would need to be standardized in IETF, so there is good chance that it may not meet our Rel-8 timelines.
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