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1
Introduction

During SA2 #65, a CR (see S2-084305) was approved which added a requirement whereby a P-CSCF needs to notify the UE of “non UE detectable emergency sessions”, so that the UE can implement appropriate feature interactions for emergency sessions specified in 3GPP TS 22.173 and not perform domain transfer of emergency calls as specified in TS 23.206. This paper discusses various possible solutions for the notification from the P-CSCF.

2
Solutions
This section analyzes the pros/cons of various solutions by which the P-CSCF can notify the UE of “non UE detectable emergency sessions”.

2.1
A new SIP header
In this solution, when the P-CSCF detects a “non UE detectable emergency session “,  it inserts a new SIP header (e.g., P-Emergency-Indication or Emergency-Indication etc) in the response (e.g., 18x, 200 OK etc) sent to the UE. The UE can use the presence of this header to determine the session initiated by the UE was an emergency session.

e.g. SIP response:
180 Ringing
To:  sip:non-ue-detected-ecall@example.com;tag=a6c85cf
From: sip:alice@atlanta.example.com;tag=1928301774
P-Emergency-Indication: e-call
Defining new SIP headers, including P-headers, would require standardization in IETF. So, this approach needs further evaluation to see whether it can meet our Rel-8 timelines.
2.2
History-Info header

3GPP TS 24.229 section 5.2.10.4 states the following. The P-CSCF shall:

“1) include in the Request-URI an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], if necessary, and execute the procedure described in step 3, 4, 5, 6, and 7, in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate. An additional sub-service type can be added if information on the type of emergency service is known. The entry in the Request-URI that the P-CSCF includes may either be:

-
as received from the UE in the Request URI in accordance with RFC 5031 [69]; or

-
as deduced from the Request-URI received from the UE; “

The above requirements imply that for “non UE detectable emergency sessions”, the P-CSCF re-writes the Request-URI provided by the UE with an emergency URN with the top-level service type of “sos”, along with additional sub-service type if needed. Since the Request-URI is overwritten, the P-CSCF can also populate the “History-Info” header (see RFC 4244) with the new re-targeted URI and the original URI inserted by the UE. The UE upon receiving a SIP response containing a History-Info can examine its contents to determine whether the session initiated was an emergency session or not – the presence of an emergency URN in the History-Info header indicates the session was an emergency session.

E.g. SIP response:

180 Ringing
To:  sip:non-ue-detected-ecall@example.com;tag=a6c85cf
From: sip:alice@atlanta.example.com;tag=1928301774
History-Info:  sip:non-ue-detected-ecall@example.com; index=1, urn:service:sos;index=1.1

2.3
P-Asserted-Identity header

Another solution is for the P-CSCF to populate the P-Asserted-Identity header in the SIP response with an emergency URN which indicates to the UE that the session it initiated was an emergency session.

Unfortunately, RFC 3325 restricts the P-Asserted-Identity to only SIP, SIPS and TEL URI. However, there are discussions going on in the IETF ECRIT mailing list to remove this restriction and allow the header to contain URNs, in which case this solution seems like a viable and simple option.

E.g. SIP response:

180 Ringing
To:  sip:non-ue-detected-ecall@example.com;tag=a6c85cf
From: sip:alice@atlanta.example.com;tag=1928301774
P-Asserted-Identity: urn:service:sos

2.4
Priority header

Another option is to use the Priority header. RFC 3261 defines the “Priority” header which indicates the urgency of the request as perceived by the client. The header field can have the values "non-urgent", "normal", "urgent", and "emergency", but additional values can be defined elsewhere.

Unfortunately, as shown below, the RFC 3261 restricts the use of this header only to SIP Requests. 

Header field              where       proxy ACK BYE CAN INV OPT REG

___________________________________________________________________

Priority                    R          ar    -   -   -   o   -   -

So, the only way for P-CSCF to use this header is to initiate a new request (e.g., UPDATE) towards the UE including this header with a value “emergency”. 

This is not a good solution, especially since the semantics of the header is not clearly specified in RFC 3261.

E.g. SIP Request

UPDATE 192.x.x.x SIP/2.0
To:  sip:non-ue-detected-ecall@example.com;tag=a6c85cf
From: sip:alice@atlanta.example.com;tag=1928301774
Priority: emergency

2.5
Indication through SDP attribute

The P-CSCF can add a new session-level SDP attribute in the SDP answer to indicate that the session is a “non UE detectable emergency sessions”. This option is extremely based for various reasons, including the fact that it breaks RFC 3261 which forbids proxies from modifying SIP bodies. This option is listed only for the sake of completeness. 
3
Conclusion
Based on the analysis of various options listed above, the contributors propose the group consider only options 2.1 (new SIP header), 2.2 (History-Info) and 2.3 (P-Asserted-Identity). The P-Asserted-Identity based solution is the simplest if IETF relaxes the requirement for the header to carry only SIP/SIPS/TEL. The History-Info option has the least dependency on IETF, so it’ll be easiest option to standardize in 3GPP. For both the P-Asserted-Identity and History-Info options, the UE has the parse the contents of the header to check for the presence of an emergency URN. This may add slight complexity to the UE implementation, whereas the new SIP header option has no such complexity. The new SIP header approach (including “P-“ header) would need to be standardized in IETF, so there is good chance that it may not meet our Rel-8 timelines.
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