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1. Reason for Change
Section 5.1.2.2 of TS 24.303 contains an editor’s note on how the UE indicates the target PDN in the IKEv2 signalling. This document proposes to use the HA-APN as specified in TS 23.003 in the IDr field of IKEv2. The HA-APN and the motivations to introduce the HA-APN are discussed in C1-082361. This approach is fully in line with what specified in TS 24.234 where the W-APN is introduced and is used both to discover the PDG IP address via DNS and to indicate the target PDN information in the IDr field of IKEv2.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303 v1.0.0.
* * * First Change * * * *

5.1.2.2
Security association establishment and Home Address assignment
The UE shall support the IKEv2 protocol (see IETF RFC 4306 [14]) for negotiating the IPsec security association to secure DSMIPv6 signalling and shall support EAP over IKEv2 as described in IETF RFC 4306 [14] to perform authentication with an AAA server.

The UE shall support IPsec ESP (see IETF RFC 4303 [11]) in order to provide authentication of Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4].

The UE shall initiate the security association establishment procedure by sending the IKE_SA_INIT request message defined in IETF RFC 4306 [14] to the Home Agent. On receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message including the MN-NAI in the IDi payload and the Home Agent Access Point Name (HA-APN)  of the target PDN the UE wants to connect to in the IDr payload. The HA-APN shall be formatted as defined in 3GPP TS 23.003 [17].

NOTE: 
The UE uses the same HA-APN in the IDr when performing multiple PDN connectivity to the same PDN. There is no need of any decoration of the HA-APN as the security associations established will be different and bound to the HoA and then to a single PDN connection.

EAP-AKA over IKEv2 shall be used to authenticate UE in the IKE_AUTH exchange, while public key signature based authentication with certificates shall be used to authenticate the Home Agent.

During the IKEv2 exchange, the UE shall request the allocation of an IPv6 home prefix and optionally an IPv4 Home Address through the Configuration Payload in the IKE_AUTH. Since in EPS a unique IPv6 prefix is assigned to the UE, the UE shall include a MIP6_HOME_PREFIX attribute in the CFG_REQUEST message as described in IETF RFC 5026 [10]. In addition the UE may include the INTERNAL_IP4_ADDRESS and INTERNAL_IP4_NETMASK attributes in the CFG_REQUEST message as permitted by IKEv2 IETF RFC 4306[14] for the purpose of IPv4 Home Address assignment. The UE shall then auto-configure a Home Address from the IPv6 prefix received from the Home Agent and shall run a CREATE_CHILD_SA exchange to create the security association for the new Home Address. In the CREATE_CHILD_SA exchange the UE shall include the Home Address and the appropriate selectors in the TSi (Traffic Selector-initiator) payload to negotiate the IPsec security association for protecting the Binding Update and Binding Acknowledgement messages as specified in IETF RFC 4877 [4].
