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1. Introduction
ANDSF is introduced into EPS in order to help UE to perform network reselection according to the operator’s policies. This contribution discusses the communication between UE and ANDSF via S14 interface.
2. Reason for Change
According to the agreement of SA2, an ANDSF entity is the central of this function, which contains data management and control functionality necessary to provision network discovery and selection assistance data as per operators' policy. UE can communicate with ANDSF via S14 interface, which is realized above IP level.
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Figure 1: Architecture for Access Network Discovery and Selection Function

The following function should be supported via S14 interface:
1) ANDSF discovery procedure by UE

Before communicating with ANDSF entity, the UE shall perform ANDSF discovery procedure to get the IP address of the ANDSF entity, which can be through a DNS or DHCP query. The IP address can also be pre-configured in the UE.
Roaming scenario is not considered in Rel-8, the ANDSF in HPLMN should be discovered by UE even when UE is roaming. So the FQDN for DNS query should include the HPLMN indicator (e.g. HPLMN ID, HPLMN domain name, etc) or other similar mechanism in order to help DNS server to offer the correct IP address of the hANDSF for the UE. But the detail solution will not discussed in this contribution. 
2) UE retrieves the information for access network discovery and selection from ANDSF
When UE switch on or the policy stored in UE is invalid, the UE should initiate sending Access Network Information Request message to the selected ANDSF in order to retrieve the updated information for ND&S. The ANDSF shall send Access Network Information Response message in response to UE.
Because the UE would perform the procedure periodically, and the ANDSF has to deal with lots of UE’s request, the ANDSF shall be able to limit the amount of information provided to the UE.

3) ANDSF can initiate data transfer to the UE based on network triggers
When the information for ND&S (e.g. policy) has been changed, ANDSF shall ask the related UE to update the information as soon as possible by initiating sending Access Network Information Provision message to the UE.
In order to meet with the requirement of Steering of Access (specified in TS 22.278), ANDSF shall also support initiate sending Access Network Information Provision message including updated information to the UE according to the triggers. The UE shall update the information and send back Access Network Information Ack message to the ANDSF.
So, ANDSF shall establish a new entry for the UE when it connects with ANDSF at the first time, then the ANDSF can send information to the UE based on the routing information (e.g. IP address of the UE) stored in the ANDSF.
4) ANDSF shall monitor the validity of the stored UE context

ANDSF shall establish a new entry for the UE during the first interaction between the UE and the ANDSF, and update it at subsequent interaction procedure. However, the context for the UE may be invalid especially when the UE switch off. So, the ANDSF shall monitor the validity of the UE context and release the related resources when it is invalid.
There are several solutions:

(a) UE can initiate de-registration procedure before it switch off to inform the ANDSF to release all related resources normally. But this mechnism can not be used for some exceptional cases, e.g. the UE is detached implicitly by the IP access network.
(b) There is also possible for the access network gateway (e.g. PDN-GW) to inform the ANDSF to release related resources when the gateway is aware of releasing the IP address which has been stored in the ANDSF. But this mechnism will enchance the interaction between gateway and ANDSF as per user, and the gateway has to store the IP address of the ANDSF selected by UE.
(c) The ‘validity condition’ sent by ANDSF to UE may be also used to monitor the validity of the UE context by ANDSF when it indicates the time duration. But it is still not suitable according to the following shortcomings:
· The ‘validity condition’ may indicate location area instead of time duration.

· The timer for the validity condition indicating time duration should be configured per UE, so too many timers in the ANDSF are needed, which would consume a lot of resources.
However, it’s not necessary for the ANDSF to release the related resources immediately once the UE is unreachable, the related resource can be kept for a period of time and can be updated when the UE interacts with the ANDSF again. Only the resources which are out of date should be erased from the ANDSF.

So it proposes to use the time stamp mechanism to monitor the UE context. The ANDSF update the time stamp with the current time when receiving message from the UE. The time stamp should be set per UE. The ANDSF can initiate circular timer, and compare the current time with the time stamp for UE when the timer expires, and then delete the resources for the UE whose time stamp is out of date.
5) UE shall check the validity of the received message sent by ANDSF
The messages sent from ANDSF to UE are encapsulated as IP packet, and ANDSF shall set the target IP address of the IP packet as the IP address of UE which may be allocated by PDN GW or HA and shall be stored in the ANDSF. 
However, the IP address of UE can be allocated to another UE after it is drawn back, but it may still be stored in the ANDSF for the previous UE because the context for the previous UE is waiting for being updated or released. In this case, if the ANDSF initiates the data transfer based on the network triggers, the data should be encapulated as IP packet with setting the destination IP address as the stored IP address, and then the data will be sent to another UE instead of the real UE because the IP address is reallocated. So it is necessary for the UE to check whether the received message is for itself or not.
Additional UE’s identity included in the message sent to UE from ANDSF, can be used by the UE to check the validity of the message. When receiveing the message from ANDSF, the UE shall discard it silently or give a error response to ANDSF if the UE’s identity in the message is not accord with itself, otherwise the UE shall give positive response to the ANDSF.
The pernmanent UE’s identity (e.g. IMSI) is not recommanded to be used here considering the security aspect. Besides, other temporary identity used for the specific IP access network (e.g. GUTI, P-TMSI, Pseudonym user name) are also not recommanded to be used because ANDSF shall indenpent with IP access network.

So it suggests that ANDSF should allocate a temporary UE’s identity during the first interaction between UE and ANDSF, which is unique in the ANDSF and stored both in UE and ANDSF. When the UE has a valid temporary identity, it shall include the identity in the request message sent to ANDSF (e.g. periodic retrieving information). And the ANDSF can find out the context of the UE according to the temporary identity. When the ANDSF initiates sending data to UE, the temporary identity shall also be included in the message which can be used by the UE to check the validity of the message.
3. Conclusions

This contribution discusses the communication between UE and ANDSF, which includes five functions. It proposes these functions are added into the TS 24.302.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [8] apply:
Evolved packet core network
Evolved packet system
* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA
Authentication, Authorization and Accounting
ANDSF               Access Network Discovery and Selection Function
APN
Access Point Name
DHCP                  Dynamic Host Configuration Protocol
DNS
Domain Name System

DSMIPv6
Dual-Stack MIPv6

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core Network
ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESP
Encapsulating Security Payload

FQDN
Fully Qualified Domain Name

HRPD
High Rate Packet Data

IEEE
Institute of Electrical and Electronics Engineers
IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility Mode Selection

NAI
Network Access Identifier

NBM
Network based mobility management
UE
User Equipment

UICC
Universal Integrated Circuit Card

W-APN
WLAN APN

WiMAX
Worldwide Interoperability for Microwave Access
WLAN
Wireless Local Area Network

WMF
WiMAX Forum

* * * Next Change * * * *

6.8
Communication over the S14

Editor's note:
This subclause will detail all the communications between UE and EPC over the S14 interface. The scope of this communication will be driven by what is the Stage 2.

6.8.1
General
6.8.2
Interaction with the Access Network Discovery and Selection Function

Editor's note:
This subclause will detail the protocol interactions between UE and the ANDSF over the S14 interface in trusted and untrusted non-3GPP accesses.

6.8.2.1 UE procedures
If the IP address of the ANDSF is not provisioned in the UE, the UE shall perform DNS or DHCP procedure in order to retrieve the IP address of the ANDSF.
Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.
When performing DNS resolution, the UE shall build a Fully Qualified Domain Name (FQDN) for the DNS request and select the IP address of the ANDSF included in the DNS response message.
When performing DHCP resolution, the UE shall perform DHCP query and select the IP address of the ANDSF offered by the DHCP Server, or perform another DNS query to get the IP address of the ANDSF when the DHCP Server only provides the domain name of the ANDSF.
6.8.2.2 ANDSF procedures
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