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<<Begin Change 1>>

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [2] and the following apply:

Application Server Incoming Leg Control Model (AS-ILCM): models AS behaviour for handling SIP information for an incoming leg.

Application Server information (AS-info): AS-info contains individualized information concerning one particular Application Server entry.
This information contains e.g. Application Server Address (6.9.1.1) and it's corresponding Default IP Multimedia Handling information (6.9.1.2).

Application Server Outgoing Leg Control Model (AS-OLCM): models AS behaviour for handling SIP information for an outgoing leg.

Combined ILSM OLSM – Incoming/outgoing Leg State Model: models the behaviour of an S-CSCF for handling SIP messages on an incoming and outgoing session leg.
Filter Criteria (FC): the information which the S-CSCF receives from the HSS or the AS that defines the relevant SPTs for a particular application.
They define the subset of SIP requests received by the S-CSCF that should be sent or proxied to a particular application.

Include Contents Trigger (ICT): a trigger that that may cause the S-CSCF to include part or all of the incoming SIP REGISTER request in the third party REGISTER request.
Incoming Leg Control Model (ILCM): models the behaviour of an S-CSCF for handling SIP information sent to and received from an AS for an incoming session leg.

Initial Filter Criteria (iFC): filter criteria that are stored in the HSS as part of the user profile and are downloaded to the S-CSCF upon user registration.
They represent a provisioned subscription of a user to an application.
Initial Request: a SIP request that either initiates the creation of a new dialog or is part of a standalone transaction.

IP Multimedia Service Switching Function (IM-SSF): functional entity that interfaces SIP to CAP.

IP Multimedia CAMEL Subscription Information (IM-CSI): identifies the subscriber as having IP Multimedia CAMEL services.

IP Multimedia session: IP Multimedia session and IP Multimedia call are treated as equivalent in the present document.

Originating IP Multimedia CAMEL Subscription Information (O-IM-CSI): identifies the subscriber as having originating IP Multimedia CAMEL services.

Outgoing Leg Control Model (OLCM): models the behaviour of an S-CSCF for handling SIP information received from and sent to an AS for an outgoing session leg.

Private User Identity: a unique global identity defined by the Home Network Operator, as defined in 3GPP TS 23.228 [3].
Public User Identity: the public user identity/identities are used by any user for requesting communications to other users and are in the form of a SIP URL or TEL URL as defined in 3GPP TS 23.228[3].

Service Key: the Service Key identifies to the Application Server the service logic that shall apply.
The Service Key is administered by the HPLMN. For CAMEL services, the Service Key is an element of the CAMEL Subscription Information (CSI).

Service Point Trigger (SPT): the points in the SIP signalling that may cause the S-CSCF to send/proxy the SIP message to an SIP AS/OSA SCS/IM-SSF.
The subset of all possible SPTs which are relevant to a particular application are defined by means of Filter Criteria.
Service Platform Trigger Points (STP): the points in the SIP signalling that instruct the SIP AS, OSA SCS and IM-SSF to trigger the service logic.
For the IM-SSF the IP Multimedia Camel Subscriber Information (IM-CSI) defines them.

Subsequent Filter Criteria (sFC): filter criteria that are signalled from the SIP AS/OSA SCS/IM-SSF to the S-CSCF.
They allow for dynamic definition of the relevant SPTs at application execution time.

Subsequent Request: a SIP request which is part of an existing dialog. This also includes target refresh requests as defined in RFC 3261 [6].

Standalone Transaction: a SIP transaction that is not part of an existing dialog and does not initiate the creation of a new dialog.
Terminating IP Multimedia CAMEL Subscription Information (T-IM-CSI): identifies the subscriber as having terminating IP Multimedia CAMEL services.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.13 apply:

IMS application reference

IMS communication service

IMS communication service identifier

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AAA
Authentication, Authorization, and Accounting
API
Application Programming Interface

AS
Application Server

AS-ILCM
Application Server Incoming Leg Control Model

AS-OLCM
Application Server Outgoing Leg Control Model

B2BUA
Back-to-Back User Agent

CAMEL
Customized Applications for Mobile network Enhanced Logic

CAP
CAMEL Application Part

CCF
Charging Collection Function
CDR
Charging Data Records

CF
Call Forwarding

CFonCLI
Call Forwarding on Calling Line Identification

CGI
Common Gateway Interface

CPL
Call Processing Language

CLI
Calling Line Identification

CSCF
Call Session Control Function

CSE
CAMEL Service Environment

ECF
Event Charging Function

FC
Filter Criteria

GPRS
General Packet Radio Service

GPRS CID 
GPRS Charging IDentifiers

GRUU
Globally Routable User agent URI

gsmSCF
gsm Service Control Function

HPLMN
Home PLMN

HSS
Home Subscriber Server

IETF
Internet Engineering Task Force

I-CSCF
Interrogating CSCF 

IARI
IMS Application Reference Identifier
ICID 
IMS Charging ID 

ICSI
IMS Communication Service Identifier
ICT
Include Contents Trigger

iFC
Initial Filter Criteria

ILCM
Incoming Leg Control Model

IM
IP Multimedia

IM-CSI
IP Multimedia CAMEL Subscription Information 

IMS
IP Multimedia Subsystem

IMSI
International Mobile Subscriber Identity

IM-SSF
IP Multimedia Service Switching Function

IOI
Inter Operator Identifier
IP
Internet Protocol

ISC
IP multimedia Service Control

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

O-IM-CSI
Originating IP Multimedia CAMEL Subscription Information

OLCM
Outgoing Leg Control Model

OSA
Open Service Access

PLMN
Public Land Mobile Network

P-CSCF
Proxy CSCF

RFC
Request For Comments

SCF
Session Charging Function
SCIM
Service Capability Interaction Manager

SCS
Service Capability Server

SDP
Session Description Protocol

sFC
Subsequent Filter Criteria

SIP
Session Initiation Protocol

S-CSCF
Serving CSCF

SPT
Service Point Trigger

STP
Service platform Trigger Points

T-IM-CSI
Terminating IP Multimedia CAMEL Subscription Information 

UA
User Agent

UE
User Equipment

URL
Uniform Resource Locator
XML
EXtensible Markup Language
<<End Change 1>>

<<Begin Change 2>>

5.2
Service interaction with IP multimedia subsystem

5.2.1
Service Point Triggers (SPTs)
Service Point Triggers (SPTs) are those points in the SIP signalling on which Filter Criteria can be set. The following SPTs are defined:

-
any initial known or unknown SIP method;

-
registration type – indicates if the REGISTER request is initial registration, re-registration, or de-registration;

-
presence or absence of any known or unknown header field;

-
content of any known or unknown header field or of the Request-URI;

NOTE 1:
The presence of a "gruu" parameter in the Request-URI as defined in draft-ietf-sip-gruu [22] indicates that the request is targeted towards a GRUU. Requests targeted towards GRUUs can need different service logic handling to those targeted towards a public user identity. e,g a request targeted towards a GRUU normally would not be routed to voicemail.

-
direction of the request with respect to the served user – either UE-originating or UE-terminating to registered user; UE-terminating to unregistered user or UE-originating for unregistered user; see 3GPP TS 29.228 [8] for the details of the direction information in service point trigger;
NOTE 2:
REGISTER is considered part of the UE-originating. See 3GPP TS 24.229[5] for further information about how to determine UE-originating or UE-terminating.
NOTE 3:
The S-CSCF shall verify if the end user is barred before checking if any trigger applies for that end user.

-
session description information.

5.2.2
Include Content Trigger (ICT)
Include Content Trigger (ICT) triggers the S-CSCF to include part or all of the incoming REGISTER request in the third party REGISTER request. 

5.2.3
Filter Criteria
A Filter Criteria triggers one or more SPTs in order to send the related request to one specific application server. The set of Filter Criteria that is stored for a service profile of a specific user is called "Application Server Subscription Information". In order to allow the S-CSCF to handle the different Filter Criteria in the right sequence, a priority shall be assigned to each of them. If the S-CSCF can not reach an Application Server specified, the S-CSCF shall apply the default handling associated with the trigger. This default handling shall be :

-
to continue verifying if the triggers of lower priority in the list match; or

-
to abandon verification of matching of the triggers of lower priority in the list; and to release the dialogue.

Therefore a Filter Criteria shall contain the following information:

-
address of the Application Server to be contacted;

-
priority of the Filter Criteria providing the sequence in which the criteria shall be applied;

-
Trigger Point composed by 1 to n instances of the Service Point Triggers (SPTs). The SPTs may be linked by means of logical expressions (AND, OR, NOT, etc.);
-optionally an Include Contents Trigger Point (ICT) 
-
default handling ( as described above);

-
optional Service Information that shall be added to the message body before it is sent to the Application Server (as an example this may include the IMSI for the IM-SSF).
The same priority shall not be assigned to more than one initial Filter Criteria for a given end user.

5.2.4
S-CSCF Filter Criteria processing

The S-CSCF shall request from the HSS the relevant set of iFCs that applies to the end user (i.e., registered, unregistered, or both). If the S-CSCF has a set of iFCs that is deemed valid (e.g., from a previous request), the S-CSCF need not request a new set.

In the case that multiple Filter Criteria are sent from the HSS to the S-CSCF, the S-CSCF shall check the filter criteria one by one according to their indicated priority when the S-CSCF receives a message via the Mw interface.

On reception of a REGISTER request, the S-CSCF shall send a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER request. The S-CSCF shall include in the third-party REGISTER request part or all of the incoming REGISTER request as specified by the relevant ICTin the Filter Criteria. 
On an event that causes network-initiated deregistration, the S-CSCF shall send a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS as if a equivalent REGISTER request had been received from the user deregistering that public user identity, or combination of public user identities.

On reception of any other request the S-CSCF shall:

1.
set up the list of filter criteria for that request according to their priority – the sequence of the filter criteria shall not be changed until the request finally leaves the S-CSCF via the Mw interface again;

2.
parse the received request in order to find out the Service Point Triggers (SPTs) that are included in it;

3.
check whether the trigger points of the filter criteria with the next highest priority are matched by the SPTs of the request and 

a)
if it does not match the S-CSCF shall immediately proceed with step 4;

b)
if it matches the S-CSCF shall:

i)
add an indication to the request which will allow the S-CSCF to identify the message on the incoming side, even if its dialog identification has been changed e.g. due to the Application Server performing third party call control;

ii)
forward the request via the ISC interface to the Application Server indicated in the current filter criteria. The Application Server then performs the service logic, may modify the request and may send the request back to the S-CSCF via the ISC interface;
iii)
proceed with step 4 if the request was received again from the Application Server via the ISC interface;

4.
repeat the above steps 2 and 3 for every filter criteria which was initially set up (in step 1) until the last filter criteria has been checked; 

5.
route the request based on normal SIP routing behaviour.

If an Application Server decides to locally terminate a request and sends back a final response for that request via the ISC interface to the S-CSCF, the S-CSCF shall abandon verification of the matching of the triggers of lower priority in the list. The final response shall include the indicator defined in step 3 b) i) above, so that the S-CSCF can correlate the messages.
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Figure 5.2.1: Application triggering architecture

Each invoked Application Server/service logic may decide not to be engaged with the invoked session by indicating that during the very first SIP transaction when the Record-Route/Route is generated for subsequent SIP requests. The denial shall mean that subsequent requests shall not be routed to such Application Servers/service logic any more during the lifetime of that session. Any Application Server, which has determined that it will not receive subsequent requests for a session cannot revoke this determination by means of Initial Filter Criteria (iFC).

NOTE 4:
Care should be taken in design of the Initial Filter Criteria when designing services to avoid unintended loops being setup, where requests from an Application Server may be sent back to the same Application Server. This does not imply that it is not allowed for requests to be sent back to the same Application Server when that is intended behaviour as part of the design of the service and the Application Server is able to handle this correctly. Special care should be taken for the case when an Application Server may act as an originating UA or B2BUA and may originate an initial request causing evaluation of Initial Filter Criteria.

<<End Change 2>>

<<Begin Change 3>>

6.3
Handling of SIP registration

Upon receiving the initial registration request from the user, the S-CSCF shall authenticate the user and upon receiving a subsequent registration request containing valid authentication credentials, request the HSS to send the relevant service profile(s) for the user’s subscription. More than one service profile may be sent, depending on configuration options for identifying implicitly registered public user identities. For further detailed information on registration, profile download and authentication procedures see 3GPP TS 24.229 [5] and 3GPP TS 33.203 [11].

The registration request can contain a list of ICSI values and a list of IARI values supported by the UE.

The initial filter criteria (subset of the profile) is stored locally at the S-CSCF, as specified in 3GPP TS 24.229 [5].

The S-CSCF shall verify if the triggers match, from the highest to the lowest priority (see subclause 5.2.4).

After a successfully authenticated registration, the S-CSCF shall download from the HSS all the implicitly registered public user identities associated with the registered public user identity. The S-CSCF shall then verify, in their order of priority, if the triggers downloaded from the HSS match. For each service profile in the implicit registration set, if the registration request from the user matches a trigger, the S-CSCF performs a third party registration to the application servers which are interested to be informed about the user registration event of these public user identities. This may trigger services to be executed by an Application Server.

The important information carried in the third party REGISTER request is the public user identity, the S-CSCF address and the expiration time. It shall be possible based on operator configuration to use one of  the implicitly registered public user identities as the public user identity in the To header of the third party REGISTER request sent to the Application Server. Additional application server specific data, which is associated with the Filter Criteria and included based upon ICTs and obtained from the HSS, is added to the REGISTER request body. This data should include the IMSI for an Application Server that supports CAMEL services or the private user identity for other Application Servers as received from the HSS.

This third party registration will include an expiration time that is equal to the expiration time sent to the UE by the S-CSCF in the 200 (OK) response to the incoming REGISTER request

On receiving a failure response to one of the REGISTER requests, the S-CSCF shall apply the "default handling" related with the initial Filter Criteria’s trigger used (see subclauses 5.2.3, 6.9.2.2).

See figure 6.3.1:
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Figure 6.3.1: S-CSCF handling registration

Application Servers can in addition subscribe to the S-CSCF reg event package. This provides a mechanism for the Application Server to discover all the implicitly registered public user identities without requiring multiple Register requests to be sent to the Application Server and to obtain the current capabilities of the UE as well as be notified about refresh registrations and de-registrations. The S-CSCF will send NOTIFY requests to the Application Server that has subscribed to the reg event package for the registered public user identity. The reg event package also provides a mechanism for the Application Server to obtain the associated parameters (e.g GRUUs, ICSIs and IARIs) for each contact of every registered public identity.
NOTE:
When the Application Server maintains a persistent subscription to the reg event package it is not necessary for the Application Server to receive third party registration requests from the S-CSCF in response to refresh and de-registration events as these are communicated to the Application Server in the reg event notifications.

More information on these procedures is contained in 3GPP TS 24.229 [5].

<<End Change 3>>

<<Begin Change 4>>

6.9.2
Filter Criteria

6.9.2.0
Introduction

This subclause defines the contents of the Filter Criteria. This information is part of the Application Server Subscription Information. For further information about the XML modelling see 3GPP TS 29.228 [8].

Filtering is done for initial SIP request messages only.

The S-CSCF shall apply filter criteria to determine the need to forward SIP requests to Application Servers. These filter criteria will be downloaded from the HSS.

Initial Filter Criteria (iFC) are stored in the HSS as part of the user profile and are downloaded to the S-CSCF upon user registration, or upon a terminating initial request for an unregistered user if unavailable, or upon an originating initial request from an Application Server for an unregistered user if unavailable. They represent a provisioned subscription of a user to an application. After downloading the User Profile from the HSS, the S-CSCF assesses the filter criteria. Initial Filter Criteria are valid throughout the registration lifetime of a user or until the User Profile is changed.

Subsequent Filter Criteria (sFC) are not used in this version of this specification.
6.9.2.1
Application Server address

Address to be used to access the Application Server for a particular subscriber.

6.9.2.2
Default handling

The default handling procedure indicates whether to abandon matching of lower priority triggers and to release the dialogue, or to continue the dialogue and trigger matching.
6.9.2.3
Trigger point

Trigger Points are the information the S-CSCF receives from the HSS that defines the relevant SPTs for a particular application. They define the subset of initial SIP requests received by the S-CSCF or headers (eg P-Asserted-Service header)created by S-CSCF that should be sent or proxied to a particular application server. When the S-CSCF receives an initial SIP request, it evaluates the filter criteria one by one. If the initial SIP request matches the filter criteria, the S-CSCF proxies the SIP request to the corresponding SIP AS/IM-SSF/OSA SCS).
6.9.2.3A
Include Content Trigger
Include Content Trigger (ICT) defines whether the S-CSCF is to include part or all of the incoming REGISTER request in the third party REGISTER request.
6.9.2.4
iFC Priority

If there are multiple initial Filter Criteria assigned for one subscriber, the priority shall describe the order in which the S-CSCF shall assess them, and then contact the Application Servers when the SIP request matches the initial filter criteria. In this case, the S-CSCF shall interact with the application server associated with the initial matching filter criteria, starting from the filter criteria which has the highest priority.

6.9.2.5
Service Information

Service Information is transparent information, and is not processed by the HSS or the S-CSCF. Service Information is optionally part of an initial Filter Criteria. If it is available from the initial Filter Criteria the S-CSCF shall include it into the body of the SIP request which is sent from the S-CSCF to the AS to which the initial Filter Criteria is pointing to. Service Information is only included by the S-CSCF in REGISTER requests where the S-CSCF acts as a UAC.
6.9.3
Authentication data

This subclause defines the Authentication Data. This data shall be sent by the HSS to the S-CSCF via the Cx Interface during registration.

For definition of authentication data see specification 3GPP TS 23.008 [10]. For the handling of authentication data, see 3GPP TS 33.203 [11].

<<End Change 4>>

<<Begin Change 5>>

9.4.3
Application Server handling of SIP registration

When the user is registered with the network and has been assigned a S-CSCF, the application servers, which are interested to know about the user registration events, should get a third party registration request generated by the S-CSCF. When the application server receives the request, the Application Server may perform a service triggered by a REGISTER. If the application server doesn't support this mechanism, it shall send back an error response to the S-CSCF. If the application server supports this mechanism, it shall treat this request as a notification from the network about the user's registration event and extract the important information from this request.

The application server may, depending on the Filter Criteria receive REGISTER requests indicating reregistration or deregistration events from the S-CSCF, so that the application server can update or release user's registration information.

The important information carried in the third party registration request are, the public user identity, the S-CSCF address, and the expiration time.

The application server can also extract user specific data from the REGISTER request, e.g. the IMSI for an Application Server that supports CAMEL services and information from the original REGISTER request included in the body.
Application Servers can also subscribe to the S-CSCF Registration Event Package after receiving the third party registration request. After subscribing to the event package with the S-CSCF, the application will expect to receive the notifications from the S-CSCF, which may carry the user's implicitly registered public user identities, the user’s terminal current capabilities and the user's registration event information.

The application server can also obtain the user's implicitly registered public identities by accessing the HSS via Sh or Si interface.

An application server will require knowledge of a user's IMS subscription information if they are to correctly apply services. This information can be provided to the application server in two ways, either:
a) Manually by provisioning. This is outside of the scope of this specification.

b) Automatically from the HSS via the Sh and Si interfaces.

More information on these procedures is contained in 3GPP TS 24.229 [5].

<<End Change 5>>
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