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Introduction

As was commented at the previous meeting the PN UE redirection procedures lack the necessary specification details. Also the PN UE redirection flows have a number of errors and are also missing some elements.
Proposal
It is proposed that the following changes to TS 24.259 are discussed and agreed
9
Roles for PN UE redirection 
9.1
Introduction

The PN UE redirection redirects sessions destined for any UEs of a PN to the default UE of the same PN as described in 3GPP TS 22.259 [2] and in 3GPP TS 23.259 [15].
9.2
PN UE

There is no PNM specific requirement for the PN UE redirection. 
9.3
PNM application
9.3.1
PN UE redirection procedure in the IM CN subsystem 
When the PNM AS receives an initial request destined for a UE that exists in the PN configuration the PNM AS shall verify if the address in the Request-URI exists in a <RedirectingUserID> element in the PN configuration. If there is a matching <RedirectingUserID> element the PNM AS shall send an initial request of the same SIP Method on a new dialog to the URI contained in the <RedirectedUserID> element. The PNM AS then routes the initial request based on the standard call setup procedures as specified in 3GPP TS 24.229 [3].
The PNM AS shall include in the request the following:
a)
a Request-URI set to the SIP URI contained in the <RedirectedUserID> element (e.g. a public user identity or a GRUU);

b)
a From header set to the SIP URI of the PNM AS;

c)
a To header set to the URI contained in the <RedirectedUserID> element;

d)
a P-Asserted-Identity header set to the contents of the P-Asserted-Identity header in the original initial request;

e)
a Contact header set to the IP address or FQDN of the PNM AS; 
f)
a Supported header containing the option tags from the original initial request with the addition of the option tag "histinfo";
g)
a History-Info header that includes as the Targeted-to-URI the URI from the Request-URI of the original initial request, and as the next branch index URI, the contents of the Request-URI of this request;

If the PNM AS receives in response a 4xx, 5xx or 6xx response, and there exists more <RedirectedUserID> elements in the PN configuration which have not had the request forwarded to them yet, then the PNM AS shall send an initial request of the same SIP Method on a new dialog to the URI of the UE contained in the next lower priority <PNController> element as above.

Otherwise, if there does not exist more <RedirectedUserID> elements in the PN configuration which have not had the request forwarded to them yet, then, then the PNM AS shall forward the response back towards the originator of the initial request.

If the PNM AS receives in response a 200 (OK) response, the PNM AS shall forward the response back towards the originator of the initial request.
A.2.2
Key required to interpret signalling flows

Editor’s Note: The flows need aligning in terms of consistency in identity conventions and the key needs updating according.
The key to interpret signalling flows specified in 3GPP TS 24.228 [10] subclauses 4.1 and 4.2 applies with the additions specified below:

· pnmas.home1.net:1234 represents the Internet host and port number of the PNM AS, which can be obtained by a PN UE from the address (URI) of the resource http://pnmas.home1.net:1234/service.

· PN_user1_public1@home1.net, PN_user1_public2@home1.net, etc. represent the public user identities configured for a PN-user for the PN UE#1. PN_user2_public1@home1.net, PN_user2_public2@home1.net, etc. represent the public user identities configured for a PN-user for the PN UE#2, etc.

· PN_user1_private@home1.net represents the private user identity configured for a PN-user for PN UE#1. PN_user2_private@home1.net represents the private user identity configured for a PN-user for PN UE#2, etc.

· PN_user1_friend_public1@home1.net, PN_user1_friend_public2@home1.net etc represent the public user identities of a PN access control list configured for PN UE#1. PN_user2_friend_public1@home1.net, PN_user2_friend_public2@home1.net etc represent the public user identities of a PN access control list configured for PN UE#2, etc.

· PN_user1_public1_old and PN_user1_public1_new represent the old and the new PN UE names related to the public user identity PN_user1_public1@home1.net, PN_user2_public1_old and PN_user2_public1_new represent the old and the new PN UE names related to the public user identity PN_user2_public1@home1.net.

In order to differentiate between messages for HTTP, SIP, Diameter and media flows over CS and PS connections, the notation in figure A.2.2-1 is used.
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Figure A.2.2-1: Signalling flow notation 
A.3.6
Signalling flows for PN UE redirection in the IM CN subsystem

Figure A.3.6-1 details the signalling flows for PN UE redirection in the IM CN subsystem. 
Editor’s Note 1: Currently some contents of the following detailed SIP message are omitted, e.g. SDP. 
Editor’s Note 2: The signalling flow is to be completed to cover the establishment of the media stream. 
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Figure A.3.6-1: Successful PN UE redirection: in the IM CN subsystem
The steps prior to Step 1 are according to the standard procedures specified in TS 24.228[10].
1. INVITE#1 request (UE to IM CN subsystem entities) –see example in table A.3.6-1 

I-CSCF#2 forwardsthe INVITE request  to S-CSCF#2 after invocation of User Location Query procedure.
Table A.3.6-1: INVITE (I-CSCF#2 to S-CSCF#2)

INVITE sip: PN_UE2@home2.net SIP/2.0

Via: SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1,
SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 65
Route: <sip:scscf2.home2.net;lr>

Record-Route:<sip:scscf1.home1.net;lr>,<sip:pcscf1.home.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>


Privacy: none

From: <sip:UE1@home1.net>;tag=171828

To: <sip: PN_UE2@home2.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: precondition,100rel,gruu
Accept-Contact: *;+g.3gpp.icsi_ref="urn%3Aurn-xxx%3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-xxx:3gpp-service.ims.icsi.mmtel 

Contact: <sip:UE1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ; +g.3gpp.icsi_ref="urn%3Aurn-xxx%3gpp-service.ims.icsi.mmtel" 
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-length: (…)
2.
SIP 100 (Trying) response (IM CN subsystem entities to UE)
3.
Evaluation of initial filter criteria

The S-CSCF#2 validates the service profile of this subscriber and evaluates the initial filter criteria.
4. INVITE#1 request (S-CSCF#1 to PNM AS)- see example in table A.3.6-4

Based on the evaluation of initial filter criteria, the S-CSCF#2 forwards the INVITE request with the Request-URI of the UE-2 to the PNM AS.
Table A.3.6-4: INVITE (S-CSCF#2 to PNM AS)

INVITE sip: PN_UE2@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK240f34.1,

SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1,

SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1,
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 64
Route: <sip:pnmas.home2.net;lr>

Record-Route: <sip:scscf2.home2.net;lr>,<sip:icscf1.home1.net;lr>,<sip:scscf1.home1.net;lr>,<sip:pcscf1.home.net;lr>

P-Asserted-Identity: 

Privacy: 
From: <sip:UE1@home1.net>;tag=171828

To: <sip: UE2@home2.net>

Call-ID: 
Cseq: 
Supported: 
Accept-Contact: "

P-Asserted-Service: 
Contact: 
Allow: 
Content-Type: 
Content-length: (…)
5.
SIP 100 (Trying) response (PNM AS to S-CSCF#2)

6.
PN UE redirection control 

The PNM AS executes the PN UE redirection logic based on the PN-user’s PN configurations and decides to redirect the initial request to the default UE of the PN, e.g. to the UE-3.
7.
INVITE#2 request (PNM AS to S-CSCF#2) - see example in table A.3.6-7

As a result of the PN UE redirection logic execution, the PNM AS sends the redirected INVITE request with the Request-URI of the UE-3 public user identity to the S-CSCF#2.

Table A.3.6-7: INVITE#2 (PNM AS to S-CSCF#2)

INVITE sip: PN_UE3@home2.net
Via: SIP/2.0/UDP pnmas.home2.net; branch= z9hG4bK712z34.1,

SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1,

SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1,

SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1,
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 63
Route: <sip:scscf2.home2.net;lr>

Record-Route: <sip:pnmas.home2.net>, <sip:scscf2.home2.net;lr>, <sip:icscf1.home1.net;lr>, <sip:scscf1.home1.net;lr>,<sip:pcscf1.home1.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Cseq: 

Call-ID:

Supported: precondition,100rel,gruu,histinfo
History-Info: <sip:PN_UE2@home2.net>;index=1,

              <sip:PN_UE3@home2.net>;index=1.1

Accept-Contact:

P-Asserted-Service:

Contact: 

Allow:
Content-Type:

Content-length: 

8.
SIP 100 (Trying) response (S-CSCF#2 to PNM AS)

9.
INVITE#2 request (S-CSCF#2 to S-CSCF#3) - see example in table A.3.6-9


The S-CSCF#2 forwards the redirected INVITE request to the S-CSCF#3. The S-CSCF#2 and S-CSCF#3 can be the same entity.
Table A.3.6-9: INVITE#2 (S-CSCF#2 to S-CSCF#3)

INVITE sip: PN_UE3@home2.net
Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK735z12.1, 
SIP/2.0/UDP Pnmas.home2.net;branch= z9hG4bK712z34.1, 
SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, 
SIP/2.0/UDP icscf1.home1.net;branch=z9hG4bK871y12.1, 
SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1@home1.net;branch=z9hG4bK240f34.1,
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 62
Route: <sip:scscf3.home2.net;lr>

Record-Route: <sip:scscf3.home2.net;lr>, <sip:pnmas.home2.net>, <sip:scscf2.home2.net;lr>, <sip:icscf1.home1.net;lr>, <sip:scscf1.home1.net;lr>,<sip:pcscf1.home1.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Cseq: 

Call-ID:

History-Info: 

Accept-Contact:

P-Asserted-Service:

Supported:

Contact: 

Allow: 

Content-Type:

Content-length:

10.
SIP 100 (Trying) response (S-CSCF#3 to S-CSCF#3)


The S-CSCF#3 responds to the INVITE#2 request with a 100 Trying provisional response.

11.
INVITE#2 request (S-CSCF#3 to PNM AS) - see example in table A.3.6-11

Based on the evaluation of initial filter criteria, the S-CSCF#3 forwards the INVITE request with the Request-URI of the UE-3 to the PNM AS.
Table A.3.6-11: INVITE#2 (S-CSCF#3 to PNM AS)

INVITE sip: PN_UE3@home2.net
Via: SIP/2.0/UDP scscf3.home2.net;branch=z9hG4bK735z12.1, 

SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK735z12.1, 
SIP/2.0/UDP Pnmas.home2.net;brach= z9hG4bK712z34.1, 
SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1,
SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1, 
SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 61
Route: <sip:pnmas.home2.net;lr>

Record-Route: <sip:scscf3.home2.net;lr>,<sip:scscf2.home2.net;lr>, <sip:pnmas.home2.net>, <sip:scscf2.home2.net;lr>, <sip:icscf2.home2.net;lr>,<sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Cseq: 

Call-ID:

Supported:

History-Info: 

Accept-Contact:

P-Asserted-Service:

Contact: 

Allow:

Content-Type:

Content-length:  

12.
SIP 100 (Trying) response (PNM AS to S-CSCF#3)

13.
PN UE redirection control 


The PNM AS executes the PN UE redirection control logic based on the PN-user’s PN configurations and decides to forward the request to S-CSCF#3 as the UE-3 is the default UE of the PN. 

14.
INVITE#2 request (PNM AS to S-CSCF#3) - see example in table A.3.6-14
Table A.3.6-14: INVITE#2 (PNM AS to S-CSCF#3)

INVITE sip: PN_UE3@home2.net
Via: SIP/2.0/UDP pnmas.home2.net;branch=z9hG4bK735z12.1, 

SIP/2.0/UDP scscf3.home2.net;branch=z9hG4bK735z12.1, 

SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK735z12.1, 
SIP/2.0/UDP Pnmas.home2.net;branch= z9hG4bK712z34.1, 
SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, 
SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1, 
SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 60
Route: <sip:scscf3.home2.net;lr>

Record-Route: <sip:pnmas.home2.net;lr>,<sip:scscf3.home2.net;lr>,<sip:scscf2.home2.net;lr>, <sip:pnmas.home2.net>, <sip:scscf2.home2.net;lr>, <sip:icscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>,<sip:pcscf1@home1.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Cseq: 

Call-ID:

Supported:

History-Info: 

Accept-Contact:

P-Asserted-Service:

Contact: 

Allow:

Content-Type:

Content-length:  

15.
SIP 100 (Trying) response (S-CSCF#3 to PNM AS)

16.
INVITE#2 request (S-CSCF#3 to P-CSCF-#3) -- see example in table A.3.6-16

The S-CSCF#3 continues the redirected INVITE request based on the standard call setup procedures.
Table A.3.6-16: INVITE#2 (S-CSCF#3 to P-CSCF#3)

INVITE sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp
Via: SIP/2.0/UDP scscf3.home2.net;branch=z9hG4bK735z12.1, 

SIP/2.0/UDP pnmas.home2.net;branch=z9hG4bK735z12.1, 

SIP/2.0/UDP scscf3.home2.net;branch=z9hG4bK735z12.1, 

SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK735z12.1, 
SIP/2.0/UDP Pnmas.home2.net;branch= z9hG4bK712z34.1, 
SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1,
SIP/2.0/UDP icscf2.home2.net;branch=z9hG4bK871y12.1, 
SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 

SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 59
Route: <sip:pcscf#3@home2.net;lr>

Record-Route: <sip:scscf3.home2.net;lr>, <sip:pnmas.home2.net;lr>,<sip:scscf3.home2.net;lr>,<sip:scscf2.home2.net;lr>, <sip:pnmas.home2.net>, <sip:scscf2.home2.net;lr>, <sip:icscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>,<sip:pcscf1.home1.net;lr>

P-Asserted-Identity:

Privacy:

From: 

To: 

Cseq: 

Call-ID:

Supported:

History-Info: 

Accept-Contact:

P-Asserted-Service:

Contact: 

Allow:

P-Called-Party-ID: <sip:PN_UE3@home2.net>
Content-Type:

Content-length:  
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