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PROPOSED CHANGE

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Call Session Control Function (CSCF): See 3GPP TS 23.002 [1].
dialog: See RFC 3261 [9].
header: See RFC 3261 [9].
header field: See RFC 3261 [9].
identity information: all the information (RFC 2806 [11] / RFC 2396 [7] / ITU-T Recommendation E.164 [12]) identifying a user, including trusted (network generated) and/or untrusted (user generated) addresses

NOTE:
Identity information takes the form of either a SIP URI (see RFC 3261 [9]) or a "tel" URI
(see RFC 3966 [8]).

incoming initial request: all requests intended to initiate either a dialog or a standalone transaction received from the served user

Interconnection Border Control Function (IBCF): See 3GPP TS 24.229 [2].
Media Gateway Control Function (MGCF): See 3GPP TS 23.002 [1].
method: See RFC 3261 [9].


outgoing initial request: all requests intended to initiate either a dialog or a standalone transaction terminated by the served user

provisional response: See RFC 3261 [9].

public user identity: See TS 182 006 [14], subclause 4.3.3.2 and 3GPP TS 24.229 [2].

request: See RFC 3261 [9].
response: See RFC 3261 [9].
session: See RFC 3261 [9].
(SIP) transaction: See RFC 3261 [9].

supplementary service: See ITU-T Recommendation I.210 [13], subclause 2.4.
tag: See RFC 3261 [9].

trusted identity information: network generated user public identity information
PROPOSED CHANGE

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ANM
ANswer Message (ISUP)
AS
Application Server

CDIV
Communication DIVersion 

CN
Core Network

CON
CONnect (ISUP)
CONF
CONFerence

CS
Circuit Switched

CSCF
Call Session Control Function

HOLD
communication HOLD
IAM
Initial Address Message (ISUP)
IBCF
Interconnection Border Control Function

IFC
Initial Filter Criteria

IMS
IP Multimedia Subsystem

IP
Internet Protocol

ISDN
Integrated Service Data Network


MCID
Malicious Communication IDentification

MGCF
Media Gateway Control Function


OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

PSTN
Public Switch Telephone Network

S-CSCF
Serving-Call Session Control Function

SIP
Session Initiation Protocol


TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction 

UE
User Equipment

XML
Extensible Markup Language
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4.3.2
Requirements on the originating network side

For originating users that subscribe to the TIP service, if network provided identity information about the terminator is available, and if presentation is allowed, the network shall include that information in the responses sent to the user.

If the presentation of the network asserted identity is restricted due to the TIR service, then the originating user shall receive an indication that the network provided identity was not sent because of restriction.

If the network asserted identity information is not available at the originating network (for reasons such as interworking), then the network shall indicate to the terminating user that the network asserted identity information was not included for reasons other than restriction.

As a national option the originating AS can override the presentation restriction indication and the terminating identity is then presented to the originating subscriber for specific originating access's categories (e.g. police).
Editor's note:
24.507 contains the following requirement under requirements for the S-CSCF serving the originating UE: This text is out of scope of this specification, and needs to be studied in relationship to 3GPP TS 24.229.
If the Privacy header field set to "id" is included in the response, this entry should not be removed as described in 3GPP TS 24.229 [2] subclause 5.4.3.2. The priv-value "id" in the Privacy header will be used by the originating UE to distinguish the request of TIR by the terminating user.

NOTE 1:
Annex B provides an example of an initial filter criterion that can be applied for the TIP/TIR service.

NOTE 2:
It is assumed that the IBCF is responsible for stripping the P-Asserted‑Identity from the SIP header when interworking with untrusted networks.
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4.5.0
General

For user configuration of the TIR service the Ut interface should be used.

See subclause 4.9 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document.
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4.5.2.9
Actions at the AS serving the terminating UE
For a terminating user who subscribes to the TIR service in "permanent mode", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id". If the response includes a Privacy header field that is set to "none", the AS shall remove the "none" value from the Privacy header field.
For a terminating user who subscribes to the TIR service in "permanent mode", if a SIP INVITE request with a Supported header field including a option tag "from-change", the AS shall remove the option tag "from-change".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "restricted", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "not restricted" normal procedures apply.

As a terminating network option, if the "no screening" special arrangement does not exist with the terminating user and an UPDATE request is received from the terminating user, then the AS may attempt to match the information in the From header with the set of registered public user identities for the served user. If no match is found, the AS may change the value of the From header in the UPDATE request to the public user identity of the served user.
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4.5.2.12
Actions at the terminating UE
A terminating UE receiving an initial request including a Supported header field with the option tag "from-change" and supporting the "from-to" change shall sent within a provisional or final response the Supported header with the option tag "from-change".

A terminating UE receiving an initial request including a Supported header field with the option tag "from-change" may send a UPDATE request with a updated from and to header according the rules of 
IETF RFC 4916 [17].

The destination UE, if the terminating user wishes to override the default setting of "presentation not restricted" of the TIR service in temporary mode, shall include a Privacy header with privacy type of "id" in any non-100 responses it sends upon receipt of a SIP request.

The destination UE , if the terminating user wishes to override the default setting of "presentation restricted" of the TIR service in temporary mode, shall include a Privacy header with privacy type of "none" in any non-100 responses it sends upon receipt of a SIP request.

NOTE:
It is assumed that TIR subscribers support RFC 3325 [6].
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4.9
Service configuration

4.9.0
General

Terminating Identity documents are sub‑trees of the simservs XML document specified in TS 183 023 [15]. As such, Terminating Identity documents use the XCAP application usage in TS 183 023 [15].

Data semantics: The semantics of the Terminating Identity XML configuration document is specified in subclause 4.9.1.
XML schema: Implementations in compliance with the present document shall implement the XML schema that minimally includes the XML Schema defined in subclause 4.9.2 and the simservs XML schema specified in subclause 6.3 of TS 183 023 [15].

An instance of an Terminating Identity document is shown:

<?xml version="1.0" encoding="UTF-8"?>

<simservs xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" >

   <terminating-identity-presentation active="true"/>

   <terminating-identity-presentation-restriction active="true">

       <default-behaviour>presentation-restricted</default-behaviour>

   </terminating-identity-presentation-restriction>

</simservs>
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4.9.1
Data semantics

The TIP service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation> service element.

The TIR service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation‑restriction> service element. Activating the TIR service this way activates the temporary mode TIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

The behaviour of the temporary mode TIR is configured with the optional <default‑behaviour> element. There are two values that this element can take:

· Presentation-restricted: configures the service to behave as specified in subclause 4.5.2.9 for the case TIR service in "temporary mode" with default "restricted".

· Presentation-not-restricted: configures the service to behave as specified in subclause 4.5.2.9 for the case TIR service in "temporary mode" with default "not restricted".
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Annex A (informative):
Signalling flows 

Void
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