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Introduction

The chapter 10.12 of the TR 24.801 contains two options for the home cell deployments. This document tries to identify the main differences between the two options and to propose a solution that should be discussed during the meeting. The document takes into account the requirements recently agreed in the Tdoc SP-080188.

1. Relationship between the CSG and the TA

The stage 1 requirements foresee that: 

-
All the HeNB serving the same CSG share the same identity called CSG Identity.

-
It shall be possible to support at least 125 million CSG Identities within a PLMN.

This require that at least 2^27 CSG identities should be allocated.

The UE can access all the CSG cells sharing the same CSG id contained in the allowed CSG list. In fact the stage 1 says that: “All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered unsuitable by the UE.”
The stage 1 requirements suggest that the cells belonging to the same CSG are grouped under the same CSG id which can be contained in the allowed CSG id list.

Each single cell belonging to a CSG could be identified by means of a CSG id and a cell Identity:
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The relationship between the CSG id and the TA id must be clarified. The main difference between the two options is that for the Option A the CSG area identity is the TAI of the cell while for the Option B the CSG Identity consists in a TAI plus a cell identity code. The differences between the two options are shown in the following picture:
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The approach proposed in this document foresees a complete independence of the two identifiers (TAI and CSG id) that could have different lengths. The TAI management is completely defined in the EMM protocol. Some enhancement should be needed for the management of the new defined CSG ids trying to reuse as much as possible the protocol already designed.
An important requirement from an operator point of view is the reduction of the NAS signalling (e.g.TAU procedures) when the UE moves from the public coverage to the CSG one and vice versa. For this reason if we assume to reuse the already existent procedures we should allow the introduction of the CSG id in the TAI list and we should try to differentiate CSG id and TAI in the TAI list itself. This approach could generate additional complexity in the management of the TAI list because it would be needed to potentially manage different lengths of the identifiers and potentially different procedures.
For these reasons is proposed to introduce a concept of CSG completely independent on the concept of TA already defined and an “Allowed CSG list”:

· containing the list of the subscribed CSG ids where the network will consider the UE registered;

· allowing the UE to access the CSG cells without triggering TAU procedure;

· allowing the UE to receive the paging from the network (in addition to the TAs contained in the TAI list);
· which shall be communicated to the UE when the “Allowed CSG list” is changed.

If this approach can be considered acceptable the length of the CSG id and TAI should be defined. 
2. Storing and updating the “Allowed CSG id list”

The stage 1 requires that “Allowed CSG list” shall be stored in the UICC. This requirement could involve a massive USIM substitution in case of CSG deployments. If we assume that the CSG access shall be allowed to the UE equipped with pre-Rel-8 USIM, than we can stick with the assumption described in the Option A (TR 24.801 par. 10.12.2):
“The working assumption is that the allowed CSG list shall be stored in the UICC and, as an implementation option, can be stored additionally in the ME. If stored in the ME, when the ME detects that the UICC has been changed, the CSG list will be deleted from the ME”
In case the above mentioned Option A assumption can be considered acceptable, than the “Allowed CSG id list” shall be communicated to the UE:

· when the list is changed;

· at the attach procedure in order to guarantee the availability of the list to the UE storing the list in the ME.

In order to communicate the “Allowed CSG list” to the UE is proposed to use the “GUTI reallocation procedure” which can be used in conjunction with the attach procedures for the initial communication of the list to the UE or as standalone procedure when the MME detects that the “Allowed CSG list” has been changed.

3. Access control to the CSG cells

The two options described in the TR 24.801 foresee that the MME can reuse the Service Request procedure to check if the UE is allowed to require services from a CSG cell by means of the check performed in the S1 signalling where the ECGI is transported.

In order to guarantee the stage 1 requirements on emergency call (“HNB/HeNB shall support emergency calls for both CSG and non CSG members.”), the solution based on the service request procedure should guarantee the access to CSG also to a UE non-CSG members.

The Service Request procedure defined in the 24.301 allows only two values for the service type: “paging response” and “data”. The proposal would be to use the service request procedure for access control and to add a new service type value (e.g. “emergency”) which can be populated by the UE in case of requesting emergency session.

4. Cell selection and reselection

The stage 1 requires that: “When a UE in idle mode detects the presence of a permissible CSG cell (a CSG cell whose CSG identity is in the UE’s white list), the UE shall select the CSG cell. The reselection should balance battery power consumption against performance but shall have comparable performance to a cell reselection between two non-CSG cells where no neighbour cell information is provided by the network.”.

The RAN groups are working in order to guarantee these requirements. From a CT1 point of view the impact would be to foresee some modification in TS 23.122. In particular a UE can consider itself registered on a CSG when the CSG id was provided by the network with the above mentioned procedures and securely stored in the UE.

It is proposed to reflect in the TS 23.122 the behaviour for the location registration purposes that the UE can  consider itself registered on a CSG when the CSG id was provided by the network with the above mentioned procedures and securely stored in the UE.
Conclusion

The proposed solution requires the following steps:

· Definition of an Allowed CSG List;

· Modification of the TAU procedures that shouldn’t be triggered if the UE selected an allowed CSG;

· Introduction of the possibility to page the UE in the TAs and CSGs where the UE is registered;

· Introduction of the Allowed CSG List management in the GUTI reallocation procedure;

· Modification of the service request procedures in order take into account the emergency case;

· Modification of the 23.122 procedures in order to take into account the Allowed CSG List in location registration procedures.

· Decision on the dimension of the CSG identifier.

If the proposal can be considered acceptable, Telecom Italia will bring the related TS 24.301 CRs to the next meeting.
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