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1. Introduction
Recent change in IETF draft “DHCP Options for Home Information Discovery in MIPv6” has introduced explicit support for discovery of  a Dual Stack HA. In addition to discovery of  the  “IPv6 HA address” the draft now also supports discovery of the “IPv4 address of the IPv6 home agent”. 
2. Reason for Change
 The existing TS 24.303 implies that only one IP address ( i.e.IPv6  address) can be discovery via DHCPv6.

Recent change in IETF draft “DHCP Options for Home Information Discovery in MIPv6” (draft-ietf-mip-hiopt-15.txt) has introduced explicit support for discovery of  Dual Stack HA. In addition to the previous ability to discover the  “IPv6 HA address” the draft now also supports discovery of the “IPv4 address of the IPv6 home agent”. 

The IPv4 HA IP address is required in order to support session continuity if the UE were to handover to an IPv4 only access network.
The TS is updated to reflect this new capability.

3. Conclusions

Support discovery of  the “IPv4 address of the IPv6 home agent” via DHCPv6.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303 V0.3.1.
* * * First Change * * * *
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* * * Next Change * * * *

5.1.2.1.5
Home agent address discovery based on DHCPv6
A UE performing home agent discovery based on DHCPv6 shall support the implementation of stateless DHCPv6 as specified in IETF RFC 3736 [13] and the DHCPv6 options as specified in draft-ietf-mip6-hiopt [12].

In order to discover the address of the home agent the UE shall send an Information-Request message including the Home Network Identifier Option.

If the UE wants to connect to a home agent in VPLMN for default connectivity, the UE shall set the id-type to 0.

If the UE wants to connect to a home agent for a specific target PDN it shall set the id-type to 1. In this case the UE shall then include the identifier of the requested PDN in the Home Network Identifier field. 

Editor's note: It is FFS how the target PDN is constructed from available information and encoded into the Home Network Identifier field. The APN and well-known strings (e.g. "homeagent") may be used for this purpose.

The home agent information is provided to the UE within a Home Network Information Option as described in draft-ietf-mip6-hiopt [12]. This option shall include either the home agent addresses (i.e. both the IPv6 home agent address and the IPv4 address of the IPv6 home agent) or the home agent FQDN. In the latter case the UE shall perform a DNS query with the received home agent FQDN as described in subclause 5.1.2.1.2.

Editor's note: This procedure is applicable when the UE is in a 3GPP access since the HA acts as DHCPv6 server. It is FFS if it is applicable also when the UE is attached to a non-3GPP access.

* * * End of Change * * * *

