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1. Introduction
The home link detection procedure was agreed in last SA2 meeting. This contribution proposes to adopt the text in TS 24.303 and align with SA2.

2. Reason for Change
The DSMIPv6 Home Link Detection Function is used by the UE to detect an access interface is the Home Link from a DSMIPv6 perspective. The home link detection function shall be performed based on UE’s configuration, before sending DSMIPv6 Binding Update via that access interface.

The home link detection function can be performed in one of the following ways:

· Provisioning. The UE may always consider a PDN connection as a home link when using a specific APN or a specific interface.

· Dynamic Network Configuration. The UE may be dynamically configured by the operator. The configuration information may indicate to the UE that the UE is at Home Link. For instance, this configuration information may be delivered to the UE in the PCO during 3GPP attach.

· Compare the advertised IPv6 prefixes on the interface with the dynamically acquired home prefix as defined in draft-krishnan-mext-hld-01. The UE may compare the Prefix Information Option received from Router Advertisements on the local link, and the MIP6_HOME_PREFIX configuration payload acquired at the IKEv2 exchange, to determine whether or not it has attached to its home link.

Editor’s note: it is FFS whether there are other mechanisms for the UE to know whether it is on the home link without comparing the prefixes. 

3. Conclusions

Introduce above text for home link detection function in TS 24.303.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303
* * * First Change * * * *
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* * * Next Change * * * *

5.1.2.3
Home Link Detection


The DSMIPv6 Home Link Detection Function is used by the UE to detect an access interface is the Home Link from a DSMIPv6 perspective. The home link detection function shall be performed based on UE’s configuration, before sending DSMIPv6 Binding Update via that access interface.

The home link detection function can be performed in one of the following ways:

· Provisioning. The UE may always consider a PDN connection as a home link when using a specific APN or a specific interface.

· Dynamic Network Configuration. The UE may be dynamically configured by the operator. The configuration information may indicate to the UE that the UE is at Home Link. For instance, this configuration information may be delivered to the UE in the PCO during 3GPP attach.

· Compare the advertised IPv6 prefixes on the interface with the dynamically acquired home prefix as defined in draft-krishnan-mext-hld [x]. The UE may compare the Prefix Information Option received from Router Advertisements on the local link, and the MIP6_HOME_PREFIX configuration payload acquired at the IKEv2 exchange, to determine whether or not it has attached to its home link.

Editor’s note: it is FFS whether there are other mechanisms for home link detection. 

* * * End of Change * * * *

