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1. Introduction
It has been identified that there could be a need to combine several separate NAS messages in a single large message transfer. There are mainly two reasons for this:
· Clearer separation between EMM and ESM messages, i.e. to avoid IE’s of one type in a message of the other type;
· Performance optimization, i.e. to save radio roundtrips and encryption and integrity runs.
This paper discusses possible solutions to achieve combination of several NAS messages. 
1.1 Use cases

Examples of use cases when it will be useful to transfer several NAS messages in one message transfer are given below.

1) In the attach procedure there is a need to tranfer both EMM information and ESM information to accomplish both network attach and EPS Bearer allocation, thus a combination of EMM and ESM is needed. Also the need to include a Security mode command NAS message has been discussed. This applies to e.g. Attach request, Attach accept and Attach complete messages. There are other procedures that could belong to this use case as well, e.g. the TAU procedure in the case of GERAN/UTRAN to E-UTRAN TAU when the UE has one or more PDP Contexts allocated.
2) In some cases there could be a need for either UE or network to update a number of EPS Bearers with EPS Bearer messages, e.g. deactivate all dedicated bearers, change TFT from one bearer to another or activate a number of bearers. In this case it would be favouable to sent a batch of EPS Bearer messages in one combined message instead of sending the messages one by one.
There could also be other use cases when it would be favourable to use NAS message combination.

1.2 Methods

Below the identified methods to solve NAS message combination are explained. In CT1 meeting #52 it was agreed in the p-CR C1-08300 that a security header should be introduced for NAS messages. It is assumed that the principle with a security header is applied on the outer level of the combined message, i.e. not individually on each contained NAS message but on the complete combined NAS message to be transferred.
1.2.1 IE extention
It is possible to cover both use cases by extending the IE’s in specific NAS messages. In the first use case it means that IE’s related to ESM are added into EMM messages and it the second use case it means that IE’s in EPS bearer modification messages are extended to carry lists of EPS bearers instead of single EPS Bearers.
Pros: 

· Clear message definitions in the TS defining in which cases combination is possible;
Cons: 

· More complex response messages, i.e. lists of Ack and Nack have to sent as reply to messages with lists of EPS Bearers;
· No combination of different EPS Bearer messages is possible, i.e. only when the same message is to be applied to a number of EPS bearers this method is applicable.

1.2.2 Message piggy-backing
By including one or more NAS message as a black-box IE in another NAS message it is possible to combine several NAS messages in one message transfer. This method is well-suited to solve use case 1 where it can be defined to include a complete NAS message into another. It is less suited for combination of any number of NAS messages, where it becomes more complex to either piggy-back in several steps or to piggy-back a variable number of NAS messages into one top NAS message.
Pros:

· Clear separation of different NAS messages, possibly belonging to EMM and ESM;
· Clear definitions in the TS what cases of combination is possible, i.e. what messages can carry black-box IE NAS message(s);
· Possible to combine different NAS messages. 

Cons:

· Complex if more than two NAS messages are to be combined.
1.2.3 Message concatenation

By transfer of a concatenated list of NAS messages a clear separation of the individual messages is achieved as well as a flexible number of NAS messages that can be included. By introducing a length indicator between each message it is possible to decode the concatenated list into individual messages. 
To avoid ambiguity the list of concatenated NAS messages has to be ordered, i.e. the first message in the list should be treated ar being transferred first, the second in the list next and so on, just as if they had been transfered in that order as individual messages. Replies to the NAS messages in the concatenated list have to be sent individually, but could of course depending on implementation be returned as a concatenated list.

To limit the total size of the concatenated list, a maximum allowed length of the list can be introduced if needed.
Pros:

· Clear separation of different NAS messages, possibly belonging to both EMM and ESM;
· Possible to combine different NAS messages;
· Number of NAS messages that can be combined is flexible.
Cons:

· Introduction of a length IE to be able to separate the individual NAS messages in the concatenated list.

2. Reason for Change
To clearly separate EMM and ESM NAS messages and to facilitate efficient transfer of several NAS messages it would be beneficial to define a method to combine NAS messages to transfer.
3. Conclusions

Of the discussed methods the ‘Message concatenation’ method is seen as the most flexible and clear method that solves the identified use cases.
4. Proposal

It is proposed to agree on the changes to be included in 3GPP TR 24.801 v0.8.0 as described below.
* * * First Change * * * *

13.x
NAS message concatenation
If the network or UE needs to send several NAS messages at a certain point in time, it is possible for the sender to combine the individual NAS messages into a concatenated list of NAS messages to be transferred as a single message. The concatenated list should be built up as described below.
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Figure 13.x.1: General security header
The messages are added to the concatenated list in the order they would have been send as individual messages, i.e. the first NAS message to send will be NAS message 1, the second to send will be NAS message 2, and so on. The length indicator belonging to a certain NAS message will contain an integer equal to the number of octets the NAS message consists of.
The Security header is added to the complete list of NAS messages after the list has been concatenated.
Editor’s note: The definition and usage of the Length indicator is FFS.
Editor’s note: It is FFS whether there should be a maximum allowed number of NAS messages that can be concatenated.
