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1. Introduction
In the last SA2 meeting, the IP address allocation mechnism for the UE in the Attach procedure and UE requested PDN Connectivity is changed, the summary of changes are:

1) The PDN address allocation IE is replaced with PDN Type IE;

2) PCO IE is used by the UE to indicate the PDN GW that the UE preferes to allocate IPv4 address using DHCPv4 after the default bearer is established;
3) Static IP address (IPv4, IPv6 or IPv4v6) is subscribed in the HSS and provided to the MME by the HSS, if agreed by the network, the static IP address is provided to the UE;

4) PDN address information IE is replaced with PDN address IE;

5) If the UE does not know its UE IP stack capability, PDN Type is set to IPv4v6 by the UE;

2. Proposal

Based on the SA2 conclusion, it is proposed to discuss the following change request on 3GPP TS 24.301.
* * * First Change on TS 24.301 * * * * 
6.2
IP address allocation

6.2.1
General

The UE can configure an IP address during the attach procedure and/or through an IETF-based IP address allocation mechanism once the default bearer is established.

The following IETF-based IP address/prefix allocation methods are specified in this specification:

a)
/64 IPv6 prefix allocation via IPv6 stateless address autoconfiguration;

b)
IPv4 address allocation and IPv4 parameter configuration via DHCPv4;

c)
IPv6 parameter configuration via stateless DHCPv6;

d)
shorter than /64 IPv6 prefix delegation via DHCPv6.

6.2.2
IP address allocation via NAS signalling

The UE shall include the requested IP version (i.e. IPv4, IPv6 or IPv4v6) in a PDN Type IE in the PDN CONNECTIVITY REQUEST message.

If the UE wants to be allocated an IPv4 address as part of the default bearer activation procedure or an IPv4 address after the default bearer activation procedure by executing DHCPv4 as specified in IETF RFC 2131 [16], the UE shall indicate its preference in the PCO IE requesting an IPv4 address in the PDN CONNECTIVITY REQUEST message.

If the UE knows that an IPv6 address for the default bearer needs to be configured, the UE shall include an indication in the PDN Type IE requesting an IPv6 prefix. 
The UE may also include an indication in the PDN Type IE requesting an IPv4 address and an IPv6 prefix.
If the UE does not have any information about the capability of the IP stack associated with the UE, the PDN Type IE requesting an IPv4 address and an IPv6 prefix..


On receipt of the PDN CONNECTIVITY REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDN Type IE, pre-configuration by the operator and the operator policies of the home and visited network. In case a subscribed PDN address is allocated by the operator for the UE and the subscribed PDN address is allowed by the network, the subscribed PDN address provided by the HSS is included in the PDN address IE. The MME shall include the PDN address IE, if assigned by the PDN GW, in the ATTACH ACCEPT message or PDN CONNECTIVITY ACCEPT message sent to the UE. If the PDN Type IE indicates a request for

-
an IPv4 address allocation as part of the default bearer activation procedure, the MME shall include a PDN address IE with the allocated IPv4 address;

-
an IPv4 address allocation after the default bearer activation procedure by executing DHCPv4 as specified in IETF RFC 2131 [16], the MME shall include a PDN address IE with an empty or an unknown IP address;
-
an IPv6 prefix allocation, the MME shall include a PDN address IE with an IPv6 prefix and an interface identifier. The IPv6 prefix shall be ignored by the UE. The interface identifier shall be used to configure the link-local address when performing the stateless IPv6 address autoconfiguration. The UE shall use the IPv6 prefix received in the Router Advertisement for the stateless IPv6 address autoconfiguration.
NOTE:
The MME can assign both an IPv4 address and an IPv6 prefix to the same default bearer.

6.2.3
IPv6 stateless address allocation

The IPv6 stateless address configuration procedure is defined in IETF RFC 4862 [21]. This subclause provides some specific handling which shall apply in the context of this specification.

After a default bearer has been established, the UE may send a Router Solicitation message to trigger the network to send a Router Advertisement (see IETF RFC 4861 [20]). The PDN GW (or the Serving GW if S5-PMIP reference point is used) shall periodically send Router Advertisement messages as soon as the default bearer has been established.

Editor's note: The timers used by the UE to send the Router Solicitation messages and by the network to send the Router Advertisement messages are FFS.

To indicate to the MS that stateless address autoconfiguration shall be performed, the Router Advertisement shall have the M flag ("Managed Address Configuration" flag) cleared. The O flag ("Other Configuration" flag) may be set if additional parameters can be provided via DHCPv6 (see subclause 6.2.5).

One prefix is included in the Router Advertisement. The Prefix Information Option which contains the prefixes shall have the A flag ("Autonomous Address-Configuration" flag) set and the L flag ("On-Link" flag) cleared.

Editor's note: It is FFS if more than one prefix can be included in the Router Advertisement.

Editor's note: The lifetime of the prefix included in the Router Advertisement is FFS.

When creating a global IPv6 address, the UE may use any interface identifier. There is no restriction on the value of the interface identifier, since the prefixes are uniquely allocated to the UE. As the PDN GW guarantees that the prefixes in the Router Advertisements are unique, the UE shall not perform the Duplicate Address Detection procedure.

6.2.4
IPv4 address allocation via DHCPv4

If the UE wants to configure the IPv4 address and additional IPv4 parameters that were not provided during the attach procedure (e.g. the DNS server address), the UE shall send a DHCPDISCOVER message and use DHCPv4 as specified in IETF RFC 2131 [16]. 

Editor's note: The type of identifier used by the UE in the DHCP protocol (e.g. client identifier) is FFS. 

If the IPv4 address was provided during the attach procedure and the UE needs additional parameters which were not provided, the UE shall use DHCPv4 for configuring the remaining additional IPv4 parameters.

The PDN GW shall reply with the options requested by the UE. 

Editor's note: It is FFS if the PDN GW acts as DHCPv4 Relay or DHCPv4 server.

The UE may use the Rapid Commit option as specified in IETF RFC 4039 [19]. If the DHCPv4 server supports the option and is configured to use it, a two message exchange is executed. If the UE sends a DHCPDISCOVER with the Rapid Commit option but this is not accepted by the DHCPv4 server, the rules specified in IETF RFC 2131 [16] shall be followed.

6.2.5
IPv6 parameter configuration via stateless DHCPv6

If the O flag ("Other Configuration" flag) is set in the Router Advertisement (see IETF RFC 4861 [20]) and the UE needs to configure additional IP parameters (e.g. the DNS server address) that were not provided during the attach procedure or the IPv6 address allocation procedure, the UE shall send a DHCPv6 Information-Request message including the options it wishes to receive, as specified in IETF RFC 3736 [18].

The PDN GW shall reply with the options requested by the UE. Any interaction between the PDN GW and any external DHCPv6 server are specified in 3GPP TR 29.804 [9].

Editor's note: The details of this procedure when S5-PMIP is used are FFS.
6.2.6
IPv6 prefix delegation via DHCPv6

At any time, after the establishment of the default bearer and the IP address allocation procedure described in subclauses 6.2.2, 6.2.3 and 6.2.4 , based on operator's policy, the UE may request and be provided with additional /64 or shorter prefixes. Prefix delegation shall be performed using DHCPv6 as defined in IETF RFC 3633 [17].

The UE shall act as requesting router as defined in IETF RFC 3633 [17]. If S5-GTP is used, the PDN GW shall act as delegating router as specified in IETF RFC 3633 [17]; if S5-PMIP is used, the Serving GW shall act as delegating router.

Editor's note: it is FFS if an additional PDN connection is established for the delegated prefix.

* * * Next Change on TS 24.301 * * * * 
5.5.1
Attach procedure

5.5.1.1
General

The attach procedure is used to attach for packet services in EPS. With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE. The network may also initiate the activation of dedicated bearers as part of the attach procedure.

In a shared network, the UE shall choose one of the PLMN identities broadcast in the cell for the attach procedure. The selected network shall be indicated by the UE to the eNodeB.

During the attach procedure the UE may also obtain the home agent IPv4 and IPv6 addresses.

5.5.1.2
Attach procedure initiation

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED. The UE shall include in the ATTACH REQUEST message a valid GUTI together with the last visited registered TAI, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message. The UE shall also indicate the UE network capability, attach type, and NAS key set identifier.

If available, the UE shall also include information about the IP address allocation in the PDN Type IE as specified in subclause 6.2. The UE may also indicate the DRX parameter and the protocol configuration options.

If the UE wants to keep the connection(s) to the PDN GW to which it has connected via non-3GPP access, the UE shall indicate "handover attach" in the Attach type IE. Otherwise, the UE shall indicate "initial attach" in the Attach type IE.

Editor's note: It is FFS whether the UE provides the APN information in the ATTACH REQUEST message.

If a valid NAS security context exists, the UE shall include a message authentication code and a NAS message sequence number for uplink in the ATTACH REQUEST message.

If the UE is configured to use DSMIPv6, the UE may include a request for obtaining the IPv6 address of the home agent in the Protocol configuration options IE in the ATTACH REQUEST message. The UE may also include a request for obtaining the IPv4 address of the home agent.
5.5.1.3
EMM common procedure initiation

The network may initiate EMM common procedures, e.g. the identification, authentication and security mode procedures, depending on the received information such as IMSI, GUTI and KSI.

5.5.1.4
Attach accepted by the network

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE. The network may also initiate the activation of dedicated bearers towards the UE by invoking the dedicated EPS bearer context activation procedure (see subclause 6.4.2).

The MME shall assign and include the TAI list the UE is registered to in the ATTACH ACCEPT message. The UE, receiving an ATTACH ACCEPT message, shall delete its old TAI list and store the received TAI list.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410, reset the attach attempt counter and tracking area update attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI or when the MME considers the GUTI provided by the UE is invalid, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the assigned TAI list. In this case the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.4.1.

If the ATTACH ACCEPT message contains a GUTI, the UE shall use this GUTI as the new temporary identity. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

The MME shall allocate an EPS bearer identity for the default EPS bearer context activated for the UE and shall include the EPS bearer identity IE in the ATTACH ACCEPT message.
The MME shall include in the ATTACH ACCEPT message the PDN address assigned to the UE by the PDN GW, if available, in the PDN address IE. This address shall be used for the default bearer and any dedicated bearer established towards the same PDN.

The MME may include an IPv6 address of the PDN GW in the ATTACH ACCEPT message, for further use with host based mobility. In addition to the IPv6 address, the MME may also include an IPv4 address of the PDN GW.

Editor's note: The conditions under which a PDN GW address is delivered by the MME are FFS. Whether this IP address is delivered only if host based mobility is used or in any case is FFS. Whether this depends on UE IP version capabilities is FFS.

If the PDN address is included in the ATTACH ACCEPT message, the MME shall also include the APN IE in order to provide to the UE the APN for which the activated default bearer is associated. 

The UE, when receiving the ATTACH ACCEPT message, shall send an ATTACH COMPLETE message to the network, containing the EPS bearer identity.

Upon receiving an ATTACH COMPLETE message, the MME shall stop timer T3450 and consider the GUTI sent in the ATTACH ACCEPT message as valid.

* * * Next Change on TS 24.301 * * * * 
6.5.1
UE requested PDN connectivity procedure

6.5.1.1
General

The purpose of the UE requested PDN connectivity procedure is for a UE to request the setup of a default EPS bearer to an additional PDN in order to allow the UE simultaneous access to multiple PDNs. If accepted by the network, this procedure initiates the establishment of an additional default EPS bearer context.

6.5.1.2
UE requested PDN connectivity procedure initiation
In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME. This message shall include the requested APN, if available, the procedure transaction identity (PTI) and, if available, information about the IP address allocation as specified in subclause 6.2.

6.5.1.3
UE requested PDN connectivity procedure accepted by the network

Upon receipt of the PDN CONNECTIVITY REQUEST message, the MME checks whether connectivity with the requested PDN can be established. If no requested APN is included in the PDN CONNECTIVITY REQUEST message, the MME shall use the default APN as requested APN.

If connectivity with the requested PDN is accepted by the network, the MME shall initiate the establishment of an additional default EPS bearer context by sending a PDN CONNECTIVITY ACCEPT message, which is piggybacked in the Radio Bearer Setup Request to the UE. The message shall contain the EPS bearer identity, the PTI and may contain the allocated PDN address.


The MME may include a Protocol configuration options IE in the PDN CONNECTIVITY ACCEPT message if the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
* * * Next Change on TS 24.301 * * * * 
8.3.6
Activate default EPS bearer context request

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity


	M
	FFS
	FFS

	
	Activate default EPS bearer context request message identity
	Message type


	M
	V
	1

	
	Procedure transaction identifier
	Procedure transaction identifier


	M (FFS)
	FFS
	FFS

	FFS
	PDN address
	PDN address
9.5.4.7
	O
	FFS
	FFS

	FFS
	Access point name
	Access point name

9.5.4.1
	O
	TLV
	3-102

	FFS
	Uplink TFT
	Traffic Flow Template

9.5.4.13
	O
	TLV
	3-257

	FFS
	Negotiated QoS
	Quality of service

9.5.4.9
	O
	TLV
	14-18

	FFS
	Negotiated LLC SAPI
	LLC service access point identifier

9.5.4.4
	O
	TV
	2

	FFS
	Radio priority
	Radio priority

9.5.4.10
	O
	TV
	1

	FFS
	Packet Flow Identifier
	Packet Flow Identifier

9.5.4.5
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

9.5.4.8
	O
	TLV
	3-253

	FFS
	NAS message sequence number for downlink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:

Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH ACCEPT message is FFS.

Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.

* * * Next Change on TS 24.301 * * * * 
8.3.16
Modify EPS bearer context request

This message is sent by the network to the UE to request modification of an active EPS bearer context. See table 8.3.16.1.

Message type:
MODIFY EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.16.1: MODIFY EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	EPS bearer identity


	EPS bearer identity


	M
	FFS
	FFS

	
	Modify EPS bearer context request message identity
	Message type


	M
	V
	1

	FFS
	Procedure transaction identifier


	Procedure transaction identifier


	O
	FFS
	FFS

	FFS
	Uplink TFT
	Traffic Flow Template

9.5.4.13
	O
	TLV
	3-257

	FFS
	PDN address
	PDN address
9.5.4.7
	O
	FFS
	FFS

	FFS
	New QoS
	Quality of service

9.5.4.9
	O
	TLV
	14-18

	FFS
	Negotiated LLC SAPI
	LLC service access point identifier

9.5.4.4
	O
	TV
	2

	FFS
	Radio priority
	Radio priority

9.5.4.10
	O
	TV
	1

	FFS
	Packet Flow Identifier
	Packet Flow Identifier

9.5.4.5
	O
	TLV
	3

	FFS
	Protocol configuration options
	Protocol configuration options

9.5.4.8
	O
	TLV
	3-253

	
	NAS message sequence number for downlink
	NAS message sequence number
	M
	FFS
	FFS

	
	Message authentication code
	Message authentication code


	M
	FFS
	FFS


Editor's note: The inclusion of the Negotiated LLC SAPI is FFS.
* * * Next Change on TS 24.301 * * * * 
8.3.18
PDN connectivity request

This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.18.1.

Message type:
PDN CONNECTIVITY REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.18.1: PDN CONNECTIVITY REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier


	M (FFS)
	FFS
	FFS

	
	PDN connectivity request message identity
	Message type


	M
	V
	1

	FFS
	Access point name
	Access point name

9.5.4.1
	O
	TLV
	3-102

	FFS
	PDN Type
	PDN Type
9.5.4.6
	O
	FFS
	FFS

	FFS
	Protocol configuration options
	Protocol configuration options

9.5.4.8
	O
	TLV
	3-253

	FFS
	NAS message sequence number for uplink
	NAS message sequence number
	O (FFS)
	FFS
	FFS

	FFS
	Message authentication code
	Message authentication code


	O (FFS)
	FFS
	FFS


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:

Editor's note: The inclusion of a NAS message sequence number and a message authentication code when the message is transferred piggy-backed in an ATTACH REQUEST message is FFS.

* * * Next Change on TS 24.301 * * * * 
9.5.4
EPS Session Management (ESM) information elements

9.5.4.1
Access point name

See subclause 10.5.6.1 in 3GPP TS 24.008 [6].

9.5.4.2
ESM cause

Editor's note: The coding of this information element is FFS.

9.5.4.3
Linked EPS bearer identity

Editor's note: The coding of this information element is FFS.

9.5.4.4
LLC service access point identifier

See subclause 10.5.6.9 in 3GPP TS 24.008 [6].

9.5.4.5
Packet Flow Identifier

See subclause 10.5.6.11 in 3GPP TS 24.008 [6].

9.5.4.6
PDN Type
Editor's note: The coding of this information element is FFS.

9.5.4.7
PDN address
Editor's note: The coding of this information element is FFS.

9.5.4.8
Protocol configuration options

See subclause 10.5.6.3 in 3GPP TS 24.008 [6].

9.5.4.9
Quality of service

See subclause 10.5.6.5 in 3GPP TS 24.008 [6].

9.5.4.10
Radio priority

See subclause 10.5.7.2 in 3GPP TS 24.008 [6].

9.5.4.11
SDF Quality of service

Editor's note: The coding of this information element is FFS.

9.5.4.12
Tear down indicator

See subclause 10.5.6.10 in 3GPP TS 24.008 [6].

9.5.4.13
Traffic Flow Template

See subclause 10.5.6.12 in 3GPP TS 24.008 [6].
