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1. Introduction
In TS 24.303 there is a placeholder for some generic/introductory text on DSMIPv6. This document proposes some text for that section.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.303.
* * * First Change * * * *
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4.1
Mobility management based on Dual-Stack Mobile IPv6


DSMIPv6 is specified in IETF RFC 3775 [6] and draft-ietf-mip6-nemo-v4traversal [2]. The purpose of the DSMIPv6 procedures is to establish, manage and tear down a mobility tunnel between the UE and the HA function. The mobility tunnel establishment is always initiated by the UE, while the mobility tunnel tear down can be initiated either by the UE or the network.
In this specification, the IETF RFC 4877 [4] is used to secure DSMIPv6 signalling. For this purpose, the UE performs an IKEv2 exchange with the Home Agent before establishing the mobility tunnel as described in subclause 5.1.2.2. The details of the security aspects are specified in TS 33.402 [x].
The mobility tunnel procedures are performed by the UE per each PDN, meaning that if multiple PDNs are accessed by the UE, multiple instances of the procedures are needed. The multiple PDN behaviour is specified more in detail in subclause  4.3.
