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*********************Begin of Change************************
1
Scope

The present document provides the protocol details for SMS over IP within the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP) and SIP Events as defined in 3GPP TS 24.229 [10].

Where possible the present document specifies the requirements for this protocol by reference to specifications produced by the IETF within the scope of SIP and SIP Events, either directly, or as modified by 3GPP TS 24.229 [10].

The present document is applicable to Application Servers (ASs) and User Equipment (UE) providing SMS over IP functionality.
Editor’s Note: Scope of service-level interworking to be added.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.002: "Network Architecture".
[3]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[4]
3GPP TS 23.140: "Multimedia Messaging Service (MMS); Functional description; Stage 2".
[5]
3GPP TS 23.204: "Support of SMS over generic 3GPP IP access; Stage 2".
[6]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[7]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[8]
3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".
[9]
3GPP TS 24.228 Release 5: "Signalling flows for the IP multimedia call control based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[10]
3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[11]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[12]
RFC 3261 (June 2002): "SIP: Session Initiation Protocol".

[13]
RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".

[14]
RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[15]
RFC 3680 (March 2004): "A Session Initiation Protocol (SIP) Event Package for Registrations".

[16]
RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".

[17]
RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)".

Editor’s Note: References to relevant specifications to be added.
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

SM-over-IP sender: the A party that sends an SM using a SIP MESSAGE request including a vnd.3gpp.sms payload (introduced in 3GPP TS 23.140 [4]).

SM-over-IP receiver: the B party that receives an SM encapsulated in the vnd.3gpp.sms payload of a SIP MESSAGE request.
Editor’s Note: IM related roles and definitions e.g. IM sender and IM receiver to be added.
For the purposes of the present document, the following terms and definitions given in RFC 3261 [12] apply.

Header

Header field

Method

Request

Response

(SIP) transaction

Status-code (see RFC 3261 [12], subclause 7.2)

Tag (see RFC 3261 [12], subclause 19.3)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2], subclauses 4.1.1.1 and 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [6], subclause 3.1 apply:

Filter criteria

Initial filter criteria
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7], subclauses 4.3.3.1, 4.3.6 and 4.6 apply:

Interrogating-CSCF (I-CSCF)

Public Service Identity (PSI)

Proxy-CSCF (P-CSCF)

Serving-CSCF (S-CSCF)

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.040 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AS
Application Server

IP-SM-GW
IP-Short-Message-Gateway

4
Overview of SMS over IP functionality

4.1
Introduction

SMS over IP functionality provides the UE with the capability of sending traditional short messages over IMS network. The architecture for SMS is specified in 3GPP TS 23.040 [3] and for SMS over IP functionality in 3GPP TS 23.204 [5].
Editor’s Note: Service-level interworking to be introduced.
4.2
SMS over IP

In order to guarantee SMS interoperability the SM-over-IP sender, the SM-over-IP receiver and the IP-SM-GW shall support encapsulation of RPDUs defined in 3GPP TS 24.011 [8], subclause 7.3. The SM-over-IP sender, the SM-over-IP receiver and the IP-SM-GW shall use the MIME type "application/vnd.3gpp.sms" for this purpose.
Editor’s Note: Functionality of service-level interworking to be introduced.
4.3
Application utilisation of SMS over IP

SMS over generic IP access can be used to support all applications and services that use SMS.
Editor’s Note: Application utilization of service-level interworking to be introduced.
5
SIP related procedures

5.1
Introduction

5.2
Functional entities

5.2.1
User Equipment (UE)

A UE may implement the role of an SM-over-IP sender (see subclause 5.3.1) or an SM-over-IP receiver (see subclause 5.3.2).

NOTE:
The capability of sending short messages over IP does not affect current limitations, thus the UE is limited to send at most one UE originated SM and to receive at most one UE terminated SM at a time.
Editor’s Note: Although IM service itself is out of scope of this document, the case UE act as the role of IM user maybe introduced.
5.2.2
Application Server (AS)

An AS may implement the role of an IP-SM-GW (see subclause 5.3.3).

5.3
Roles

5.3.1
SM-over-IP sender

5.3.1.1
General

In addition to the procedures specified in subclause 5.3.1, the SM-over-IP sender shall support the procedures specified in 3GPP TS 24.229 [10] appropriate to the functional entity in which the SM-over-IP sender is implemented. The SM-over-IP sender shall build and populate RP-DATA message, containing all the information that a mobile station submitting an SM according to 3GPP TS 24.011 [8] would place, for successful delivery. The SM-over-IP sender shall parse and interpret RP- DATA, RP-ACK and RP-ERROR messages, containing all the information that a mobile station receiving an SM according to 3GPP TS 24.011 [8] would see, in a SM submission or status report.

5.3.1.2
Submitting a short message

When an SM-over-IP sender wants to submit an SM over IP, the SM-over-IP sender shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the PSI of the SC of the SM-over-IP sender;

NOTE 1:
The PSI of the SC can be SIP URI or tel URI based on operator policy.

b)
the From header, which shall contain a public user identity of the SM-over-IP sender;

NOTE 2:
The IP-SM-GW will have to use an address of the SM-over-IP sender that the SC can process (i.e. an E.164 number). This address will come from a tel URI in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF.

NOTE 3:
The SM-over-IP sender has to store the Call-ID of the SIP MESSAGE request, so it can associate the appropriate SIP MESSAGE request including a submit report with it.

c)
the To header, which shall contain the SC of the SM-over-IP sender;

d)
the Content-Type header, which shall contain "application/vnd.3gpp.sms"; and

e)
the body of the request shall contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].

NOTE 4:
The address of the SC is included in the RP-DATA message content. The address of the SC is configured in the SM-over-IP sender.

NOTE 5:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

The SM-over-IP sender may request the SC to return the status of the submitted message. The support of status report capabilities is optional for the SC.

When a SIP MESSAGE request including a submit report in the "vnd.3gpp.sms" payload is received, the SM-over-IP sender shall:

-
if SM-over-IP sender supports In-Reply-To header usage and the In-Reply-To header indicates that the request corresponds to a short message submitted by the SM-over-IP sender, generate a 200 (OK) SIP response according to RFC 3428 [14] , otherwise generate a 486 (Not Acceptable here) SIP response according to RFC 3428 [14]. if SM-over-IP sender does not support In-Reply-To header usage generate a 200 (OK) SIP response according to RFC 3428 [14]; and

-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-ACK or RP-ERROR.

5.3.1.3
Receiving a status report

When a SIP MESSAGE request including a status report in the "vnd.3gpp.sms" payload is delivered, the SM-over-IP sender shall:

-
generate a SIP response according to RFC 3428 [14];

-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-DATA; and

-
create a delivery report for the status report as described in subclause 5.3.2.4. The content of the delivery report is defined in 3GPP TS 24.011 [8].

5.3.2
SM-over-IP receiver

5.3.2.1
General

In addition to the procedures specified in subclause 5.3.2, the SM-over-IP receiver shall support the procedures specified in 3GPP TS 24.229 [10] appropriate to the functional entity in which the SM-over-IP receiver is implemented. The SM-over-IP receiver shall build and populate RP-SMMA, RP-ACK, and RP-ERROR messages, containing all the information that a mobile station according to 3GPP TS 24.011 [8] would place, for a notification for availability of memory and a delivery report. The SM-over-IP receiver shall parse and interpret RP- DATA message, containing all the information that a mobile station receiving an SM according to 3GPP TS 24.011 [8] would see, in a SM delivery.

5.3.2.2
Registration

On sending a REGISTER request, the SM-over-IP receiver shall indicate its capability to receive traditional short messages over IMS network by including a "+g.3gpp.smsip" parameter into the Contact header according to RFC 3840 [16].

5.3.2.3
Delivery of a short message

When a SIP MESSAGE request including a short message in the "vnd.3gpp.sms" payload is delivered, the SM-over-IP receiver shall:

-
generate a SIP response according to RFC 3428 [14];

-
extract the payload encoded according to 3GPP TS 24.011 [8] for RP-DATA; and

-
create a delivery report as described in subclause 5.3.2.4. The content of the report is defined in 3GPP TS 24.011 [8].

5.3.2.4
Sending a delivery report

When an SM-over-IP receiver wants to send an SM delivery report over IP, the SM-over-IP receiver shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the IP-SM-GW;

NOTE 1:
The address of the IP-SM-GW is received in the P-Asserted-Identity header in the SIP MESSAGE request including the delivered short message.

b)
the From header, which shall contain a public user identity of the SM-over-IP receiver.

c)
the To header, which shall contain the IP-SM-GW;

b)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

c)
the body of the request shall contain the RP-ACK or RP-ERROR message for the SM delivery report, as defined in 3GPP TS 24.011 [8].

NOTE 2:
The SM-over-IP sender will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

5.3.2.5
Sending a notification about SM-over-IP receiver having memory available

When an SM-over-IP receiver wants to send a notification about UE having memory available, the SM-over-IP receiver shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain the IP-SM-GW;

NOTE 1:
The address of the IP-SM-GW is received in the P-Asserted-Identity in the SIP MESSAGE request that included the short message the UE could not store.

b)
the From header, which shall contain a public user identity of the SM-over-IP receiver;

c)
the To header, which shall contain the IP-SM-GW;

d)
the Content-Type header shall contain "application/vnd.3gpp.sms"; and

e)
the body of the request shall contain an RP-SMMA message, see 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].

NOTE 2:
The SM-over-IP receiver will use content transfer encoding of type "binary" for the encoding of the SMS in the body of the SIP MESSAGE request.

5.3.3
IP-Short-Message-Gateway (IP-SM-GW)

5.3.3.1
General

An IP-SM-GW is an entity that provides the protocol interworking for the submission of short messages from the SM-over-IP sender to the SC, for the delivery of short messages from the SC to the SM-over-IP receiver, and for the SMS-Status Reports from the SC to the SM-over-IP sender.

In addition to the procedures specified in subclause 5.3.3, the IP-SM-GW shall support the procedures specified in subclause 5.7 in 3GPP TS 24.229 [10].
Editor’s Note: The functionality of IP-SM-GW to support service-level interworking to be added.
5.3.3.2
Indication of SM-over-IP receiver availability status for delivery of short messages

NOTE 1: If operator policy does not require the indication the availability status of public user identity for receiving SMS over IP messages, then IP-SM-GW will not receive third-party REGISTER request.

Upon receipt of a third-party REGISTER request, the IP-SM-GW shall:

-
send a 200 (OK) response for the REGISTER request;

-
store the MSISDN sent in the message body of the REGISTER request within the <service-info> XML element; and

NOTE 2: The actual format is transparent to the S-CSCF.

-
subscribe to the reg event package for the public user identity registered at the user's registrar (S-CSCF) as described in RFC 3680 [15].

Upon receipt of a NOTIFY request the IP-SM-GW shall check the availability status for receiving SMS over IP messages, i.e. if the public user identity has a contact registered with the ability to receive SMS over IP messages. If the availability status of the public user identity for receiving SMS over IP messages has changed, the IP-SM-GW shall start a data update procedure to the HSS as specified in 3GPP TS 29.002 [11] to indicate that the MSISDN registered with it is available/unavailable for delivery of SMS.
Editor’s Note: It's FFS whether there are additional requirements for the UE to indicate its capability and preference for service-level interworking between SM and IM.
5.3.3.3
Answering routing information query

If a routing information query is received from the HSS/HLR, the IP-SM-GW shall extract the MSISDN of the SM-over-IP receiver (destination UE) from the received message. If the IP-SM-GW has information about a public user identity associated with the MSISDN, the IP-SM-GW shall return the address of itself to the SMS-GMSC that originated the routing information query.

If the IP-SM-GW has no information related to the MSISDN of the SM-over-IP receiver (destination UE), the IP-SM-GW shall query the HSS/HLR for routing information and send the received information (MSC and/or SGSN address) to the SMS-GMSC that originated the routing information query.

NOTE:
The address of the SMS-GMSC is available in the received routing information query.
Editor’s Note: It’s FFS how the IP-SM-GW route the SM to SC or through MSC/SGSN.
Editor’s Note: It’s FFS how the IP-SM-GW select domain (IMS and CS/PS) and message format (SM, SMSIP and IM) to deliver the message properly.
5.3.3.4
Transport layer interworking

5.3.3.4.1
Receiving a short message in a SIP MESSAGE request

NOTE 1:
The SIP MESSAGE received from the SM-over-IP sender/receiver will include a P-Asserted-Identity header (as defined in RFC 3325 [13]) containing a tel URI of the SM-over-IP sender/receiver and will contain either a short message (RP-DATA), or a notification for availability of memory (RP-SMMA), or a delivery report (RP-ACK or RP-ERROR).

If a SIP MESSAGE request including "vnd.3gpp.sms" payload is received from the SM-over-IP sender/receiver, the IP-SM-GW shall:

1)
respond with a 202 (Accepted) response;

2)
extract and validate the format of the SC address from the received payload as defined in 3GPP TS 24.011 [8] and 3GPP TS 23.040 [3];

3)
extract the RPDU type (see 3GPP TS 24.011 [8]) from the received payload;

4)
add the MSISDN of the SM-over-IP receiver to the RP International Mobile Subscriber Identity field if the received payload is a notification for availability of memory. If the MSISDN of the SM-over-IP receiver is not available then insert the tel URI received in a P-Asserted-Identity header (as defined in RFC 3325 [13]) placed in the SIP MESSAGE request by the P-CSCF or S-CSCF; and

NOTE 2:
The MSISDN is not available if the registration is not required according to the operator policy.

5)
include the RPDU type in the appropriate message to

-
the SC via SMS-IWMSC in case of a short message;

-
the SC via SMS-GMSC in case of a delivery report; or

-
the HSS in case of a notification for availability of memory.

If step 2) or 3) above fails for message that contains RPDU with RP-DATA or RP-SMMA content, the IP-SM-GW shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, containing the sending user’s URI;

b)
the Content-Type header, set to "application/vnd.3gpp.sms"; and

c)
the body of the request containing an RP-ERROR message including an appropriate error code as defined in 3GPP TS 24.011 [8].

NOTE 3:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

5.3.3.4.2
Delivering a short message in a SIP MESSAGE request

If a short message is received from the SMS-GMSC, the IP-SM-GW shall extract the IMSI of the SM-over-IP receiver from the received message. Then the IP-SM-GW shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain a public user identity of the SM-over-IP receiver associated with the received IMSI;

b)
the Accept-Contact header, which shall contain a "+g.3gpp.smsip" parameter and the "explicit" and "require" tags according to RFC 3841 [17];

c)
the Request-Disposition header which shall contain the "no-fork" directive;

d)
the P-Asserted-Identity header which shall contain the SIP URI of the IP-SM-GW;

e)
the Content-Type header which shall contain "application/vnd.3gpp.sms"; and

f)
the body of the request which shall contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].

NOTE:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

If the IP-SM-GW can not deliver the short message successfully, the IP-SM-GW shall construct and send a proper delivery report to SC via SMS-GMSC.

5.3.3.4.3
Forwarding a submit report in a SIP MESSAGE request

If an SM submit report is received from the SMS-IWMSC, the IP-SM-GW shall retrieve the IMSI of the SM-over-IP sender from the existing MAP context. Then the IP-SM-GW shall obtain a corresponding public user identity and send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain a public user identity of the SM-over-IP sender;

b)
the Request-Disposition header which shall contain the "fork" and optionally the "parallel" directives;

c)
the In-Reply-To header which shall contain the Call-Id of the SIP MESSAGE request that included the submitted short message;

d)
the P-Asserted-Identity header which shall contain the SIP URI of the IP-SM-GW;

e)
the Content-Type header which shall contain "application/vnd.3gpp.sms"; and

f)
the body of the request which shall contain an RP-ACK or RP-ERROR message as defined in 3GPP TS 24.011 [8].

NOTE:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

5.3.3.4.4
Delivering a status report in a SIP MESSAGE request

If a status report is received from the SMS-GMSC, the IP-SM-GW shall extract the IMSI of the SM-over-IP sender from the received message. Then the IP-SM-GW shall send a SIP MESSAGE request with the following information:

a)
the Request-URI, which shall contain a public user identity of the SM-over-IP sender associated with the received IMSI;

b)
the Accept-Contact header, which shall contain a "+g.3gpp.smsip" parameter and the "explicit" and "require" tags according to RFC 3841 [17];

c)
the Request-Disposition header which shall contain the "no-fork" directive;

NOTE 1:
The status report is always sent to the SMS capable UE that registered with the highest q value.

d)
the Content-Type header which shall contain "application/vnd.3gpp.sms"; and

e)
the body of the request which shall contain an RP-DATA message as defined in 3GPP TS 24.011 [8], including the SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3].

NOTE 2:
The IP-SM-GW will use content transfer encoding of type "binary" for the encoding of the SM in the body of the SIP MESSAGE request.

If the IP-SM-GW can not deliver the status report successfully, the IP-SM-GW shall construct and send a proper delivery report to SC via SMS-GMSC.

NOTE 3:
The SM-over-IP sender will acknowledge the status report with a delivery report.
5.3.3.5
Application layer interworking
Editor’s Note: This section describes various procedures to support service-level interworking between SM and IM.
5.3.3.5.1
Receiving an instant message in a SIP MESSAGE request
Editor’s Note: This section describes the procedure when the IP-SM-GW receiving an IM in a SIP MESSAGE request from an IM Sender and submitting an SM towards the SM receiver.
5.3.3.5.2
Receiving an instant message in an MSRP session
Editor’s Note: This section describes the procedure when the IP-SM-GW receiving a large IM in an MSRP session from an IM Sender and submitting an SM or several concatenated SMs towards the SM receiver.
5.3.3.5.3
Delivering an instant message in a SIP MESSAGE request
Editor’s Note: This section describes the procedure when the IP-SM-GW receiving an SM and delivering an IM in a SIP MESSAGE request towards the IM receiver.
5.3.3.5.4
Delivering an instant message in an MSRP session
Editor’s Note: This section describes the procedure when the IP-SM-GW receiving several concatenated SMs and delivering a large IM in an MSRP session towards the IM receiver.
5.3.3.5.5
Receiving a SIP MESSAGE request with IMDN
Editor’s Note: This section describes the procedure when the IP-SM-GW receiving an IMDN in a SIP MESSAGE request from an IM User and sending a corresponding SM report towards the SM user.
5.3.3.5.6
Delivering a report in a SIP MESSAGE request with IMDN

Editor’s Note: This section describes the procedure when the IP-SM-GW receiving an SM report and sending a corresponding IMDN in a SIP MESSAGE request towards the IM user.
*********************End of Change************************
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