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=== Start of 1st Change ===
4.5.2.6.2.3
Subsequent diversion; a History header received

When this is the second or greater diversion the communication has undergone, a new history-info entry shall be added to the History-Info header field according to the rules defined in RFC 4244 [3]. The following information has to be added to the retargeted request:

· the diverted-to party address;

· diversion information.

The following header fields shall be included or modified with the specified values:

a)
Request URI - shall be set to the public user identity where the communication is to be diverted.

b)
History-Info Header The history entry representing the served user may be modified. One history entry is added. 

b.1)
The history entry representing the served user privacy header "history" shall be escaped within the 
hi-targeted-to-uri, if:

· if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

· if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history is already escaped with the correct privacy value no modification is needed. 


In all other cases the history entry representing the served user shall not be changed.

b.2)
A history entry shall be added where the hi-targeted-to-uri shall be set to the public user identity were the communication is diverted to. Cause-param parameter (redirecting reason) included in the History-Info header field shall be set according to the diversion conditions and notification subscription option. 
The mapping between the diversion conditions and the coding of the cause-param parameter is as follows:

· Communication forwarding busy, the Cause value "486" as defined by RFC 4458 [14] shall be used.
· Communication forwarding no reply, the Cause value "408" as defined by RFC 4458 [14] shall be used.
· Communication forwarding unconditional, the Cause value "302" as defined by RFC 4458 [14] shall be used.
· Communication deflection (Immediate response), the Cause value "480" as defined by
RFC 4458 [14] shall be used.
· Communication Forwarding Not Logged in, the Cause value "404" as defined by RFC 4458 [14] shall be used.
· Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by RFC 4458 [14] shall be used.


The Index shall be incremented according to the Basic Forwarding rules specified in section 4.3.3.1.3 "Indexing in the History-Info Header" of RFC 4244 [3] the new level index "1" shall be used.

c)
To header- If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

· if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

· if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

Table 4.5.2.6.2.4.1 shows the example of a communication path for multiple diversions.

4.5.2.6.2.4
Overview of the operation

Figure 4.5.2.6.2.4.1 shows the example of a communication path for multiple diversions.
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Figure 4.5.2.6.2.4.1: Originally A calls B Information transferred in the INVITE request

Table 4.5.2.6.2.4.1 shows which parameters and header fields that are modified in a diversion AS.

Table 4.5.2.6.2.4.1: Parameter information for multiple redirection
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4.5.2.6.3
Diversion procedures at the diverting AS

The diverting AS shall continue the communication depending on the service that is causing the diversion:

1)
Communication Forwarding Unconditional (CFU) or Communication Forwarding Busy (CFB) network determined user busy or Communication Forwarding on Not Logged in (CFNL)


The AS shall continue in the following manner:

· If the notification procedure of the originating user is supported then the originating user shall be notified as described in clause 4.5.2.6.4.

· An INVITE request containing the diverted-to URI shall sent to the (outgoing) S-CSCF. The INVITE request shall includes the parameter information as shown in table 4.5.2.6.2.4.1 and described in clause 4.5.2.6.2.

2)
Communication Forwarding No Reply (CFNR)


After receiving the first 180 (Ringing) response the no reply timer (definition see clause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


With receiving a 200 (OK) response the no reply timer shall be terminated and the call follows the Basic call procedure as described within ES 283 003 [2]. Other open early dialogs shall be terminated as described within ES 283 003 [2], clause 9.2.3.


When the no reply timer defined in clause 4.8 expires:

· The dialog(s) to the diverting user shall be terminated e.g. by sending a CANCEL request or BYE request according to the rules and procedures in RFC 3261 [6]. 

· If the notification procedure of the originating user is supported then the originating user shall be notified as described in clause 4.5.2.6.4.

· An INVITE request is sent to the (outgoing) S-CSCF towards the diverted-to user. The INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.1.

3)
Communication Forwarding No Reply (CFNR) (ringing continues)


After receiving the first 180 (Ringing) response the no reply timer (definition see clause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


When the diverted-to-user has accepted the communication request (with 200 OK) and if the notification procedures of the originating user is supported then the originating user shall be notified as described in clause 4.5.2.6.4.


An INVITE is sent to the outgoing S-CSCF towards the diverted to user. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.4.1.

If diverting user accepts the communication after sending the INVITE request the communication path towards the diverted to user shall be released according to the rules and procedures in RFC 3261 [6].
4)
Communication Forwarding user determined Busy (CFB)


The Communication Forwarding User Determined Busy is offered to the served user when the AS:

· The received 486 Busy shall be acknowledged with a ACK.

· If the notification procedures of the originating user is supported then the originating user shall be notified as described in clause 4.5.2.6.4.
· An INVITE message containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.4.1.
5)
Communication Deflection (CD) immediate response


The Communication Deflection immediate response is offered to the served user.


A 302 (Moved Temporarily) response is received.


If the notification procedures of the originating user is supported then the originating user shall be notified as described in clause 4.5.2.6.4.

An INVITE message containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.4.1.

6)
Communication Forwarding on subscriber Not Reachable (CFNRc)


When the AS receives a not reachable indication (see clause 4.5.2.6.6) on the INVITE forwarded to the served user, then the following criteria shall apply before the Communication Forwarding on Subscriber Not Reachable procedure is executed:

· the served user has an active forwarding rule containing not-reachable condition (see clause 4.9); and

· the served user is registered.


The following steps shall be followed to perform Communication Forwarding on Subscriber Not Reachable:

1)
If the notification procedures of the originating user is supported then the originating user shall be notified as described in clause 4.5.2.6.4.
2)
An INVITE message containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.4.1.

4.5.2.6.4
Notification procedures of the originating user (Subscription Option)

When Communication Diversion occurs and if served user has the subscription option "Originating user receives notification that his communication has been diverted (forwarded or deflected)." set to true then a 181 (Call Is Being Forwarded) response shall be sent towards the originating user.

The following header fields shall be included or modified with the specified values:

a)
The P-Asserted-Identity includes the URI of the diverting user. 

b)
The Privacy header with the value "id" shall be included, if:

· the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

· the served used has the subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification." set to false.

c)
The following entries shall be added to the History-Info header field:

c.1)
If this is the first diversion then the first entry shall be populated with the hi-targeted-to-uri of the served user. The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

c.2)
On the history entry that represents the served user, the privacy header with value "history" shall be escaped within the hi-targeted-to-uri, if:

· the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

· the served used has the subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification." set to false;

· if the history is already escaped with the correct privacy value no modification is needed;

· in all other cases the history entry representing the served user shall not be changed.

c.3)
A history entry shall be added according to the rules of clause 4.5.2.6.2.3 item b.2. For this entry the privacy header with value "history" shall be escaped within the hi-targeted-to-uri.
Additional the AS may initiate an announcement to be included towards the calling user in order to inform about the about the diversion. Announcements may be played according to procedures as are described in TS 183 028 [11].

=== End of 1st Change ===
=== Start of 2nd Change ===
4.5.2.7
Actions at the AS of the diverted to User

The AS shall store the History Header of an incoming Request.

If a 180, 181 or 200 response does not contain a History header field, the AS shall include the stored History header field and if diverted to user is subscribed to the TIR service the Privacy header field of all responses and the priv-value of the last entry in the History header field shall be set to "history".

NOTE:
A response including no History header Field is coming from an untrusted entity or the History header field is not included due to the privacy status within the SIP request.

=== End of 2nd Change ===
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