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ABSTRACT

This document discusses a new originating P-CSCF mechanism related to NAT traversal, when an AGW is inserted in the media path and the UE behind the P-CSCF indicates support of ICE. The mechanism makes it possible to remove a STUN relay server from the media path if the AGW uses the hosted NAT traversal mechanism.
DISCUSSION

Figure 1 shows the 3GPP access network architecture, as defined in 3GPP TS 23.228.
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Chapter K.3.2.2 of 3GPP TS 24.229 says:
“When the P-CSCF receives an SDP offer during session establishment, if this offer comes from a UE which does support the procedures defined in subclause K.5.2.1 and is located behind a hosted NAT, the P-CSCF may choose to modify the SDP offer by replacing the IP Address(es) and port number(s) received in the SDP offer by the IP address(es) and port number(s) received from the IMS Access Gateway over the Iq interface. If the P-CSCF chooses to modify the SDP offer, the P-CSCF shall remove all occurances of a=candidate attributes in the SDP offer.”

Since the candidate attributes are removed by the P-CSCF, ICE will be “disabled”.

According to the ICE specification, the m/c lines of the SDP offer will contain the STUN relay address, so even if the P-CSCF removes the ICE candidate attributes before, and hence disables ICE, the media between the UE and the AGW will still pass the STUN relay server. And, since the AGW has been inserted in the media path, this means that the media will pass BOTH the STUN relay server AND the AGW, which MAY cause unnecessary delays and resource consumption (see figure 2). If the AGW supports hosted NAT traversal (HNT), it may not even be necessary to use a STUN relay server for NAT traversal.
Figure 2 shows media passing through both a STUN relay and the AGW.
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Below we describe a mechanism how the P-CSCF, by including ICE candidate attributes in the SDP answer towards the UE, can achieve that media is sent between the UE host address (local IP address/port), without being routed via a STUN relay server.

SOLUTION

1. When the P-CSCF receives an SDP offer from the origination UE, it removes the ICE candidate attributes before forwarding the offer towards the core network, according to current procedures. 

2. The P-CSCF requests to setup a NAPT pinhole in the AGW, according to current procedures.

3. The P-CSCF modifies the m/c lines, based on the pinhole created in the AGW, before forwarding the offer towards the core network, according to current procedures. The m/c lines point to the core side transport endpoint of the established NATP pinhole in the AGW (created in step 2).

4. The P-CSCF requests the AGW to intercept and reply to the STUN requests based connectivity checks that the UE will send to the access side address/port of the established NAPT pinhole in the AGW. The STUN requests are not forwarded towards the core network.

5. When the P-CSCF receives an SDP answer from the core network it inserts an ICE host candidate attribute. The host candidate address/port shall point to the access side transport endpoint of the established NAPT pinhole in the AGW (created in step 2). 
6. The P-CSCF modifies the m/c lines, based on the pinhole created in the AGW, before forwarding the answer towards the UE, according to current procedures. The m/c lines point to the access side transport endpoint of the established NATP pinhole in the AGW (created in step 2).
7. The P-CSCF inserts an ice-lite indication before forwarding the answer towards the UE.

8. When the UE receives the SDP answer, it will initiate connectivity check sending based on the candidate information received in the SDP answer, according to the ICE specification. 
9. When the UE discovers that connectivity with the AGW is reached on the UE host candidate, send an updated offer, where the c/m lines point to the UE host candidate (instead of to the STUN relay candidate, as in the previous offer), according to the ICE specification.

10. The media between the UE and the AGW will now be sent to/from the host candidates, without a STUN relay server in the path (see figure 3).

Figure 3 shows media passing through the AGW only.
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NOTE: The UE will, according to the ICE specification, send periodic keep-alive messages towards the AGW. There is no need for the AGW to generate and send keep-alive messages towards the UE.
PROPOSAL

We propose that the mechanism (OPTIONAL) described in this document is discussed. 
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