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1. Introduction

The WID, paging permission with access control requirement (PPACR), previously known as paging permission with access control (PPAC) has been investigated at SA1 and SA2 WG. PPACR is for technical specification work based on the study done under PPAC. 

Corresponding stage3 working item establishment proposal was presented at TSG CT#37 in September and advised to propose this to CT1#49 first. 
This paper starts with the introduction of the issue identified in SA1 and SA2 and, in the end, asks CT1 WG to accept the introduced feasible solution as the basis of investigation approach. 

2. History of Work
Cellular communication is considered as one of the most powerful communication tools, especially in the event of such as disasters. As an operator we found that current access control mechanism, where it prohibits the UE to perform any access attempts toward the network, may be problematic on the aspect of communication accessibility. Therefore, additional feature for enhanced reliability should be developed.
Currently, access control capability has defined in several specifications (e.g. TS 22.011, TS24.008, and TS25.331) in order to prevent UE from responding to a paging request during access class control. Such access control operation likely to be performed in the event of large scale congestion happens, i.e., after a large-scale natural disasters such as earthquakes. Three use-cases have been identified in the PPAC study (see TR22.908) and presented in the following briefly;

1. The priority communication service that is originated from an authorised user (e.g. government, emergency responder) to a user who camps in congested area where the access control operation is on the effect.
2. The emergency service call back where the terminating side camps in congested area.
3. The communication between user UEs in the same area where access control is performed. In this case, a network operator performs an access class control, and the access class of originating UE is unbarred and terminating UE is barred. 
The study of PPAC concluded that it will require new capability for UE to respond paging request to complete mobile terminated call or message during access control.
Corresponding requirement to TS22.011 will be defined at SA1#38 in the end of October 2007. Current main issue related to this requirement is whether or not, PPAC function is applied to individual UE or group of UEs (all UEs). 
Next, SA2#58 in June and SA2#59 in August performed impact analysis if there is any impact on SA2 responsible specification. At SA2#59 in August, SA2 decided that at this moment there is no impact on SA2 responsible specification. 

Now, CT1 is asked to start the solution investigation and relevant standardization work with a liaison statement (see S2-073865) sent from SA2#59. Additionally, another aspect included in the liaison statement is that SA2 request CT1 to lead all those related WGs such as RAN2 and GERAN in the work of solution investigation. 

3. Solution Investigation
Looking at the big picture, the key requirement (not only the fact where UE to be able to respond paging request) is that network operator should be able to provide the reliable network functional capability even during access control. More specifically, based on the operator policy, the access attempts from UE need to be rescued (/allowed) as much as possible. 

We would like to show a way forward and then a feasible solution truly satisfies the service requirement identified in SA1 WG. 

3.1. A way forward
In the following the precedence image with PPAC solution is shown. 
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fig1: precedence image with PPAC solution

As it is easily predicated the assumption is to introduce a new simple indication to broadcast of system information, so that UE can respond to paging request even during access control.

Additionally, considering the requirement specified in TS22.011, the pre-condition for UE to be able to respond the paging request is obviously that the network should be able to perform call control procedure such as sending paging request to the UE. However, in the following cases the network simply can not accomplish this pre-condition.

· When the mobile reachable timer (network timer for periodic registration) is expired and the UE is implicitly detached, UE can not perform the registration procedure because of access control.

· When registration area changes, UE can not perform the registration procedure because of access control.

To support this pre-condition and achieve this basic network functionality required for PPAC, the mobility / location management should be performed even during access control. 
Now we have confirmed the needs of allowing mobility / location management during access control; however, as an operator, we have also a concern that allowing such procedure would defeat the functional capability of access control which is to maximize the usage of network resource and provide robust communication service. Thus, by allowing such procedures, there is a risk it may cause the unexpected bust registration traffic. Therefore, there is an additional mechanism need to be investigated and provide a solution as one package. In summary, one package solution shall take following overall functional requirements into account. 

· Allow UE to respond to paging request for network initiated call control (e.g., MT call, message retrieval service triggered by paging request);

· Allow UE to perform mobility / location management procedure; 

· Allow NW to facilitate the additional access control mechanism to control mobility / location management.
Therefore the functional capabilities are the following; 
UE domain
A) The PPAC capable UE shall read specific access control indication for PPAC, e.g., which is sent in SIB3 of broadcast system information. 

B) The PPAC capable UE shall perform the corresponding mobility management by taking account of the access control information read from broadcast system information. 

Access Network and Core Network domain

C) The PPAC capable Access Network shall produce an appropriate indication to notify UE the application of specific access control for PPAC.

3.2. Feasible solution
The feasible solution is developed based on the functional requirement described in the previous section and the major impact is the followings; 

· Even during access control, with indication from the network, UE is allowed to perform mobility / location management procedure. For this capability, broadcast of system information is enhanced to be able to control registration specific access attempt such as location area updating. Corresponding to this new feature, additional UE behaviour during access control also need to be specified. 

· Even during access control, with indication from the network, UE is allowed to respond to paging request, so that UE may make access attempts for mobile terminated call control and terminated message control (e.g., SMS) as an optional procedure of access control. For messaging service, it should be able to support Mobile Terminated, Push and Pull mechanism. For this capability, broadcast of system information is enhanced to be able to control mobile terminated specific access attempt such as paging request response. Corresponding to this new feature, additional UE behaviour during access control also need to be specified.

As an assumption, the feasible solution with protocol detail is described in the following. 
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fig2:  impact on broadcast of system information
To have better view of the feasible solution, following figure shows the feasible formats of SIB3. However, the decision on format of System Information Block 3 shall be left to the hand of RAN WG.
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fig3:  feasible SIB3 image
4. Affected specifications

Based on the possible technical solution, here is the affected specification of at stage3 level at this moment.
	Expected functionality / Capability
	Spec No
	Spec Responsibility
	Comments

	The PPAC capable UE should be able to access network even during access control.
	23.122
	CT1
	

	The PPAC capable UE shall read specific access control indication for PPAC, e.g., which is sent in SIB3 of broadcast system information.
	24.008
	CT1
	

	The PPAC capable UE shall perform the corresponding mobility management by taking account of the access control information read from broadcast system information.
	24.008
	CT1
	

	The PPAC capable Access Network shall produce an appropriate indication to notify UE the application of specific access control for PPAC.
	25.331
	RAN
	


5. Proposal
We would like CT1 WG and interested companies to investigate this solution approach and ask for the feedback. 
At the next meeting CT1#50, we would like to propose the change requests based on this solution approach. 
