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Introduction and background

Upon detecting that the request URI has changed when a request has visited an AS (call forwarding), the current S-CSCF procedure stops executing the services of the served (forwarding) user and does not allow the execution of any further services.

However in some cases it is necessary to execute the originating services of the served (forwarding) user after the call forwarding (diversion) is detected.
The identification of the served user in case of originating services is currently based on the P-Asserted-Identity header. As the P-A-I MUST not change (identifies the originator of the call), applying originating services for a forwarding user requires a new mechanism to indicate the served user.

So far two alternative solutions are proposed:

-
P-Served-User based approach (http://www.ietf.org/internet-drafts/draft-vanelburg-sipping-served-user-01.txt, related discussion paper discussed at CT#48, see C1-071596) proposed by Ericsson; and

-
History-Info based approach (http://www.ietf.org/rfc/rfc4244.txt, related discussion paper discussed at CT#48, see C1-071682) proposed by Vodafone.

Independently of what mechanism used to indicate the served user, the following requirements apply:

-
provide procedures to decide whether originating services must be executed or not;

-
identify the served user; and

-
be backward compatible.

This discussion paper compares the current alternatives both in general and how they address the issues above.

Also several general issues related to the new functionality are discussed.

Discussion

Decision to perform originating services

P-Served-User approach proposes to use the "orig" parameter to indicate that originating services of the served user must be executed.
This solution may cause several problems: if originating and terminating S-CSCF functionalities are separated, the returning request is Routed to an originating S-CSCF, which will consider the request as a returning request (the original dialog identifier is there), but either does not have the related dialog or (if the calling party is served by the same S-CSCF) the related dialog serves the calling party and thus the original dialog identifier is not acceptable for that dialog (or even worse it is accepted and S-CSCF assumes that the request is returning from the AS after performing the originating service of the calling party, although the AS already served the forwarding party).

History-Info approach proposes to use the existence of the History-Info header to indicate that originating services of the served user must be executed.

This proposal is also incorrect: If an AS works according to the supplementary service specification for CDIV, then it must add the H-I and still may intend to indicate that originating services are not needed. Also it is possible that History-Info is already in the message (although S-CSCF after detecting call forwarding may check whether the last entry of the History-Info header includes the served user or not).
Both approaches propose a solution where the AS controls the service execution (by inserting "orig" parameter / H-I header), this may enable smart users to skip e.g. barring service.

Proposal: it is not necessary to introduce so strict rules for the decision (if the execution of originating services is needed or not), instead the decision may depend on:

-
which service performed forwarding (diversion);
-
where the call is forwarded/diverted to;
-
any other info in the SIP request; and
-
operator policy.
E.g. if a call is forwarded to a voicemail or another user belonging to the same subscription, then originating service execution can be skipped

Related question: What about introducing a new SessionCase to differentiate the originating services executed after call forwarding from originating services of registered / unregistered user? It may provide additional flexibility to ease the decision to run or not to run the services. See details at the SessionCase discussion.

Conclusion: It is proposed to apply flexible conditions to decide whether further service execution must be skipped or originating services shall be performed is possible with both approaches.

Served user identification in the AS
The following table summarizes how the served user can be identified currently and using the available proposals.

	
	Originating service
	Terminating service

	Current state (assuming that no originating service executed after call forwarding)
	P-Asserted-Identity

An AS outside trust domain may guess (or use From header)???
	Request-URI

	PSU based approach
	P-Served-User
	P-Served-User

	HI based approach
	Ancestor of the last entry in the HI header (if HI header does not exist, then the P-Asserted-Identity
	Request-URI (see NOTE 1)


NOTE 1: The PSU draft addresses a use case when the terminating services of the forwarding user are executed even after forwarding. That seems to be unnecessary, as the same service can be executed as an originating service after forwarding. Furthermore if a terminating service must be executed even after forwarding, then probably it could have higher priority then the forwarding service.
Conclusion: Both solutions are feasible.

Backward compatibility

None of the proposals provides backward compatibility, and simply there is no protocol solution that provides backward compatibility: for example when a Rel-6 AS executes originating service, it will look for the served user in the P-Asserted-Identity header (which must contain the calling party), thus the AS will not perform the service as expected.
The only solution is "being wise", i.e. independently of what extension is used to identify the served user, operators must ensure that only ASes supporting that extension are invoked after call forwarding (diversion) to execute an originating service of the served (forwarding/diverting) user.

Note that introducing a new SessionCase provides a clear distinction and an easy control to mark originating services invoked after call forwarding to ensure that only ASes supporting the "originating services after call forwarding" scenario.

Comparison – in general
P-Served-User approach
Pro:
Simple served user identification at the AS

Con:
Yet another identity in the request, introduced to support the service execution at the current S-CSCF.

It must be included in the usual privacy procedures: remove if received from / sent to a non-trusted entity.

History-Info approach
Con:
Can be considered as overloading the header.
Pro:
"It is already there", no new header needed.

New SessionCase?

It is not defined clearly what services must be executed whenever the S-CSCF detects call forwarding and decides to execute originating services of the served user. Is it:

1)
all originating registered services
(first idea);

2)
subset of originating registered services
(some services, e.g. VCC, are not needed for sure);
3)
all originating unregistered services
(somewhat similar situation, the served user is involved only indirectly, also it is possible that forwarding performed as a terminating unregistered service, so in such cases it is logical to switch to originating unregistered services; however the registration status of the forwarding user has no effect on service execution);

4)
subset of originating unregistered services
(there can be originating unregistered services that are not applicable in case of forwarding).
For sure, it is unnecessary to execute all originating (registered or unregistered) services. The selection (what services to execute after forwarding) can be done by carefully defined conditions in the iFC. However using a new SessionCase can minimize the need for additional conditions: Conditions for originating services already include a "SessionCase=ORIGINATING" (and/or "SessionCase=ORIGINATING_UNREGISTERED") condition. By introducing a new SessionCase for this scenario (e.g. "ORIGINATING_CDIV"), the addition of a "SessionCase=ORIGINATING_CDIV" condition can control whether the service can be triggered after forwarding/diversion and no need to do checks for forwarding related headers in SPT once more that detects forwarding once more, as the S-CSCF already did that.

Summary

Both approaches look usable, even in parallel.

Service trigger conditions will be tricky, new SessionCase may simplify that.

Proposals
As the currently existing History-Info approach is a feasible solution, it is proposed to use that and not to introduce the P-Served-User header. Accompanying CR describes that solution.

Use new SessionCase to clearly identify originating services executed after call forwarding.

