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Introduction:
According to TS 24.229(v8.1.0) Section 5.4.3.2, the S-CSCF may reject a SIP request by sending a 403 (Forbidden) response when validation for an IMS communication service identifier is failed: 

……
4D)
if the request does not contain a P-Preferred-Service header field or the ICSI value contained in a P-Preferred-Service header field is not part of the set of the subscribed services for the served user then as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;
……
There are also some other conditions when 403 (Forbidden) response shall be sent to the UE in IMS:
1: P-CSCF




…….

When the P-CSCF receives from the UE a target refresh request for a dialog, the P-CSCF shall:

1)
verify if the request relates to a dialog in which the originator of the request is involved:

a)
if the request does not relates to an existing dialog in which the originator is involved, then the P-CSCF shall answer the request by sending a 403 (Forbidden) response back to the originator.
……
2: I-CSCF
……
In the case of SLF query, if the SLF does not send HSS address to the I-CSCF, the I-CSCF shall send back a 403 (Forbidden) response to the UE.
……
The I-CSCF shall verify for all requests whether they arrived from a trusted domain or not. If the request arrived from a non trusted domain, then the I-CSCF shall respond with 403 (Forbidden) response.
1) determine whether the request contains a barred public user identity in the P-Asserted-Identity header field of the request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 403 (Forbidden) response.
……
3: S-CSCF
……
4B)
determine whether the contents of the request matches a subscribed service (i.e. SDP media capabilities, Content-Type header field) for each and any of the subscribed services for the served user. As an operator option, if the contents of the request do not match a subscribed service, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps;

……
3: AS
……
If the request is not authorized, the AS shall either:

· reject the request according to the procedures defined for that request e.g., by issuing a 403 (Forbidden) response;
……
The definition and utilizations for the 403 response are mentioned in RFC3261 as follows:
……
8.2.2.1 To and Request-URI
   The To header field identifies the original recipient of the request

   designated by the user identified in the From field.  The original

   recipient may or may not be the UAS processing the request, due to

   call forwarding or other proxy operations.  A UAS MAY apply any

   policy it wishes to determine whether to accept requests when the To

   header field is not the identity of the UAS.  However, it is

   RECOMMENDED that a UAS accept requests even if they do not recognize

   the URI scheme (for example, a tel: URI) in the To header field, or

   if the To header field does not address a known or current user of

   this UAS.  If, on the other hand, the UAS decides to reject the

   request, it SHOULD generate a response with a 403 (Forbidden) status

   code and pass it to the server transaction for transmission.

……
21.4.4 403 Forbidden
   The server understood the request, but is refusing to fulfill it.

   Authorization will not help, and the request SHOULD NOT be repeated.
……
23.4.2 Tunneling Integrity and Authentication
   ……
   If an integrity violation in a message is detected by its recipient,

   the message MAY be rejected with a 403 (Forbidden) response if it is

   a request, or any existing dialog MAY be terminated.  UAs SHOULD

   notify users of this circumstance and request explicit guidance on

   how to proceed.
   ……
Problem:
The meaning for SIP 403 response is very general without concrete indication for the reason for rejection. It can be used for various reasons as specified in both RFC3261 and 3GPP TS 24.229.

In case of rejection when IMS Communication Service Identification validation is failed, since it is a service related failure, the actual reason for such failure may usually be 1) UE configuration error; 2) wrong application software used; 3) service subscription error or missing for the served user.  
So, simply reject the request with 403 could not give clear enough indication to the user that the call is rejected because of service validation failure, thus can not do help for the user to try to repair the failure.
If the user really intends to use the IMS Communication Service and could be indicated explicitly the failure reason, he/she may fix the problem and start using the desired IMS Communication Service easily e.g. by running the right application in the UE, correct some service configuration, or go to subscribe the IMS Communication Service from the Operator. 
There is benefit to provide more explicit and concrete error indication for IMS Communication Service validation failure.

Possible Solutions:
In order to give more explicit reason for IMS Communication Service validation failure, the following possible solutions are introduced:

1: New response code

A new SIP response code could be introduced

Example: 4XX (Service Unsupported)

2: New warning code

A new warning code could be introduced to indicate additional status about a response.
The new warning code shall be included in the Warning header in the 403 response.

Additional "warn-code"s can be defined through IANA.
Example: Warning: 3xx 3gpp.org "Invalid IMS Communication Service Identification"
3: New header

A new SIP header can be introduced.
Example: P-Unsupported-Service: xxx

Proposal:
It is proposed that the issue and possible solutions be discussed in CT1#49 and the output may lead to CRs in future meetings.






