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11
Protocol at the Ut reference point

11.1
Introduction

XML Configuration Access Protocol (XCAP) is used to create, read, write, modify and delete data related to the PNM service. XCAP uses the HTTP methods PUT, GET and DELETE for communication over the Ut reference point. 

11.2
Roles

11.2.1
XCAP client
The XCAP client is a logical function as defined in RFC 4825 [xx]. The XCAP client provides the means to create, read, write, modify and delete the data used for the PNM services. In doing so, it shall generate an HTTP PUT, or an HTTP GET or an HTTP DELETE request in accordance with RFC 2616 [yy].
Editor’s note: The presence of the text above is subject to whether there will be a single and common document addressing the usage of XCAP within 3GPP.
11.2.2
XCAP server
The XCAP server is a logical function as defined in RFC 4825 [xx]. The XCAP server stores all data relevant for the PNM services.  When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating the data base, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [zz] and then perform authorization. Afterwards the XCAP server shall perform the requested action and generate a response in accordance with RFC 2616 [yy].
Editor’s note: The presence of the text above is subject to whether there will be a single and common document addressing the usage of XCAP within 3GPP. 
