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Introduction: 
During the last year CT1 has discussed Multiple Simultanous Registration in the IMS several times and up till now could not agree on procedures that would allow these kind of registration.

In CT1#xx in Montreal CT1 showed a preference for a solution that would be based on mechanisms as defined in draft-ietf-sip-outbound and wrote an LS to SA3. However, since then, no technical work has happened on how this solution would look like.

In CT1#46 in Warsaw an alternative solution was presented that would not use outbound procedures. However, this solution seemed to be IMS specific. As a consequence, more time to study the issue was requested
This discussion paper lists unresolved issues of both solutions and proposes a way forward on how to deal with multiple simultaneous registrations.
Discussion:

1) Issues related to an outbound based solution

According 33.203, IPSec security associations are bound to specific parameters (selectors) of the SIP flows between UE and P‑CSCF, i.e. source and destination IP addresses, transport protocols that share the SA, and source and destination ports. 

In case UDP is used as transport:

· the P-CSCF receives protected requests and protected responses the port port_ps  and sends protected requests and protected responses on the port port_pc 
· the UE receives protected requests and protected responses on the port port_us and sends protected requests and protected responses on the port port_uc
This is shown in the following figure:
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Figure 1: Port Usage in case of UDP as transport, IPSec SA’s are established 

Draft-ietf-sip-outbound defines means for User Agents, registrars and proxy servers that allow requests to be delivered on existing connections established by the User Agent during Registration. These connections may also be used for multiple registrations. These connections are referred to as flows.

“Flow: A Flow is a network protocol layer (layer 4) association between two hosts that is represented by the network address and port number of both ends and by the protocol. For TCP, a flow is equivalent to a TCP connection. For UDP a flow is a bidirectional stream of datagrams between a single pair of IP addresses and ports of both peers. With TCP, a flow often has a one to one correspondence with a single file descriptor in the operating system.”

When forwarding a request from the P-CSCF to a UE (e.g. an INVITE) draft-ietf-sip-outbound requires that when the Edge Proxy receives a request, it applies normal routing procedures with the following addition. If the top-most Route header refers to the Edge Proxy and contains a valid flow identifier token created by this proxy, the proxy MUST forward the request over the flow that received the REGISTER request that caused the flow identifier token to be created.
However, this contradicts rules for forwarding of requests in IMS, as it requires that requests are forwarded towards port_uc (where the original REGISTER was received from).

In addition it seems that outbound does not support to switch the transport protocol over which SIP is used. Outbound says that a User Agent terminating SIP request has to be sent to the User Agent over the flow on which the REGISTER was received. The definition of flow in Outbound includes also the transport protocol. Now there seems to be a problem when the REGISTER was sent over UDP and, at some point later, a SIP INVITE request is too long to be sent over UDP, so that it needs to be sent over TCP. This seems not possible with Outbound. The switchover from UDP to TCP is a strong requirement in IMS. Up till now the only solution seems to be to initiate two registrations, one for UDP and one for TCP. 
2) Issues related to an IMS specific solution
In the last CT1 meeting another solution for multiple parallel registrations was presented. This solution is modelled around the fact, that a UE that is attached via different IPCAN’s would have multiple IP addresses. The UE then would register the different IP addresses with its S-CSCF, i.e. it would create a binding IP_address_1/publicID_1 and a second binding IP_address_2/publicID_1. The principle is shown in the following figure (although only one P-CSCF is shown in the figure, the solution would also apply to environments with different P-CSCF’s)
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Currently TS 24.229 specifies for registration of two IP addresses from the same UE, that after successfully authorization of the new REGISTER, that the old registration has to be dropped. This is needed for situation where e.g. user has walked out of coverage and comes into coverage again.

In order to keep this functionality, the new proposal requires a protocol level indication that the second registration is made intentionally to allow for multiple parallel registration. 

However, such a protocol element is currently not defined in SIP and it seems not appropriate to semantically overload an existing protocol element for that purpose. An appropriate protocol element definition has to be specified in IETF.
Proposal:

It is our understanding, that a comprehensive solution for multiple simultaneous registrations needs more time to study. It is proposed that CT1 indicates to SA2 that CT1 was not able come up with a solution for multiple simultaneous registrations up till now.

Taken into consideration, that SA2 IMS-SWG agreed that session continuity, which is one of the major features that would require multiple simultaneous registration, would not be supported in Rel-7 from the SA2 perspective it is further proposed to write an LS to SA2 to indicate that from a CT1 perspective multiple simultaneous registration is a Rel-8 candidate.
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